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NOTE FROM THE GDHPRMGTREAM
CHAIR

Providing better care in order to help people live longer and healthier lives is the goal of
governments and others delivering healthcare services around the world. Connected care
through interoperable systems is key to that ambition. Healthcare faciditiesss the

globe have made tremendous gains in shifting their re¢@eping from paper to
computerized systems that support this, however the path to widespread adoption has
not always been a smooth one. Despite where any nation might be on the adoption
spectrum, it is time to turn our attention to furthering the accurate and efficient transfer

of health data in the form of interoperability.

The real importance of this work is in how connected care can best be used to improve

the lives of our communitie€asy and secure exchange of standardized information will
help services and consumers get the information, where and when they need it, to

access, plan, deliver and coordinate services. Empowering patients by giving them access
to their data allows thento better understand their care plan and facilitates coordinated
care. Each country has different demographics, needs and capacity, yet we all struggle
with siloed, disconnected information.

The Global Digital Health Partnership (GDHP) is working towasdsing that

widespread interoperability is possible on a global scale. This task would be easier if
every nation had the same healthcare delivery system, with the same underlying
infrastructure, and the same form of patient consent and participatioe.r€hlity is that
every nation is different and it is through identifying, as well as understanding, these
variations that we will arm both the GDHP and nations everywhere with the information
needed to create a roadmap for achieving interoperability omégsrnational level.

As you will read in the following paper, the GDHP undertook the task of collecting as
much information from member nations as possible to understand not only their health
system infrastructure, but also, if they exchange health datawhat purpose that

exchange happens, and what standards are employed in the collection, use, and sharing
of that data. | firmly believe that it will be through the use of common standards that we
will achieve global alignment and the potential for mmi@tional interoperability.

Through the efforts of the GDHP and this work stream we will continue to move closer to
achieving the true goal of complete interoperability. This analysis of global health
systems, as well the use of health standards, isthesstart and the GDHP will continue

to work towards true interoperability on a global scale.

Dr Don Rucker
National Coordinator for Health IT
U.S. Department of Health and Human Services

and

Chair, Interoperability
Global Digital HealtRartnership
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1 EXECUTIVE SUMMARY

1.1 BACKGROUND

The interoperability of clinical data is essential to kjglality, sustainable healthcare
this means that patient data is collected in standard ways and that it can be shared
securely,in real time andvith comnon meaning.

Effective interoperability of information is key to attainment of the headtlated

Sustainable Development Goals and to the improvement of the health and wellbeing of

people across the world through the best use of evidelmased digital telenologies.

Interoperability is key timprovingco-ordination of care services, equity aécess to

them, as well as their effective delivery. It impropesvention of communicable and

non-communicable diseas&nd supports optimal responses to populatioealth

priorities.

Interoperabilityensurescommon meaning ih W02y y SOG SR danid KSIf 6K a&adasSy.
provides the data resources for development of innovative mobile digital services and

WELILJAQ GKFG OFy &dzZlJl2 NI GKS  Llwhds8ryeittemOA G AT Sy | yR i
Effective digital interoperability is a po@ndition for the realisation of the benefits of

new clinical and data sciencesfrom genomics to machine learniagn health and care.

Digital kealth can transform the outcome and experierafeatients and citizes, but

only if information is shared seamlessly.

Taking the opportunity to assess the interoperability landscape across GDHP member
countries and territories allows consideration of how a greater degree of international
collaborationcouldsupport improved national and regional implementation, and more
harmonisation of data standards.

In 2018, on behalf of the Global Digital Health Partnership (GDHP), the Office of the
National Coordinator for Health Information Technology (ONGQG)eifUtS. Department of
Health and Human Services commissioned a global interoperability landscape review of
GDHP member countries and territories. This analysis set out to inform the GDHP of
interoperability related data exchange practices among its memlispecifically related

to how they exchange data and for what use the data is exchanged.

Fifteencountries and territories responded to the landscape analysis sufrggntina,
Australia, Austria, Canada, Hong Kong, India, Italy, Japan, New ZPaldughl,the
Kingdom of Saudi Arabia, Sweden, the United Kingdom, the United States and Uruguay.

Analysis of the survey responses has revealed a number of key themes, and also
significant diversity in terms of the interoperability statusnafividual respondent
countries. A key objective in the review of country data has been to better understand
the relationship between individual country drivers for achieving interoperability and
their progress to date.

6 CONNECTED HEALTH: EMPOWERING HEROUGH INTEROPERABILITY
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Interoperability is being achievedjainst a backdrop of many unique health systems and
country-specific factors. Across the globe, despite progress and harmonisation,
interoperability remains a significant challenge. The GDHP is in a unique position to
reflect that, while interoperabilityvill have many common approaches and benefits,
these will be balanced differently in one region compared to another and that this has a
significant impact upon the way challenges to interoperability maturity are being
addressed.

KEY FINDINGS

The key theras, which centre on how countries exchange health data, for what purpose,
and what role patients have in that process, are listed below:

1 All 15 countries and territories use internationally recognised standards
throughout their digital health systems;

1 Sematic/code system standards 1€lD, LOINC®, and SNOMED CT® were
adopted almost unanimously among the countries and territories that
responded to the survey;

1 HL7® standards and IHE profiles were most used to meet interoperability use
cases;

1 Fourteenof the 15 responding countries and territories provided an option for
the patient to provide consent for the capture, use, or sharing of their digital
health information;

1 Patients are involved with their own health dalbeyond consent processes, in
thirteen of the 15 surveyed countries and territories; and

1 Costeffective and sustainable creation of national Health Information Exchange
is essential and there is an opportunity for global harmonization and alignment
through standards bodies such as IHE and HL&wdrie used internationally;
and

1 FHIR® is rapidly emerging in many countries and territories as-gevmtation
interoperability standard.

As work within the Interoperability work stream progresses, the observations in this
landscape analysis will hetip provide guidelines for the creation of an interoperability
maturity model, driving a more consistent international conversation and approach. This
analysis can also assist the GDHP in providing a set of best practices for countries in
achieving an int@perable health system.

RECOMMENDED NEXTPSTE

While there is a diversity of focus, priorities and progress, there are clearly many
common (or highly similar) interoperability challenges, and all countries would clearly
benefit from increased knowledge ating and collaboration.

To that end, it is proposed that the following issues be further explored:

1 How can participants share lessons learned and reduce duplicated effort?
With many countries working on similar interoperability challenges, how can

CONNECTED HEALTH: EMPOWERING HEROUGH INTEROPERABILITY




countries who are further ahead in specific areas share the progress that they
have made, and the lessons that they have learned?

1 How can participants collaborate to become better global buyers?
How can countries work together to present, where appropriatenore unified
set of international requirements to Health IT vendors, with the aim of driving
down cost and decreasing time to market for Health IT solutions.

1 How should standards alignment be addressed globally?

1 How can nations support, foster and gevate with international standards
development orgamsations?

1 What one thing can participants collaborate on that would make a difference?
Is there an initial area where GDHP participants could work together to deliver
value through increased collaborati and standardisation of approach? Would
a globally harmonized and align&iHIR@&ased representation of medication
lists be a good candidate for such collaboration?

G¢KS RNADS F2NI AYGSNRLISNIoAtAGE Ay GKS 'Y Aa G2
concept solely about standards but to be driven by the move to integrated care

systems which ensure that interoperability is driven as part of this service change and

not separate to it.

Furthermore, there is a strong drive to expose Open APIs from health and care systems
(based on FHIR®) to establish ecosystems of apps that can utilise the data exposed and
through SMART on FHIR® containers to enable simplified aceksitas A Y F2 NN I GA 2y ® ¢

United Kingdom response to Interoperability Landscape Survey

G¢CKSNS NS @GFINRBAYy3 tS@Sta 2F YrFddzNRidGe Ay GSNya 2
Zealand health sector. The Digital Health Strategy recognises that organisations are

starting from different places, with different priorities, and will provide support relative

to where an organisation is beginning from.

All New Zealand government funded health providers are required to develop a local
digital investment plan in support of thational digital health strategy. Each health
provider will be responsible for delivering their own plans but are expected to
collaborate closely with their neighbours to reuse where possible and to reduce
RdzLJ AOF GA2y dé¢

New Zealand response to InteroperityilLandscape Survey
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coordinates the identification, assessment, and public awareness of interoperability

standards and implementation specifications that can be used by thih tea

industry to address specific interoperability needs including, but not limited to,

interoperability for clinical, public health, and research purposes. It is regularly

updated throughout the year, with a Reference Edition published at the begaining

SIFOK @SIFNJ G2 LINRGARS | WayllLlAK2d Ay GAYSQ 2F I @I
ALISOATAOFGAR2Yy A F2NJ SFOK tAAGSR AYUSNRLISNIoOAfAGESE

United States response to Interoperability Landscape Survey

G/ FylFrRE KFE& F NAOK (NI Raland lmigrnaidnal Oigitalt 1 0 2 NI GA2Yy 2V
health standards and a record of fragmented implementation which often undermines

standardization. As solutions are more globalized and domestic demand increases,

Canada Health Infoway is looking for opportunities to deplag migital health

solutions at national scale and there is much to learn from other countries that have

F £t NSFRe | O02YLIX A4KSR (KA&aDE

Canadian response to Interoperability Landscape Survey

oPortugal is implementing widespread use of standards supported iy emities

created for the purposes of interoperability and propagation of digital health systems.
These efforts are based on a number of high level axioms that ensure a consistency of
vision and approach.

Portuguesaesponse to Interoperability Lands@purvey

N

GaCc2tt26Ay3a I NBO2YYSyYyRIGA2Y 2F (GKS CS
GLYGSAINY GAYy3 GKS 1 SIHEGKOFNS 9y G SNLINRK &
Healthcare IT projects, to achieve maximum international standardization,

~ sustainabily and costS T F SO A OSy Saa o¢

R
S

SNI £ 1 St ¢
oLI 90¢ |

- a

Austrian response to Interoperability Landscape Survey
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INTRODUCTION: INTEBRNDNAL
OVERVIEW ANTEROPERABILITY

Every day, hundreds of thousands of patients across the world experience transitions of
care as they movbetween primary care physicians, hospitals, aged care facilities, allied
health professionals and a variety of other healthcare contexts. The way in which their
information is shared (or not shared, in many instances) has the potential to make the
difference between higkguality, safe and efficient care, and pequality care which can
result in adverse events and injury.

For this reason, interoperability is essential to digitally inclusive, safeghajhy,
efficient care. A lack of interoperability cpose a significant risk to patient safety and

detract from highquality, coordinated care.

Interoperability can be defined as:

The ability of a system or product to transfer meaning of information within an

between systems or products without special effort on the part of the user.
Interoperability is made possible by the implementation of standards.

WHY IS INTEROPERAMISO IMPORTANT?

The ability of different healthcare providers to use shared information with commonly
understood meaning is a precondition for tedrased, coordinated care, continuity of
care, efficiency, data analytics, and positpaient experience$l) (2) (3) (4).

Exchanging highuality data between multiple health systems, trusting that the meaning
will be interpreted in the same way, neiges interogrability (1) (2) (4).

The lack of interoperability between systems means healthcare providers often cannot
exchange information effectively, which contributes to disjed care, adverse events,
inefficienciesand poorquality data(5) (6) (7). Conversely, improvements in
interoperability have direct benefits that are highly relevamhealth consumers, carers
and health and care providers:

1 Patient safety; Every day in the health system, patient information is shared
between health and care providers or, in some cases, critical information is not
shared.

When information is sharednanability to clearly and unambiguously
understand what was meant by other healthcare providers (particularly with
respect to medications) in their medical records can result in adverse events,
harming the safety of pati¢s (8). Many of these are preventable through the
sharing of information that is interpreted in the same way.

CONNECTED HEALTH: EMPOWERING HEROUGH INTEROPERABILITY
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1 Coordination of carg A lack of shared information, or a lack of confidence in
the meaning of shared information, has a significant impact uponteftor
deliver teambased, integrated care.

Allowing health and care providers to quickly and easily share patient
information will drive an increased focus on the importance of Hgjighlity data
and record keeping in an increasingly digital healthcareesysdn turn, this will
improve trust between health and care providers, creating a culture where
coordinated, tearrbased models of care are common practice, underpinned by
interoperability that works without being visible.

1 Efficiency of healthcare deliwe¢ Improved coordination of care will reduce
time spent on unnecessary communication, remove unnecessary treatments,
reduce adverse events and reduce repeated diagnostic testing.

Improvements in the sharing of appropriate patient heatttormation will have
a significant positive impact on the efficiency of healthcare delivery in each of
these areas.

Successful interoperability is a complex endeavour. It relies not just upon the ability to
share information between systems and peoplet bitimately to have a common
understanding of what that data means, and to be able to act upon it confidently to
deliver the best possible care to patients.

Many healthcare stakeholders see interoperability as a technical exercise, focused on
data typesdata structures and complex standards developed by health informaticians
who may be perceived as being separated from the realities of frontline healthcare.

Despite these common perceptions, interoperability could not be more important to
improving healthare outcomes.

There are a number of key elements that need to be in place to ensure good
interoperability outcomes:

1 The ability to identify the patient with confidencehrough the use of
standardised identifiers, or the ability to map local identifiers together with a
high degree of confidence;

1 The ability to transmit the data securely to another health contexither point
to-point secure messaging or through a Hiednformation Exchange (HIE),
using an appropriate standard for data exchange;

1 Sufficient data quality to share data safely with other parties, and to act on
data received, there must be a high degree of trust that the data is (where
possible) completeaccurate and coherent;

1 The ability to understand what is meant by the data and its component parts
using, where possible, data that is structured and coded (using an appropriate
clinical terminology) such that its meaning is clear, and so that cldgcédion
support systems can be leveraged to provide additional quality and safety
checking; and

1 The understanding that the sharing of data, and the delivery of treatment reflects
the wishes and consent of the patienensuring that no data is shared, or
treatment undertakenwithout the express consent of the patient and their
carers.

CONNECTED HEALTH: EMPOWERING HEROUGH INTEROPERABILITY
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A lack of standardeésl clinical processes and peguality, incomplete data, without
structure and appropriate coding can result in an inability to understand with coméde
what was meant by other healthcare providers. At best, this results in significant
inefficiency. At worst, providers can make wrong decisions based on an incorrect
understanding of diagnoses or medications, thereby causing harm.

The Interoperability wik stream of the GDHP has focused upon identifying and mapping
the healthcare outcomes that can and should be achieved through interoperability and
on documenting the problems that can be solved. This will be achieved by documenting
the current interoperablity landscape (including use of standards, policy drivers, legal
frameworks and supplier requirements), and then using this information to develop a
meaningful work plan that drives consistency in international approaches to
interoperability.

Ultimately,success will deliver tangible improvements to patient safety, coordination of
care, and the overall quality of healthcare delivery.

SCOPE OF THIS REPORT

The scope of this report is to present a landscape analysis of the current state of digital
health impgementation and interoperability in each country and territory. From this
analysis, the GDHP can begin to work together as a collective to determine policies,
recommendations and guidelines for how best to achieve interoperability.

All GDHP counies and érritories were invited to participate in the survey, and
responses were received frofrb countries and territories includingirgentina,Australia,
Austria, Canada, Hong Kong, India, Italy, Japan, New ZeRtahajalthe Kingdom of
Saudi Arabia, Swedethe United Kingdom, the United States and Uruguay.

This analysis sets out to provide information about:

1  Which GDHP countries and territories exchange health data electronically;
1 How they exchange that data; and

1 For what purpose the data are exchanged.

This report was developed by the GDHP Interoperability work stream. The working group
is chaired by the United States andauwaired by Canada.

CONNECTED HEALTH: EMPOWERING HEROUGH INTEROPERABILITY
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METHODSY®SED

GDHP countries and territories were invited to contribute to the landscape analysis by
respondingto a survey on current interoperability and standards use and
implementation. The survey asked the following questions:

tfSFrasS RSAONAROGS e&2dzNJ O2dzy i NBEQa RAIAGEHE KSFEGK

tftSFraS RSAONMROGS @2dzNJ yFriA2yQa KSIFEGK AYyF2NNIEGA
or digital health infrastructure.

NoE

3. If your digital health system or infrastructure is centralized, describe how
patients consent to their information being stored centrally or shared widely.

Please describe if and how health data are being exchanged withimgtan.
For what purpose are the health data being exchanged?

Please describe the method used to exchange each health data type.

N o o s

What standards are your country utilizing to enable data exchange? Please
organize by type of health data appropriate.

8. Does your nation utilize health information exchanges (HIEs), organizations that
help enable health information exchange, if so how?

9. Please describe how patients are involved in the health data exchange process.
10. Do states/provinces/regions whitn your nation adhere to separate, or different,
digital health policies? If so, how do they differ from the above responses?

See Appendix A for details of the participants who responded from each country.

The responses to these questions were synthesisetlare presented in the discussion
section of this report. A thematic analysis was then undertaken to draw out common
themes and identify gaps described by GDHP participants.

CONNECTED HEALTH: EMPOWERING HEROUGH INTEROPERABILITY




3 RESULTGINTERNATNAL APPROACHES TITEROPERABILITY

3.1 RESPONSES FRGMHPFPARTICIPANTS TO SR QUESTIONS

At the time of this report, there were a total of 23 participating countries and territoriesre®orld Health Organization (WHO) in the GDHP.
Ffteen countries and territories responded to the survey. Responses have been distilled and summarised from detailed respanszmand
instances may not fully reflect the significant underlying cowipitss and differences between national and regional, and public and private
healthcare contexts.

Table 1, below, shows a hitgvel summary of key elements of the approach of countries and territories to interoperability:

Table 1:Summary of responsesceived from GDHP Interoperability work stream participants

Country For what purpose are health data being exchanged? How are health data being exchanged / What standards are in use?
Australia 1 Continuity of care through the use of shared healitimmaries, discharge Currently, most bilateral exchange takes place using HL7® v2.4 or CI
summaries, event summaries, eReferrals and specialist letters My Heath Record (the national electronic health record) primarily use:
1 Diagnostic imaging reports and results CDA® documents; however, it has a reaty FHIR® interface.

9 Pathology reports and results
1 Electronic prescriptions

The national eHealth Infrastructure ELGA architecture is in general follow

Austria 1 Continuity of care through the us¥ dischargesummaries andwursing nedl f arc € >ral e
reports UKS LINRPTAESEA 2F GLYUSIANIOAY3I UKS |
1 Diagnostidmagingreports 1 Patient identiication and demographics: PIXv3/PDQv3
1 Laboratoryreports 1 Sharing clinical documents: Crdssterprise Document Sharing (XDS.
1 Patientmedicationsg prescriptions andlispenses 1 Sharing medication information: CMPD, PRE, DIS, PADV, PML
1 Nursing care situation overview 1 Access control and audit: ATNA

1 Healthcare Provider Authentication: XUA
9 Discharge Summaseand Nursing Reports: XMS
9 Laboratory reports: XIDAB
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Country

For what purpose are health data being exchanged?

How are health data being exchanged / What standards are in use?

The following standards are used (endorsed by IHE profiles):

1 Transport standards: W3C (SOAP, HTTP), TLS, OASIS SAMiIst V
OASIS ebXML for CreSsterprise Document Sharing

HL7® CDA® for natiande harmonized clinical documents

HL7® v3.x for patiendentification related communication
DICOM international imaging standard (WADO)

=a =4 -4 -9

Terminologies & classifications used:
1 ICD10, LOINC, Austrian terminologies (medicines, etc.)

Canada The mosttommon use of stored electronic health information is to provi Clinical, administrative, drug, and diagnostic data are exge provincially,
a single view of patient information, via a viewer to support clinical territorially and federallyMethods of data exchange vary with the use of:
applicationsg transitions of care, acute, emergency, etc. HL7® v2 messages, HL7® v3 messages, CDA®, FHIR® and XDS.

Recently, there has been a significant shift from the use of traditional HL'
messages to the use of HR FHIR® and application programming interface
(APIs) in Canada

Hong Kong Focus is on supporting clinical care, improving clinical efficiency and HL7® v2 messaging is used for patient administrative events such as
improving quality and safety of care. Most major care processes are patient registration. HL7® CDA® R2 is used for exchangicglakécords
covered including: identifying patientsypporting transitions of care; such as allergies, prescriptions, clinical notes/summaries and laborat
prescribing medications; clinical ordering procedures and imaging; pub results.
health reporting; obtaining laboratory test results; viewing images; and
safety alerts.

The territorybased Electronic Health Record Sharing SystétRES)
focuses on sharing records and also supports downloading allergy date
healthcare providers to protect patient safety.

India Currently the data collected from the patients are being used for public To be completed.
health management and surveillance purposes. However, with the
Integrated Heah Information Platform (IHIP) in place, the intention is to
bring standardisation, homogeneity and interoperability in the capture,
storage, transmission and use of healthcare information across various
health IT systems.

Italy The DigithNHS features an Electronic Health Record (EHR) that enable Within the EHR, the following standards are used for clinical date®-ICI

15

telemedicine, electronic prescribing, and information and communicatic
technology (ICT) integration among hospitals and primary care.
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CM, LOINC (Logical Observation Identifiers, Names and Codes), ATC
Death causes are coded using 10D andhospitalisation records using
ICD9-CM.




Country

For what purpose are health data being exchanged?

How are health data being exchanged / What standards are in use?

Additionally, there is apHealthapplication specificallpased on the
Chronic Care Model (CCM) that was established in 2016.

Japan

Provision of higiguality medical care

There are 17 sets of such national standards, inclusi@vgnmaster
codes and standard formats for information exchange. Some of the
examples for such master codes are Standard Master for Pharmaceu
Products (HOT reference numbers) and-Il@ased Standard Disease
Code Master for Electronic Medical Recordso Btandard formats for
information exchange ar8tandardized Structured Medical record
Information eXchangéSSMIX2 and Digital Imaging and Communicatiol
in Medicine (DICOM).

New Zealand

New Zealand currently exchanges health informatioaupport a variety of

different clinical care purposes including, but not limited to: identifying

patients; supporting transitions of care; prescribing medications; orderil

procedures and imaging; public health reporting; obtaining

laboratory/radiology reslts; and for populatiofbased screening programs

The following standards are in use across New Zealand:
1 HL7® v2.x messages, FHIR®;
1 HL7® CDA® documents (in a few cases only);

9 Terminologies and classifications: LOINC, SNOMED CT (Systemati
Nomenclature 6 Medicine Clinical Terms), IADAM/ACHI, New
Zealand Medicines Terminology/Universal List of Medicines, GTIN;

1 Web standards: Simple Object Access Protocol (SOAP), Represent
State Transfer (REST).

Portugal

16

Health data exchange in Portugal ésevant to the following use cases:
1 Patient Identification

1 Patient smmary

1 Electronic prescriptions and dispensations

1 Chronicmedication

1 Clinical exams and results

1 Imagingstudies requests and appointments

1 Allergies and Intolerances data exchange

1 Vaccinatiorcard andstatus

1 Administrativeworkflow data(admissions, discharges and transfers)
1 Referralrequests and appointments

INTEROPERABILITY REPORT

Exchange standéds:

T HL7® v2.5

1 HL7 FHIR®

1 HL7® CDA® documents
Terminologies and classifications:

T LOINC

T SNOMELZT

1 I1CD9, ICDB10

9/ t!w! o6t 2NldzaAl f Q& ndPihér AveisizReastions)
T/ t1[ 6t2NXdaAttQa /FGFf23d8 2F |




Country

For what purpose are health data being exchanged?

How are health data being exchanged / What standards are in use?

1 Medicalcertificate fordriver’s license and social security
1 Financiamanagemen{for payment transactions)

Kingdom of
SaudiArabia

The Kingdom of Saudi Aralziarrently has no Health Data Exchange,
however, some of the standards and indicators relatedomtiouity of care
include patient identification; provider/organisation management; code!
lab orders; coded lakesults; medication dispensation; medication
prescription; encounter summaries; surgical notes; baby discharge
summaries; mother discharge summaries; general purpose discharge
summaries; sharing diagnostic imaging; referral request/response; tele
radiologyreporting; immunisation records.

United States

17

The U.S. currently uses health information exchange for a variety of
different clinical care purposes including, but not limited to: identifying
patients; supporting transitions of care; prescribing medaoss; ordering
procedures and imaging; public health reporting; obtaining laboratory t
results; and obtaining images.

Health insurers in the U.S. actively engage in data exchange to verify
patient identity and pay for and invoice for the necessary sesviln
addition, exchange between health care providers (or intermediaries

working on their behalf) and patients occurs to provide patients access

key components of their health records.

INTEROPERABILITY REPORT

There are a variety of standards that are used to facilitate dathange
across the U.S. These are often dictated by individual use cases,
organisational or governmental policies or requirements, and/or by E}
capabilities.

Some examples of standards or implementation specifications suppot
push and quernpased eghange, include: SOARsed secure transport;
direct transport; eHealth exchange specifications; IHE standards suct
CrossEnterprise Document Reliable Exchange (XDR),-Emegprise
Document Sharing (XDS) and Patient Care Device (PCD); ISO stande
such as ISO/IEEE 11073, Continua Design Guidelines (ITU H.810, H.
H.812, H.812.5, H.813), HL7® standards including Version 2 and FHI

For more information about the various exchange capabilities and
associated standards and implementation specificetjdection Il of the
Interoperability Standards Advisory (I$®)contains the most wpo-date
information.




Country For what purpose are health data being exchanged? How are health data being exchanged / What standards are in use?

United 1 Patient identificationg between organisations and in interactions with A range of standards are currenih use:
Kingdom national services { HL7® v2.g extensive local use;
1 Transfersof careg national standar_ds exist for acute, Accident & ~  HL7® v& use for existing national components such as GP summar
Emergency and mental health eDischarges and letters from outpatier = poisonal Demographic Service.gtc
clinics '
. ) ) 91 HL7® FHIREfor newer specifications (note that the current
T Record level transfers of information between care settings interoperability policy specifies FHIR® asdéfault methodology for
1 Radiology use; any requests which do not use FHIR® must be justified to the
1 Imaging business interoperability design authority);
1 Pathology 9 Bespoke XML, used for several secondary uses collections;
91 READ codespreviously used terminology for general practieich
has been deprecated but is still present in records;
1 SNOMED Cqthe primary clinical terminology;
1 dm+d (dictionary of medicines and deviceshe primary national drug
terminology;
9 ICD10 ¢ used across secondary uses collections and within some
records;
9 ICD11 ¢ the UK is participating in the 1€D field trials as a WHBIC
release centre;
1 Transport standards various standards including W3C (SOAP and
others), ebXML (OASIS), HTTP, TLS, SMTP, FHIR® RESTful APlIs;
9 DICOM international imaging staredd; and
9 IHEg various IHE standards are deployed by local organisations anc
regional structures though there is no national implementation.
Uruguay Continuity of care Health information exchange is based on the IHE XDS profile, with

document repositoriesun by each health provider.

Clinical documents are exchanged based on HL7® CDA® R2 standar
strong use of clinical terminologies such as SNOMED CT, LOINC and
classifications.
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The following table shows a higével, aggregated view of these of key standards areas in participating countries. Clearly, the full set of standards
in use in participating countries is more complex and nuanced than reflected below, and some survey responses have ootiétdtetase of

specific standards. Hower, this representation should assist in making initial, églkl comparisons about areas of standards usage. The Working
Group proposes that this table form the foundations of an interactive -based version, allowing drdlown to additional detaiénd narrative in

each country and standards area.

Table 2: Highevel summary of standards usage across GDHP Interoperability work stream participants

Standard
COunty HL7® v2 HL7® v3 CDA® IHE FHIR® OpenEHR 1ISO :Ilc(:)? :ﬁ-)/ SNOMET LOINC DICOM
Argentina v v v v
Australia v v v v v v v v v
Austria v v v v v v v
Canada v v v v v v v v v v
Hong Kong v v v v v
India v v v v v v v
Italy v v
Japan v v v v v
New Zealand v v v v v v v
Portugal v v v v v v v
Savdimraba ¥ v v v v v v v v
Sweden v v v v v v v v
United States v v v v
United Kingdom v v v v v v
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Standard

Country ICD (9 /

HL7® v2 HL7® v3 CDA® IHE FHIR® OpenEHR SNOMELLT LOINC DICOM

10/ 11)

Uruguay v v v v v v v
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3.2 INTEROPERABILITY ARRFHES IDENTIFIEDMREDHP
CONSULTATIONS

3.2.1 ARGENTINA

Argentina has recently published the National eHealth Strategy-2028. The strategy
defines the rules for the Interoperabiliof clinical systemsnablingthe sharing of
clinical information for clinical, epidemiological and statistical purposes.

I NBSYydAylIQa KSFHtGK daeadsSy Kra I FNFXAYSyidldadAaAz2y GKI
information systems platforms used by healthcare providrethe public and private
sectors.

The National eHealth Strategy defines a set of standards that enablawuioation

between different providers, in the context of a National Interoperability Network. This
network enables data transmission between healthcare providers, including the National
Ministry of Health, without a central clinical data repository. Qragitional statistical

and epidemiological databases are maintained at the federal level. These central,
purposespecific, databases existed before the implementation of the interoperability
network. The new standardsased mechanism simplifies the prosex data submission,
achieving better quality of data.

The National infrastructure of the Interoperability Network uses standards to enable
communication between participating health information systems:

9 Identity Federation: facilities for creating linkstween local patient
identification numbers, using the national level as a bridge. This process is based
on IHE PIX profile (Patient Identifier CrBsferencing) and FHIR interfaces.

1 Sharing clinical documents: providers share clinical content to support
continuity of care. Documents structured as FHIR resources, following guidelines
that define the requirements for a set of clinical documents types. Documents
are shared using the FHIR based IHE MHD profile (Mobile access to Health
Documents). Clinical otent is represented using SNOMED CT. The first
document to be shared in the network is the patient summary, based on the IPS
- International Patient Summary initiative.

1 ePrescription: providers store prescriptions in local prescription repositories.
Usingthe National Interoperability Network pharmacies can retrieve and update
prescriptions, marking each use. The system uses HL7 FHIR APIs and resources,
and a SNOMED extension that is mapped with the National Medications
Dictionary.

1 Supporting national regiries for statistics and epidemiology: Specific sets of
resources and APls are used to submit information tondienal level. Some
statistical information is converted from SNOMED CT tellCfor statistical
processing.

At the beginning of 2019, thedlional Patient Identifier CrodReferencing systement

live enablingprovinces and private providets makethe first step of integrating
standards for public health reporénd sharing an Electronic Patient Summary for clinical
care.
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Summary of standds used in Argentina

SNOMED CT
ICD10
HL7 FHIR

= = =4 =4

IHE Profiles: PIX (Patient Identifier CsBs$erencing), MHD

3.2.2 AUSTRALIA

In 2018, the Australian Digital Health Agency (the Agency) launched a new digital health
strategy titledSafe, Seamless, and Secureleng health and care to meetd needs of
modern Australig10).

1 dza N> €t Al Qa blraAazylt B5AIAGEE | SFEGK {yiN)y iS3& KI & :
outlined in the 201822 plan,and provides a clear plan for cola@ation and action to

improve health outcomes for all Australians. These priorities include the My Health

wSO2NR adaidsSy oF aSO0daNB 2yfAyS adzyYFNEB 2F | LI GAS)
Australian), secure messaging, interoperability and data guatiedication safety,

enhanced models of care, workforce education, and driving innovation.

These priorities are operationalised through a Framework for A¢lib)that identifies
required activities and the roles of stakettets. In addition, work is underway to

develop a targeted interoperability strategy for Australia in 2019.

' dza G NI f Al Qa dzy AGSNRERLFE KSFHEGK aegadSy Aa 22Aydfe 7Fdz
who largely provide primary and cof-hospital care serees, and state and territory
governments, who largely provide hospital services. A nationally available online patient
controlled summary healthcare record exists for all citizens, called the My Health Record
system, operated by the Australian Digital He#igency. This system is able to collect
information from any registered healthcare provider using securely connected
conformant software. In this way, it provides a patieehtric common point for the

sharing of healthcare information.

The My Health &ord system is a CDA®sed document repository with capacity to

store a broad range of document types including, but not limite@L&). shared health
summaries (curated by General Practitioners); eReferspksgialist letters; discharge
summaries; event summaries; prescription and dispense records; and diagnostic imaging
and pathology reports.

By the end of February 2019, every eligible Australian will receive a My Health Record,
unless they tell the Agenchadt they do not want one during a fisraonth optout period
that began on July 16, 2018.

hyOS | LI GASYG KIa&a NEO2NR:Z O00Saa O2yiNRfa OFy
order to protect access to the record with a PIN code, or to limit adoesslividual
documents.

More broadly, with regard to health data, each state and territory government holds
public hospital and public community service information within jurisdictional data
stores. All states and territories have a degree of fragmeonatf data across multiple
internal systems, with variable internal interoperability. Some jurisdictions have
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One jurisdiction has integrated record viewing accesdiplelinicans in the community
context(13).

Within Australia, substantial volumes of data are exchanged, on af@eptint basis,
between healthcare providers who have a clinical relationship to each other and a shared
patient. For example, most pathology laboratories provide information directly back to
referring general practitioners (GPs) in electronic formats.

When a GP clinical information system and a laboratory exchange data, they typically do
so using a bilaterally aged terminology and payload definitions. To date, many of these
bilateral agreements have organically sprung into being with a large number of variations
between them, meaning that there are idiosyncrasies in message content and
terminology definitions.

Currently, bilateral information exchanges primarily support pathology results, imaging
reports, specialist referrals, and associated reports and letters. Discharge summaries
from public and private hospitals are also sent using these bilateral exchangegvso
where possible. Where not possible, discharge summaries are sent via fax or mail.
Prescription exchanges are in operation but are not universal in coverage.

Bilateral messages are directly exchanged, facilitated by a series of messac
vendors that have recently agreed to FHIR@bA$dd sharing of prvider
directory information(49). Prescription exchanges operate using application

programming interface (APIs). Currently, most bilateral exchange takes plac
using HL7® v2.4 or CDA®. My Health Record primarily uses CDA®; howeve
has a reaebnly FHIR® interface.

As part of National Infrastructure (key digital health infrastructure systems and services),
the Australian Government operates the National ltreadre Identifiers Service. This
service allows the allocation, management and loplof three types of unique

identifiers:

1 Individual Healthcare Identifier (IHjused to identify the people who are the
subject of care;

1 Healthcare Provider Identifierindividual (HRI) ¢ used to identify the clinician
who provided care; and

1 Healthcare Provider IdentifierOrganisation (HRD) ¢ used to identify the
organisation under which care is provided.

Most jurisdictions and private providers of care have cdpaoilink their internal
patient identifiers to the IHI.

The Australian Digital Health Agency also operates the National Cliafc@inology

Service (NCT$)4). This service provides national reference terminology to ingust
SFrairte O2YLlzil of StermiroNdyIsdiufions itckide SWOME RADT and

the Australian Medicines Terminology (AMT). Tools and services available to users
include: a terminology server (with a FHIR® interface), an online terminologyebraws
terminology mapping platform and a National Syndication Server (for clinical terminology
content distribution). The NCT$Saccessible via FHIR® APS.
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AUSTRIA

'a YSYOSNI 2F GKS 9 dzNigitalSieaith Progran? ofiginatesdrdrii Adall Q &

of the European Commission in 2004 to its member states to provide a national eHealth

A0NY GS3ed Ly NBaLRyaSs ¢dekdopat thizatiatddy nZo0s 1 St G K Ly A
announcing that eHealth must be fp@nt-centric, crossorganisation, maintain patient

privacy and data security, and be based on the highest degree of standardisation.

As an immediate action, in 2006, the three main Austrian stakeholders in health (the

federal entity, all nine Austrian princes and the Austrian Social Insurance) founded the

ELGA projeat St S1{ GNRYyA&AOKS DSadzyRKSAGalr(1iGSés StSOGNRYAOD
nationwide, patiencentric EHR serving as backbone to all future eHealth applications.

Following the first three remmmendations for the strategy, ELGA was designed to be
patient-centric, crossorganizational and accompanied by a specialized ELGA law which
focuses especially on all patient privacy and data security concerns.

P dzZa GNRAF Qa OdzNNBy i N YR ©6el SIGSINGE NOKR NI i sAAEAT | £ !
FISy®RIFIEG Aa GATIKGEe O2yySOGSR G2 ! dzzaldNAKRI Q& SD2 3SNYy
9dzNRP LISQa 5AFIAGEHE ' ASYRIF G9dzNRPLIS HAHNnéEI 6KAOK RNR O

{Ay3tS alANJ]SG 65{av¢

The ELGA lawas enactedy the Austrian Parliament in 2D&and regulates points such

as voluntary (opbut) participation of citizens (of whom three per cent have opted out)
and the mandatory participation of healthcare providers. Themytpolicy allows

patients to object to he creation of data, object against access to data, view documents
and view an access log.

L dzZAONR T Q& yIFGA2yEFE AYFNI AGNHzZOGdzNS Attt 06S 02yySOi!
Infrastructure for eHealth (eHDSI) in the coming years, to ensure-bosdsr exchange
of health data with the other European member states.

The architecture of ELGA provides a number of centralized components, such as

Master Patient Index;

Healthcare Provider Index;

Access Control System, Audit and Logging;

the ELGA | (i A Sy (i péhs:/m@viNdesuhdhedt.gv.dtand

= =4 =4 a4 =2

theea SRAOI GA2Y RIGFEOFAS F2NJ LI GASYGdQa YSRAOLFGA:

However the majority of clinical data is stored decentralized and at the point of creation,
except forcertain dedicated applications, such aMedication and (upcoming)-e
Immunization.

ELGA areas are technically IHE (Integrating the Healthcare Enterprise) XDS Affinity
Domains according to the IHE Cr@scument Sharing (XDS) profile, which allow sharing

Lhttps://www.digitales.oesterreich.gv.at/

2 https://ec.europa.eu/digitakinglemarket/

3 See online version in English language at
https://www. ris.bka.gv.at/Dokument.wxe?Abfrage=Erv&Dokumentnummer=ERV 2012 1 111
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and retrieving of clinical documents within the scope of the respective domain, but also
by other ELGA areas using the IHE C@ossmunity Access (XCA) profile

A detailed description of the ELGA architecture can be found BE&®A Architecture

The national eHealth Infrastructure ELGA architecture generally follows the profiles of
GLYGSAINFGAYT GKS 1 SIHEGKOFNB 9 yhiasdslkdbdksadS o6 L1 90¢é | yR
by those.

1 IHE Profiles used:
o Patient identification and demographics: PIXv3/PDQv3
0 Sharing clinical documents: Cressterprise Document Sharing (XDS.b), XCA
o Sharing medication information: CMPD, PRE, DIS, PADV, PML
0 Access control and audiATNA
0 Healthcare Provider Authentication: XUA
o Discharge Summaries and Nursing Reports:M®S
0 Laboratory reports: XIDAB
1 International standards used (endorsed by IHE profiles):
0 Transport standards: W3C (SOAP, HTTP), TLS, OASIS SAMIst WS
0 OASIS ebXMhbr CrossEnterprise Document Sharing
0 HL7® CDA® for natinde harmonized clinical documents
0 HL7® v3.x for patienitlentification related communication
o DICOM international imaging standard (WADO)
I Terminologies & classifications used:
o ICDB10
0 LOINC
o0 Austrian terminologies (medicines, etc.)
0 HL7® v2.x is used for interoperability within healthcare facilities
Health data are intended to be exchanged mainly over the ELGA infrastrugtdre

alternative health data exchange mechanisms in Austria asngpihée and include peer
to-peer transmission of laboratory and radiology results and reports.

¢2 Y2@0S aSNWAOSa 2yi2 GKS 9[ D! Ay T NELBA NHzOG dzNS = 9 [ I
plus LINPINI YZI gKAOK lff2¢a (GKS dzapgrAupof2T GKS AYyTFTNI &
stakeholders for special purposes.

' LINPANITY NHzyyAy3d 2y a9[ D! LXdzaé A& F2fft26Ay3a (GKS
independent of the constraints of the specific ELGA law and thus allows the usage of the

ELGA infrastructure even if purge-specific consent policies are required (e.g. that the

ALISOAFAO LW AOFKGAR2Y A& |y 2LJiA2y-basedda SNWAOS | yR 2I
policy, or in turn that the patient is not allowed to epait because the application is part

4088 Y2NB RSiGlFAfa 2y GKS dzyRSNXeiay3a ai

Iy R
enable data exchange? Please organize by type of health data #sINB LINJ | {
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of its treatment pocess). This concept will enable Healthcare Providers to run regional
report request/transmission as mentioned above.

ELGA currently covers 71 percent of government hospitals, 87 percent of total beds, and
25 percent of other hospitals. Selected primaayecproviders are able to read the ELGA.
The system also covers 5,5 million registered patients with 99.5 percent unique ID
coverage, while 3,2 percent of the population have opted out.

There have been two million physician discharge summaries and 6118,6€i6g

discharge summaries derived from the ELGA. In addition, 6.1 million laboratory reports
and 2.9 million radiology reports have been generated. The next apptican the
infrastructure is dmmunization, which will replace the paper vaccination pa$ all
Austrian citizens and include: electronic recording of vaccines administered;
immunization status; notification about pending vaccinations; and analysis of data for
public health.

Alternative health data exchange mechanisms in Austria includetpgeer
transmission of laboratory and radiology results and reports.

Future planned applications are the sharing of more document types (e.g. outpatient
reports, pathology reports, etc.), a patient summary and the sharing of medical images.

The nationakHealth Infrastructure ELGA architecture generally follows the profiles of
IHE, in particular, profiles from the IHE Domains IT Infrastructure, Patient Care
Coordination and Pharmacy

Following a recommendation of the Federal Health Commission, Aus
gAff dzaS aLYyGSINXraGAy3a GKS 1 SHE G
standard for all future Healthcare IT projects, to achieve maximum
international standardizatiorsustainabilityand cog-effectiveness

All future eHealth applications on ELGA are intended to be develope
the base of IHE profiles if available. In the case that no IHE profile e
for the intended interoperability use case, the creation of such a prot
is supported ¥ Austria in tight cooperation with the IHE Development
Domains.

Patients were involved during the conception phase of ELGA, and are the owners of their
health data and in full control of granting access rights according to thewpules in

the ELGAaw. The ELGA portal allows patients full access to all of their clinical
information within the ELGA; however, clinical data are currently created by healthcare
professionals only (not by the patient).
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CANADA

Canada Health Infoway (Infoway) helps to iayer the health of Canadians by working

with partners to accelerate the development, adoption and effective use of digital health
across Canada. Through its investments, it helps to improve access to care, quality of
care, and the efficiency of the healtiistem. Established in 2001, Infoway is an
independent, noffor-profit organisation funded by the federal government.

While Infoway has the mandate to accelerate uptake of digital health across the country,
the organisation works closely with partners thave complementary mandates. The
Canadian Institute for Health Information (CIHI) has the mandate to deliver comparable
and actionable information to accelerate improvements in healthcare, health system
performance and population health across the contimuaf care. Provincial and

territorial digital health delivery organisations provide leadership and deliver solutions in
their respective jurisdictions.

Shortly after it was established, Infoway began working with the provinces and territories
to build thecomponents of an Electronic Health Record (EHR): client and provider
demographics; diagnostic images and reports; dispensed medication history; laboratory
test results; clinical reports; and immunisation history. Infoway made investments in
creating the HR capability in each province and territory, as well as investing in the
adoption of electronic medical records (EMRS), telehealth and other-pbicare

solutions.

Recently, Infoway launched a national electronic prescribing service, called
PrescribelTM. This is the first national data exchange service, with FPHR&I

integration to prescriber EMRs, pharmacy management systems, and interoperability
with registries and databases managed by the provinces and territories. This is the first
time that Infavay has taken the role of directly managing a digital health service.

Consent has not been tackled at the national level as most health services are still
managed by the provinces and territories.

Various provincial and regional viewéasilitate incontext access to EHR information. In
all cases, these are leveraged for clinical use and, in a few provinces, these are also
accessible via a patient or citizen portal.

Clinical, administrative, drug, and diagnostic data are exchanged piaiynterritorially
and federally. Methods of data exchange vary and include the use of HL7® v2 messages,
HL7® v3 messages, CDA®, FHIR® and XDS.

Recently, there has been a significant shift from the use of traditional HL7®

messages to the use of HLFBIR® and APIs in Canada.

The most common use of stored electronic health information is to provide a single view
of patient information, via a viewer to support clinical applicatiotrmansitions of care,
acute, emergency, etc.

Canada initially focusemh EHRs with information about patient medications, laboratory
and radiology results, clinical notes, and a range of other valuable patient information
available to authorised clinicians. Clinician paifitare solutions are increasingly
integrating withprovincial/territorial EHRs with the provinces/territories operating the
health information exchanges (HIES).
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The Canadian-prescribing service, PrescribelT, transmits prescriptions from prescribers
to pharmacies, and is currently in limited productiofeese in two provinces with the
objective of establishing a national solution. This HIE service is managed by Infoway.

The newest initiative, being run by Infoway, is called ACCESS Health. This will establish a
national HIE specifically to accelerate eitizaccess to personal health information and
digital health services. This HIE is expected to be in limited production in the first half of
2019 and is expected to use a cleb@sed infrastructure, a FHIR® based API service and

a blockchain enabled consesgrvice.

Canada has a rich tradition of collaboration on national and international dig
health standards and a record of fragmented implementation which often
undermines standardisation. As solutions are more globalised and domestic

demand increase Canada Health Infoway is looking for opportunities to depl
more digital health solutions at national scale and there is much to learn froi
other countries that have already accomplished this.
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HONG KONG

The Hong Kong Hospital Authority (HA) managepublic hospitals and institutions,
providing over 90 per cent of inpatient service to Hong Kong. HA started with a green
fields environment in 1990, and in 1995 HA first deployed the Clinical Management
System (CMS)a comprehensive, integrated, intggerable EMR deployed across the

whole of Hong Kong extending from primary to convalescent and community care. Focus
is on supporting clinical care, improving clinical efficiency and improving quality and
safety of care. In 2000, the electronic patient nret¢ePR) was implemented to provide a
consolidated view of patient data from all public hospitals in one single platform.

From 2000 to 2010, HA continued to roll out digitised solutions to Hong Kong hospitals

and launched Hong Kongide radiological imaggharing, sharing detailed records with

G§KS LINAGF(GS aSOG2NX» ¢KNRBdJzZIK /a{ LKIFI&aS LLLX 1! 0680l
iterations in the HA digital strategy included the 2010 launch ofterehd inpatient

medication order entry (IPMOE), dispensimgl administration system. In 2016, patients

could also book their specialist outpatient appointments via mobile app. Since 2017, HA

has been working to implement a fourth phase of the CMS and a second iteration of the

Electronic Health Record Sharing Systeo ST w{ { 0 X | 2y 3 Y2y 3Q4a SljdzA @I f Sy
wide HIE.

The CMS is an essential clinical tool to support public clinical services for the entire
population of Hong Kong. The CMS manages data for 11 million patients, holding data on
380 million episodesf care, two billion laboratory results, 423 million radiology studies,
and 723 million drug items. The system on average completes 14 million transactions per
day and holds three petabytes of data, while also maintaining a 99.98 per cent uptime.

CMS is @omprehensive, integrated, interoperable EMR deployed across the whole of
Hong Kong extending from primary to convalescent care. Its focus is on supporting
clinical care, improving clinical efficiency and improving quality and safety of care. Most
major cae processes are covered including: identifying patients; supporting transitions
of care; prescribing medications; clinical ordering procedures and imaging; public health
reporting; obtaining laboratory test results; viewing images; and safety alerts. The
patient app supports patients to book appointments and remind patients about
attendance.

In 2016, HA as the technical agent of the Hong Kong SAR Governgrlaohched the
territory-wide eHRSS so that both public and private health sectors can share their
patient data with explicit and informed patient consent.

eHRSS is an opt system which patients may voluntarily participate in. Patients have to
give consent that allows the Commissioner for the Electronic Health Record to obtain
from, and to provide tpfor healthcare and referral purposes, any prescribed healthcare
providers (to whom the patients had given sharing consent) the sharable data of that
person in eHRSS.

The eHRSS is developing a patient portal to allow patients to access and enter their

hedth data, and to define who can access their record. The health data entered will be
shared to eHRSS. Similar development is also being undertaken at HA and the health data
entered will be shared with CMS.

Data are exchanged between the eHRSS core infictsiie and healthcare providers
based on HL7® message standards, either through web services or regular batch
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interfaces. The data are stored in central data repositories to ensure performance,
security and availability.

Patient identification is based dhe Hong Kong Identity Card issued by the Immigration
Department.

HL7® v2 messaging and CDA® R2 are being used for data exchange. HL7® v2 messaging is
used for patient administrative events such as patient registration. HL7® CDA® R2 is used
for exchanging clinical records such as allergies, prescriptions, clinical notes/summaries

and laboratory results.
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INDIA

India has a mixed system of healthcare consisting of a large number of hospitals run by
the Central Government, the state governmentswadl as by the private sector. Health
infrastructure includes 156,231 stdentres, 25,650 primary health centres, 5,624
community health centres, and more than 600 districts hospitals. There are 476 medical
colleges in India. However, the level of us&@fF in the healthcare sector in the country

is lower in comparison to other countries.

At the same time, both union and state governments are working on several fronts to
make use of the opportunities offered by ICT. Private sector hospitals are al®o in th
process of implementing ICT projects, including EHRs and adopting international
standards. As per the planning commission report of 2012, the situation is worse for the
poor as they cannot afford healthcare at high rates from private sector provideish wh
currently serve 78 per cent of outpatients and 60 per cent of inpatients.

India has diverse healthcare needs across a wide network of public health facilities, with
several national health programs covering communicable anecoammunicable

diseases, rad a strong focus on maternal and child health. At the same time, only 18 per
cent of people in urban areas of the country are covered under any kind of health
insurance scheme (either government or private).

The National Health Policy (2017) referred migital health technology ecosystem,
recognising the integral role of technology (eHealth, mHealth, cloud, Internet of Things,
wearables, etc.). To deliver healthcare, a National Digital Health Authority (NDHA) will be
set up to regulate, develop and depldigital health across the continuum of care.

Several reforms in the health sector after 2014 moved towards universal health coverage
and to reduce oubf-pocket expenditure. One such program is the Digital India Initiative,
aiming to transform India inta digital empowered society and knowledge economy. This
program is planned in multiple phases from 2014 to 2018.

The Ministry of Health and Family Welfare (MoHFW) has also released a concept note
discussing establishment of the National eHealth AuthdNgHA) in India. NeHA will be
the nodal authority for eHealth services in India. MoHFW published EHR standards for
India in 2013 and updated them in 2016. MoHFW has been a member of the
International Health Terminology Standards Development Organizatoon $NOMED
International) since April 2014 to support the affordable and consistent use of
vocabularies through Systematized Nomenclature of Medicine Clinical Terms (SNOMED
CT) for widespread adoption in India.

The Government of India set up a Centre feakh Informatics (CHI) under thédealth

Division of MOHFW to initiate several digital health initiatives in the country, and started

the National Health Portal (NHP) as a citizen portal with the objective of improving the

health literacy of the masses india. CHI also initiated and monitored various digital

health interventions such as online registration systems, mCessation program, various

YISFEEOGK LW AOQOFGA2ya F2NJ LI GASYydas KSIFEGK KSE LI Ay
hospital services), Mjealth Records, and eRaktkosh.

Many corporate hospitals in India have reached HIMMS Level 6 certification (Healthcare
Information and Management Systems Society). Currently less than 2.5 per cent of
hospitals in the AsiRacific have reached Level 6. Avél 6, the patient can access

records over the internet and hospitals have implemented a patient satisfaction tracking
survey to measure patient satisfaction.
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The Indian digital health system faces a number of challenges. These include information

technobgy (IT) systems with data in silos and a lack of hardware and connectivity

NEIFRAYySaad 2AGK GKS |AY 27T -stadzhldg pafiiedshipdthel Yy RA T Yy R | ¢
two countries recently signed a Memorandum of Understanding (MoU) envisioning

greater co@eration and collaboration in the health sector, and strengthening digital

health in India along with several other public health priorities. At the same time, the

2| h FTR2LIWSR LYRAIFIQa NXazfdziaAzya 2y RAIAGEHE KSIFEGK
2018.

Currently, digital health infrastructure in India is federated in terms of public (at national
and state level) and private healthcare. Even between private hospitals and health
insurance providers, digital health infrastructure is fragmented and inteedpléty does

not occur except the sharing of a few patient details.

The Indian National Health Policy suggests exploring the use of "Aadhaar" (unique ID) for
identification, as well as the creation of registries (i.e. patients, provider, service,
diseasesdocument and event) for enhanced public health/big data analytics, creation of
an HIE platform and national health information network, use of the National Optical
Fibre Network and use of smartphones/tablets for capturing-tiea¢ datag key

strategiesof the National Health Information Architecture. HL7®-16DMDDS, DICOM

3.0, LOINC (Logical Observation ldentifiers, Names and Coding) and SNOMED CT are
major considerations in developing EHR standards for India.

Currently, patients are not involved @n do not provide consent for digital health

information storage and sharing between relevant authorities. However, the
NSO2YYSYRIFIGA2ya FNRBY (GKS blLaGAazylf Yy2¢6t SRIS / 2YYA:
the development of an Indian health information netwadokintroduce a common

national EHR with minimal dataset and a uniform standaedsed system for EHRs.

There are many EMR, EHR &edlth information system@IS) currently in place in
hospitals and patient data is locked within these systems and cakthanged with
other healthcare service providers. An HIE would facilitate the exchange of platieht
data with other healthcare service providers.

To provide interoperability of the various EHR systems already implemented, an
Integrated Health Informtion Platform (IHIP) is being set up by the MoHFW. The primary
objective of IHIP is to enable the creation of standaraimipliant EHRSs for citizens on a
panIndia basis, along with the integration and interoperability of EHRs through a
comprehensive HIEsgart of this centralised platform.

Shared Health Records (SHRs): The IHIP intends to build single shared longitudinal health
records of patients in due course by harmonising the clinical information that is being
collected from multiple EHR/HIS systemmstl current and prospective). The SHR system

will provide a centralised repository to store and manage the health information that is
shared by the heterogeneous information systems (HIS, EHR, MCTS, Nikshay etc.) that
function across India. The HIE sholikdre the capability to parse the health data into the
SHR.

An HIE platform would be able to analyse all participating systems and facilitate data
exchange in a standard format from multiple formats (i.e. API, HL7®, etc.). The system
should have the flexibty to take data in batch mode or reime mode based on the

need and status of the peripheral systems.
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Apart from IHIP, the recent EHR guidelines also recommended following international
and national standards:

1 HL7®, IC0, MDDS, DICOM 3.0, LOINEOBIED CT; a defined list of
supporting/complementing standardsISO and interoperability standards.

1 To achieve interoperability at this level, standardising vocabularies, or mapping
between different vocabularies may be necessary.

1 Identification and demomphic information using ISO/TS 22220:2011 (Health
informaticsq Identification of subjects of health care). Another standard
proposed for demographics is MDBR®emographic (Person ldentification and
Land Region Codification) version 1.1.

1 Architecture regiirements: ISO 18308:2011 (Health informatjd®equirements
for an electronic health records architecture).

1 Functional requirements: ISO/HL7® 10781:2015 (Health Informatics).

1 Reference model and composition: ISO 13940 (Health informaB8gstem of
concepts to support continuity of care) and ISO 13606 (Health informatics
Electronic health record communication), openEHR Foundation Models Release
1.0.2.

M Coding System: LOINC test, measurement and observations. WHO Family of
InternationalClassifications (WHBIC) including ICD, ICF, ICHI;@CD

1 (DICOM) PS3-2015 for Digital Imaging, ISO/IEC 14496, and ISO 18005
(Document management for scanned and captured records).

1 EPrescription: Pharmacy Practice Regulations, 2015 NotificationdNi48/
2012¢ PCI as specified by the Pharmacy Council of India.

1 Personal healthcare and medical device interface: IEEE 11073 health informatics
standards and related 1SO standards for medical devices.

1 Data Privacy and Security: ISO/TS 14441:2013 (He#&timaticsg Security and
privacy requirements of EHR systems for use in conformity assessment).

1 Privilege Management and Access Control: ISO 22600:2014 (Health inforgnatics
Privilege management and access control) (pac®.1

9 Digital Certificate: 1ISO @90 (Health informaticsPublic key infrastructure)
(parts K5).
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3.2.7 ITALY

The Italian National Health System (NHS) Digital Policy is focused on an eHealth strategic
innovation objective at the national level. This objective is contained in the Strategy for
Digital Growth 20142020. Specific funding has been allocated in order to support policy
and digital delivery services.

Some examples of the digitisation of processes in the healthcare sector are the care
pathways provided for the citizen:

1 The start of he care path takes place through the general practitioner (GP),
which is supported by an EHRlematic disease certificatend eprescription;

9 hdzi LI GASyd FaaraidlyOSsy gKSNB adzZlJl2NIAy3d (22fta
aeaiasSyé FyR 91 wT
1 Hospital assistangavhich is supported by the EHR and dematerialisation; and

1 The postacute phase, caring for citizens through local services, supported by
the EHR and telemedicine.

According to the General Data Protection Regulation (GDPR), individual data (e.g. racial
or ethnic origin, religious beliefs, genetic data, biometric data intended to uniquely
identify a natural person, and data related to the health or sexual orientation of the
person) can be processed in the case that:

1 Treatment is necessary for purposes ofymetive medicine or occupational
medicine, assessment of the employee's ability to work, diagnosis, assistance or
health or social therapy, or management of health or social systems and services
on the basis of EU law or of the member states or in accaelanth the
contract with a health professional (Article 9(2)(h) of the EU regulation) and the
professional must be subject to professional secrecy (Article 9(3) of the EU
regulation); and

1 Treatment is necessary for reasons of public interest in the phbétth sector,
such as protection against serious crbssder threats to health or the
guarantee of high standards of quality and safety of healthcare and of medicinal
products and medical devices, on the basis of EU or member state law (Article
9(2)(i)of the EU regulation).

When these conditions occur, the consent of the interested party is not required.

Data are produced locally within healthcare institutions and exchanged between these
and between the regions. Interchange also takes place betweeretliens and the

central levek the Ministry of Health or, for specific research and/or surveillance
activities, directly from healthcare institutions to national andioagl surveillance
systems, for exampléhe Italian Health Institute (ISS).
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The Digal NHS features an EHR that enables telemedicine, electronic
prescribing, and ICT integration among hospitals and primary care. Additio!
there is an eHealth application specifically based on the Chronic Care Mod
(CCM) that was established in 2016.

Within the EHR, the following standards are used for clinical data:-GBdD 9
LOINC, ATC, and AIC. Death causes are coded usih@, l&1d hospitalisation
records using IGB-CM.

The EHR allows each citizen to have always at their disposal thelreaith and social

health information. The EHR can be accessed through personal credentials, via smartcard
or through SPID credentials. SPID is the digital identity card for citizens: a single
credential system, with a verified identity, that can be intégdaon public and private
websites according to the SAML standard.

For the EHR, the patient must express two consents:

1 Consent to the feeding of the EHR, required to include the data and documents
related to the provided services in the recarih the absence of such consent,
the EHR remains empty and can therefore not be used either for treatment
purposes or for research and government purposes; and

1 Consent to consultation using EHR, required to make the data accessible to
health professionals who wtthke care of the patien¢ in the absence of such
consent, the EHR can be used only for governmental and research purposes,
taking any precautions to not allow direct reference to the identity of the
patient.

However, it should be clarified that the lawkconsent to consultation using EHR does
not affect access to medical treatment.

Consent must be formulated in clear language and indicate that the data that flows into
the record are related to the current (or past) state of health of the relevant pahty.
consent must also indicate that it is necessary to express two distinct consents on the
EHR, and that the EHR will be accessible for the purposes of treatment to the healthcare
staff who will take over care of the patient.

The patient has the right teequest the obscuring of health and social and health data
and documents both before and after entry into the EHR.
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