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FCC Statement

Federal Communications Commission
Interference Statement

This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to Part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential
installation.
This equipment generates, uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

* Reorient or relocate the receiving antenna.

* Increase the separation between the equipment and receiver.

» Connect the equipment into an outlet on a circuit different from that to which the

receiver is connected.

» Consult the dealer or an experienced radio/TV technician for help.

Caution

Any changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate the equipment.

This device complies with part 15 of the FCC Rules. Operation is subject to the
following two conditions:

(1) This device may not cause harmful interference, and

(2) this device must accept any interference received, including interference that
may cause undesired operation.

FCC RF Radiation Exposure Statement

1.This Transmitter must not be co-located or operating in conjunction with any other
antenna or transmitter.

2.This equipment complies with FCC RF radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with a
minimum distance of 20 centimeters between the radiator and your body.
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Safety Precautions

Safety Precautions

When using this device, basic safety precautions should always be followed to
reduce the risk of fire, electric shock and injury to persons, including the following:

Safety Considerations

Do not place this device on an unstable cart, stand, or table. The device may
fall, causing serious damage to it.

Place this device in a location that is close enough to an electrical outlet to
accommodate the length of the power cord.

Place unit to allow for easy access when disconnecting the power cord of the
device from the AC wall outlet.

Do not cover the device, or block the airflow to the device with any other objects.

Keep the device away from excessive heat and humidity and keep the device
free from vibration and dust.

Keep liquids away from the device.

Do not expose the device to dripping or splashing.

Do not place objects filled with liquids, such as vases, on the device.

Do not overload the wall sockets, extension cords or adapter as this can result
fire or electrical shock.

Disconnect the power plug from the AC outlet if the product is not being used for
a long period of time.

To reduce the risk of fire or electric shock, install the device in a temperature-
controlled indoor area free of conductive contaminants.

Operate this device only with the type of power source indicated on the device’s
marking label. If you are not sure of the type of power supplied to your home,
consult your retailer or local power company.

Cleaning

Be sure to unplug the product before cleaning.
Wipe the device with a clean, dry cloth.
Do not use liquid, abrasive cleaners, waxes or solvents to clean the device.

Servicing

Do not attempt to service this device yourself. Any attempt to do so will make
the warranty invalid.

When servicing, refer to the qualified service personnel.
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Chapter 1: Introduction

Chapter 1: Introduction

Congratulations on purchasing this Wireless Home Turnkey System
(WHTS). WHTS provides a fully wireless solution that enables home user to
secure, monitor and control home facilities by locally or remotely via phone,
tablet PC, laptop, keypad and keyfob. The most important is — no
professional installation required, it is far simpler than conventional home
security systems (i.e. wired CCTV) which may require complex wiring or
even re-construction. With the devices lying around your house, you can be
very easily to construct a smart home by yourself.

1.1 Features

WHTS supports the following features:
» Burglar-Proof: Easy to set up the home security by full arm or partial
arm, and maximum 10 security zones are allowed.
» Anti-Disaster: Easy to prevent any disaster from happening at home by
wireless.

+ Emergency Alert: Easy to trigger panic to alert family by a couple of
handheld devices.

+ Real-Time Event Notification: Once any event be detected, the system
will send out notifications by email or APP push per setup.

* Home Automation: Easy to turn ON/OFF the home electronic
appliances wirelessly to provide a smart living environment.

+ 3rd-Party Device Integration: Easy to integrate with the conventional
sensors or devices by transducer or relay.

+ Energy Management: Easy to monitor the power consumption of home
electronic appliance for energy saving.

» Live View Video: Easy to watch the live video at Anytime and Anywhere
by APP or Web interface.

+ Event-Triggered Recording: Easy to record the live video wirelessly
once detected any event per setup.

» Touch-n-Play Installation: Easy to deploy the whole security system by
touch-n-play installation.

* Internet Access: Provide the lite function of wireless AP to allow Internet
access by wired or wireless.

* APP Software (iOS / Android): Easy to operate via APPs.
» APP Push Notification: Easy to receive notification by APP push.

EN-5



Chapter 1: Introduction

1.2 Products List

WHTS is a kind of turnkey security system by providing up to 14 items
(including Gateway) as below. You may check out the product details by

going through the respective chapter hereinafter.

Wireless Panel Console Wireless Button Console
(LA5572) (LA5573)

Wireless Contact Sensor Wireless Pet Immune Motion Wireless Photoelectric
(LA5584) Sensor (LA5582) Smoke Sensor (LA5587)
Wirel T t
reless 002 emperature Wireless Al Transducer Wireless DI Transducer
& Humidity Sensor
Wireless Alarm Switch Wireless Lock Switch Wireless Power Switching
(LA5576) (LA5580) (AU) (LA5578)

Wireless Relay Switch Wireless Power Relay
(LA5577) Module (LA5575)
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Chapter 1: Introduction

1.3 System Architecture

1
Security m Automation

o 3

o

e
I ——,
T Ty # \

Relay Switch

Surveillance

I

For details on the installation and configuration about the respective device,
see “Chapter 2: Getting Started” on page 8.
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Chapter 2: Getting Started

Chapter 2: Getting Started

2.1 Gateway Configuration

This section provides a step-by-step guide to the installation and configuration
of the Wireless Gateway.

Accessories:

o

Wireless Gateway Power adapter 2 Detachable antennas
Stylus CD

2.1.1 Configuring Gateway Connection

1. Fasten both antennas on the back of the Gateway.
2. Adjust the antennas position at 90° angle.

3. Plug in the power adapter to the Gateway and the other side to the wall
outlet.
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Chapter 2: Getting Started

LED indicators

SENSORS
——

(@) (@) (@) (@) (0]

POWER USB/ WAN  PAN ALARM

SD CARD

The following table describes the Gateway LEDs:

LED location | Color Indication
Power Blue (solid) Power on.
Normal: SD card or USB disk drive is
Orange inserted.
USB/SD card (blinking) IP camera join: When long press the
WPS button.
WAN Blue Communication via Internet service
(blinking) provider (via WAN interface).
PAN Grfaer_1 Sensor network status.
(blinking)
Normal: Alarm is triggered.
Alarm Red (blinking) | Device join: When long press the SET

button.

4. Wait for around 60 seconds for the Gateway to boot up. The Power
LED lights blue.

5.

Start up your computer and enable the wireless network interface. Look

for the wireless network icon at the bottom right of the screen.

wireless
network icon

e
T~

imi i )

Click the wireless connection icon.

Wireless Network Connection Status window will be displayed on the

screen.
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Chapter 2: Getting Started

7. Choose the Gateway SSID, and click Connect.

Dial-up and VPN
XXXX
XXXX
XXXX
XXXX
XXXX

XXXX

XXXX

Wireless Network Connection

Connected

aasaasd

~

wll

TECHview

M

Connect

Open Network and Sharing Center

m

8. Enter the password and tap OK.

Note

»  The default wireless network setting of the gateway:

SSID: TECHview
Password: (none)
IP address: 192.168.19.254

9. Start your web browser. (It is recommended to use IE7.0 or above)
10. Enter the Gateway IP address in the Address field and press Enter.

b- )| @ nttp/192.16819.254

p-BOX]

11. Once connected to the Gateway, the Login Password window appears.

LOGIN PASSWORD
Password: |
| LoaIN | | canceL
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Chapter 2: Getting Started

12. Enter the password and click LOGIN.
The default password is “123”.

13. After passed the password authorization, the home page of Wireless
Home Turnkey System (WHTS) shows up on the screen. To change the
appropriate settings, "4.1 System" on page 56..

S

WHSS-Wireless Home Security System

Welcome to the setup home page. you may complete all system
configuration step-by-step via here. If you encounter any difficulties,
you may check out the user manual or contact with the channel rep
that you purchased from directly.

Current mode : Disarm

Gateway Version :001.00.019_T34AU
Gateway WAN IP : 36.231.101.160
Gateway LAN IP : 192.168.19.254
Gateway SSID  : TECHview

o
A
7
i

Note

» Short press the SET button to join the device.

* Press and hold the SET button for 15 seconds to reset all settings to the factory
default settings.

Unplug the power adapter from the Gateway and plug in again to reboot the
system.
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Chapter 2: Getting Started

2.1.2 Installing the Memory Card

A memory card can be installed in the Gateway to provide additional storage
space for recorded videos.

Insert the SD card into its slot, making sure it is in
the correct orientation as shown in the illustration.

Note

» The Gateway supports SD card up to 32GB.

2.2 Device Joining

All RF devices can be directly joined using the following 2 methods: Gateway
or Router (Power Switching). With Router, it acts as a wireless hub for
interconnecting sensors and gateway, and it also can expand communication
coverage by cascading up to 3 routers.

Note

* RF devices are referring to the Sensors (including Console, Switch, and
Transducer).

2.2.1 Device Joining via Gateway

1. Plug in the power adapter to the Gateway and the other side to the wall
outlet.

2. Short press the SET button at the back of the
Gateway.
Wait until the Alarm LED indicator blinks red
before releasing the SET button.
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Chapter 2: Getting Started

3. Remove the sensor bracket if necessary.

Wireless Contact Sensor

4. Short press the SET button at the back of the sensor.
Wait until the LED indicator blinks green before releasing the SET
button.

LED

Wireless Contact Sensor

+ For CO, sensor, press both the A and V¥ buttons until the screen

blinks.
5. To verify if the device binding process is successful, do one of the

following:

« Wait for few seconds until both indicators (on the Gateway and
device) turned off.

+ Click Refresh icon on the web console to verify if the device binding
process is successful.

6. Repeat above steps to bind other devices.
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Chapter 2: Getting Started

2.2.2 Device Joining via Router (Power Switching)

1. Plug in the power switch to the wall outlet.

2. Short press the SET button on the power switch.
Wait until the LED indicator blinks green before releasing the SET
button.

3. Remove the sensor bracket if necessary.

4. Short press the SET button at the back of the
Sensor.
Wait until the LED indicator blinks green
before releasing the SET button.
» For CO, sensor, press both the A and ¥

buttons until the screen blinks.

Wireless Contact Sensor

5. To verify if the device binding process is successful, do one of the
following:
+ Wait for few seconds until both indicators (on the router and device)
turned off.
+ Click Refresh icon on the web console to verify if the device binding
process is successful.

6. Repeat above steps to bind other devices.
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2.2.3 Checking Device Received Signal Strength Indication (RSSI)
Short press the SET button at the back of the sensor twice.

The signal strength is indicated by its LED indicator.

Status LED Color and Behavior
Good Blinks green (very quickly) for 15 seconds.
Normal Blinks green (quickly) for 15 seconds.
Poor Blinks green (slowly) for 15 seconds. (not recommended)
. Blinks red for 3 seconds and then turns off.
No Signal
(not recommended)
Note

» RSSI devices are including Button Console, Contact Sensor, Motion Sensor,
Smoke Sensor, Al Transducer, DI Transducer, and Siren.

2.3 Device Deletion

2.3.1 Device Deletion

To remove the device binding, press the SET button for 5 seconds. The LED
indicator blinks green and then turns off. After few seconds, the LED indicator
blinks red and then turns off again, indicating the deletion process is complete.

You can also remove the device binding on the web console. However, it is
only applicable for non-battery-power device.
* For CO, sensor, press both the A button until the screen blinks.

2.3.2 Reboot the Gateway

Unplug the power adapter from the Gateway and plug in again to reboot the
system.

2.3.3 Reset the Gateway

Press and hold the SET button for 15 seconds to reset all settings to the
factory default settings.
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Chapter 2: Getting Started

2.4 On-Site Installation

2.4.1 Panel Console (LA5572)
a. Mount the bracket on the wall.

b. Open the battery cover and install the batteries into the battery
compartments. Then close the bottom cover firmly.

Note

» The battery is designed for power backup and it will last for 2 hours.
»  The tamper-proof function will only be activated after the system is armed.

2.4.2 Button Console(LA5573)
a. Follow the steps to change the battery.
(Attention: CR2032 battery positive side up)

Remove the 4 screws Install the battery Replace the back cover
and the back cover and attach the 4 screws
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Chapter 2: Getting Started

b. Button functions

Button Press Long press (3 seconds)
FA Full Arm Panic

PA Partial Arm On*

DA Disarm Off*

* It needs to set up the link device to make the function buttons work.

2.4.3 Contact Sensor(LA5584)
a. Install the battery into the battery compartment.
(Attention: CR2032 battery positive side up)

b. Mount the bracket on the frame side of the door or window, and then put the
reed on the bracket.
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Chapter 2: Getting Started

c. Place the magnet on the door or window side. Align the arrow point of the
reed by less than 10mm distance. Then stick on it.

10mm = |
%% []
Close Open

Note

* Due to tamper-proof design, please make sure the installation is stable to avoid
any false alarm.

2.4.4 Motion Sensor(LA5582)

a. Mount the bracket on the wall, at the height of 1.8 to 2.4 m. Do not install it
upside down.
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Chapter 2: Getting Started

b. The scan pattern is illustrated in the figure below.

80° |
70
/

Detection area : (Unit=Meter)

60°
,
1, -~
,
40°
Y &
_30°
_ 20
= o™
B A1
]
_0°
| 2
~10°
. 2m 1
~ 200 !
T 1 1 T T T T T TnpT M)
~\30_ 012 3 45 6 7 8 9Buommnmn A
‘ Distance:10m
40
'} \ Y
\
. 60
o100
80
-

+ The effective distance is 8~10m, at 2m height.
» 150-degree at horizontal position.

» 25-degree at vertical position.

c. Pet immune detection could be effective if it meets the following criteria:
* Height: less than 50cm.
+ Weight: less than 6kg.

d. To avoid false alarm, do the following:
* Be sure the installation is stable.
+ Do not place the device to face any light source directly.
* Never face the sensor to the place that pests can climb up directly.

To save the battery power, there is a 30 seconds lock-out after motion sensor
triggered; which means after the motion sensor triggered, it will stay in sleep
mode for 30 seconds.

Note

»  Tamper-proof function is only available for Panel Console, Contact Sensor,
Motion Sensor, and Siren.

» Alarm switch (siren) is highly recommended to be joined/installed at last to avoid
the false alarm caused by unexpected tamper-proof.
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Chapter 2: Getting Started

2.4.5 Smoke Sensor(LA5587)

a. Install the batteries into the battery compartments and close the bottom
cover firmly.

b. Mount the bracket on the ceiling. When the sensor
detects the smoke, it will automatically trigger the
alarm and also send out the signal to the Gateway.
To manually turn off the alarm sound, push the button
on the front side of the sensor.

2.4.6 CO, Sensor
a. Hang it on the wall through the rear holds or place it on a stable surface.
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Chapter 2: Getting Started

b. Operation:

Fan state + 8y o). Buzzer state

Backlight: CO: ' i Ii Io—— CO,, current value
Green (normal)/ g u u ppm
Orange (warning)

Temperature r’—mnest &H Eﬂ oL
current value

|5ETI I A I I A 4 I |ALARMI._ Setting buttons

Humidity current value

(a)Two level warnings and temperature unit setting:

(1)Press the SET button once to access the level 1 (L1) warning threshold
setup.

(2)Press the A or ¥ button to increase or decrease the setting value,
100ppm per time.

(3)Press the SET button again to access the level 2 (L2) warning threshold
setup.

(4)Press the A or ¥ button to increase or decrease the setting value,
100ppm per time.

(5)Press the SET button again to access the temperature unit setup.

(6)Press the A or ¥ button to switch “°C” or “°F”.

(7)Press the SET button again to save and exit.

(b)Buzzer setup:
(1)When the buzzer beeps, press the ALARM button to stop.

(2)Long press the ALARM button for 3 seconds to switch ON or OFF the
buzzer.

c. Factory default:
(1)L1: 1200ppm
(2)L2: 2000ppm
(3)Temperature unit: °C
(4)Buzzer beeps: ON

EN-21



Chapter 2: Getting Started

2.4.7 Alarm Switch (LA5576)

a. To power on the device, do one of the following:

i. Plug in the power adapter to the device and the other side to the wall
outlet.

ii. Insert the batteries into the device.
To insert the batteries, refer to the illustration below

b. Once the alarm is triggered, the alarm volume is
approximately 90dB. To turn off the alarm sound,
press the upper LED button.
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Chapter 2: Getting Started

2.4.8 Power Switching(LA5578)

a. Plug it into a wall socket and connect to any
household appliance with less than 10A.

b. Press the ON/OFF button to manually turn on/off
the power relay.

eecoo WML & FA35 o sy mw]| [eeoo TRTE T THI36

<

Remote Power Switch
5E0309

Current 115V /0.4A/37.0W / 59Hz Unit Price

Peak / Off-Peak
On-Demand Timer
Cost

2014/04
2014/03
2014/02
2014/01
2013/12

Peak Off-Peak
0.003125 0.000000
kWh KWh

Q W Total energy used
0.003125kwn

$4.5/$3.8
09:00 ~ 18:00

$0.014063
Usage $0.014063 / $0.000000

2014/02
2014/03
2014/04

@ 81% W)

c. Power Meter: Plug the home appliance on LA5578. It can calculate the
Voltage(V), Current(A), Power(W), Frequency(Hz) when the device is
power ON. (the minimum Watt should be powered on for at least 1 hour)

d. Energy Used Cost: Input the unit cost at peak time and off-peak time by
Web Management first and select the accumulate period (by month, the
maximum is 3 months). Then the system will automatically calculate the
Total Cost, Peak Time Cost, and Off-Peak Time Cost. (the earliest period is

1 year ago)

e. The power meter value can be displayed on the Web Management, APP,
and Panel Console(LA5572). However, the cost value can only be

displayed on the Web Management and APP.

EN-23
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The following devices are designed to be integrated with the 3rd party sensor
once required. Please refer to "Chapter 6: Appendix" on page 107. for more
details.

2.4.9 Analog Input (Al) Transducer
a. Power on the device.

b. Connect the wiring pin of 3rd party device by 4~20mA signal.

c. The Pin functions are as below:
Wire 1- (Red) DC 5~12V Power Input
Wire 2- (Black) Common & Negative 4-20mA Signal Input
Wire 3- (Yellow) Positive 4-20mA Signal Input
Wire 4- (Green) Reserved
Wire 5- (White) Reserved

d. To connect the GTF200-FL Gas detector as example, please see the

following diagram:
iy
Il

DC12v

B Adapter
—|—~45U DC POWER SUPPLY §\
+__|24-30vDC

()

R (for instrument)
L — o
Legend and Description Al Transducer

B: Negative wiring of detector \__ +Red

R: Positive wiring of detector o
G: Analog wiring of detector Black —

F: Fuse

e. Mount the bracket on the wall.

f. When configuring the detective range, the high range value is 20mA and the
low range value is 4mA (4~20mA). The threshold value will be set based on
percentage. (for example: when 20mA setting as 50, 4mA setting as 10; if
the threshold value setting as 40, that means the device will be triggered
while the current value over 16mA.)

(1)Signal current: 4mA —» —»> —» —>16mA —»> 20mA
(2)Setting value: 10 —» —=»> —>»> —» 40 —» 50
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2.4.10 Digital Input (DI) Transducer
a. Install the battery into its compartment.
(Attention: CR2032 battery positive side up)

Remove the 3 screws Remove the back cover Install the battery. Then

replace the back cover
and attach the 3 screws.

b. Connect the wiring pin of 3rd party device by DI/DO (dry contact).
c. The Pin functions are as below:

Wire 1- (Red) Dry contact Input (Positive)
Wire 2- (White) Dry contact Input (Negative)

. To connect the CX-96R CO detector as example, please see the following
diagram:

e. Mount the bracket on the wall.
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2.4.11 Lock Switch(LA5580)
a. Power on the device.
b. Connect the wiring pin of 3rd party lock.

c. The Pin functions are as below:
Wire 1- (Red) DC +12V Power Input
Wire 2- (Black) Common
Wire 3- (Yellow) Open Collect Digital Output (12V / 120mA Max.)
Wire 4- (Green) Open/Close status 0V, 12V DC Level input (active high)
Wire 5- (White) Lock/Unlock status OV, 12V DC Level input (active high)

d. To connect the SL-130B Electronic lock as example, please see the
following diagram:

‘%é ° Push Button

1 Black

2 Red

3 JYellow

4 Green

5 <White

e. Mount the bracket on the wall.
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2.4.12 Relay Switch(LA5577)
a. Power on the adapter with a proper location.
b. Connect the wiring pin of 3rd party device by DI/DO (dry contact).

c. The description of integration and wiring as example:
SET: blinking when joining
Reboot: blinking when reboot
Wire 1- DC +12V: Power Input
Wire 2- GND: Common
Wire 3- DI1: Dry contact Input 1 (Positive)
Wire 4- DI2: Dry contact Input 2 (Positive)
Wire 5- DO1: Dry contact Output
Wire 6- DO1: Dry contact Output
Wire 7- DO2: Dry contact Output
Wire 8- DO2: Dry contact Output

*hard buttons: DI/DO for trigger simulation
DO2 DO1 DI2 DH SETf i

A < Aﬁ)oot A
jt\:h N

OOOOOO

o1 oit el sET

D02y rDOt1 D2 DH GND

kY

— P
= k= k= k=
[«N [«W [} [s]
. <t ! B2 NCD)
NFB, 1P/10A Testing Socket é :{23 @II
3| 15 f
@ DC12v
i Adapter
NFB, 1P/10A Testing Socket P
!I il
Switch 1
Switch 2

*NFB: No-Fuse Breaker
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2.4.13 Power Relay Module(LA5575)
a. Power on the adapter with a proper location.
b. Connect the wiring pin of 3rd party device by DI/DO (dry contact).

c. The description of integration and wiring as example:
Wire 1- AC IN: 100VAC~240VAC
Wire 2- AC IN: 100VAC~240VAC
Wire 3- K1: Dry Output 1 Dry contact
Wire 4- K1: Dry Output 1 Dry contact
Wire 5- K2: Dry Output 2 Dry contact
Wire 6- K2: Dry Output 2 Dry contact

Power Source

o~
<
Power Source =
N q .
Testing Socket Wire 3 s} © \\\\
FB, 1P/10A i . & D
) Switch 1 Wire 4 QE\
!I ilTesting Socket Wire 5 75)
NFB, 1P/10A Switch 2 Wi oN
N, ire 6 o
L

*NFB: No-Fuse Breaker
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Chapter 2: Getting Started

2.5 Surveillance Configuration
This Gateway supports the types of camera setup.

2.5.1 Wired Configuration

1. Connect the Gateway and the IP camera by using an Ethernet cable.
IP camera will obtain an IP address from the Gateway via DHCP protocol.

2. To obtain the IP camera MAC address and configure related IP camera
settings, refer to "4.7 Surveillance" on page 90..

3. Reboot both Gateway and IP camera to take effect.

2.5.2 Wireless Configuration

1. Connect the Gateway and the IP camera by using an Ethernet cable.
IP camera will obtain an IP address from the Gateway via DHCP protocol.

2. To obtain the IP camera MAC address and configure related IP camera
settings, refer to "4.7 Surveillance" on page 90..
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3. Enable IP camera wireless function then select the Gateway as an
access point (AP).

4. Disconnect the Ethernet cable. Then reboot both Gateway and IP
camera to take effect.

2.5.3 Wireless via WPS Configuration

1. Make sure your WLAN security type is WPA. Refer to "4.1.4 WLAN" on
page 60. for more details.

2. Click the WPS button of IP camera, then click the WPS button of the
Gateway for 3 seconds to start WPS pairing process.
IP camera will obtain an IP address from the Gateway via DHCP protocol.

3. To obtain the IP camera MAC address and configure related IP camera
settings, refer to "4.7 Surveillance" on page 90..

4. Reboot both Gateway and IP camera to take effect.
5. If the WPS pairing process is failed, reset the IP camera to its default

settings and try it again. If the problem persists, connect the IP camera
to the Gateway either using Wired or Wireless Configuration method.

Note

* The IP default range: 192.168.19.60~99 is reserved for IP camera.

* For details on the 3rd-party IP camera setup, please refer to its user manual.

» Itis highly recommended to install VLC media player (v1.1.9 or above) on your
PC before displaying the video of IP camera via HTTP browser.
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Chapter 3: APP Management

3.1 Download APP on Smart Handheld Device

By using APP, you can view the sensors status, video live view, and access
the Web Management remotely to monitor your home and family at anytime
and anywhere.

Note
» The user interface varies depending on your smart handheld device design.

3.1.1 Installing Application (i0OS)

Recommended environment:

» iPhone 4 or above / iPad2 or above

+ i0S 6.1 orabove

1. Download the APP (TECHView Home Auto) from App Store.
2. Install the application.

3.1.2 Installing Application (Android)

Recommended environment:

* Android phone CPU 1 GHz or above, with Duo core

* Android 4.0 or above

1. Download the APP (TECHView Home Auto) from Google Play.
2. Install the application.
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3.2 Network Setting

For Wi-Fi connection (local use), set your phone Wi-Fi setting to connect to
the gateway’s SSID. Once connected, you may have to enter the encryption
key once required.

Note

» Default SSID is “TECHview” and no encryption key.
*  For mobile network user (3G or above), skip this network configuration.

eseco WM 3G L1046 @ 100% - eeeco REHBME T FELST © 94% - eseco DS 3G TS © 949% -
Settings £ Settings Wi-Fi Enter the password for “TECHview”
- Cancel Enter Password Join
Wi-Fi (i
~ Airplane Mode |¢ TECHview a= G)l
Password eeeesecscse
Wi-Fi off |
GHOOSE A NETWORK...
Bluetooth Off
. Other... »
@ Cellular '
@] Personal Hotspot off PEYEED 1234567890
WAYNE a= (D)
Carrier  Chunghwa Telecom -1/1:1; ( ) $ & @ ”
5 Ask to Join Networks = .- , ? ! ’
Notification Center - —_—
Known networks will be joined automatically. .
_8 Control Center 1f 0 known networks are available, you wil ABC space Join
oo ool

3.3 Launch APP

Touch the APP icon () to launch the APP.
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3.4 Login Page

1. Touch the APP icon (E&:ﬂ) to enter the login page.
2. Enter the Gateway “Domain Name or IP” and “Password” to login.

Note

*  You may turn on “Remember Password” function to retain the password for the
next time login. The default is “123”, same as WebUI.

Remember Password @ Remember Password @ @
[ | ||
" "=

Login
Incorrect password

Close

3.5 IP Detection and Selection

If Internet link is connected, the APP will automatically detect WAN IP. To
select the detected WAN IP, swipe down the screen as shown in the
illustration below.

36.231.20.125 -
Remember Password @
[ |

@ TECHview
2014/04/21 Mon 18:04:49 - Panic-
CPN240C-0xF785A8

TECHview
2014/04/21 Mon 18

Detection network status Tampered-SCT220.

B TECHview
Internet connection is successful :
36.231.20.125

TECHview
2014/04/21 Mon 17:58:54 - Alarm-
SCT220-0xF785BA

36231(109131
36.231.20.125

@ TECHview
2014/04/21 Mon 17:58:15 - Panic-
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Once the system detects any changes on the WAN IP, the APP will push a

message to notify user.

User may enter the specific IP / Gateway Domain

Name directly.

3.6 Push Notification Setting (iOS)
When first time login the APP, it will automatically register the push notification
service and enable the function automatically.

If you do not want to receive the push notification, set the Settings >
Notifications Center setting to “None” to disable the function.

test123.com.au

Remember Password

eseco MMM T 4252 © 97% -

Notification Center |

% Control Center

Do Not Disturb

eeeco MFEMWY T  FHF255

Badges, Sounds, Banners

Skype

Badges, Sounds, Banners

Facebook
Badges, Sounds, Banners

0 96% . eeco0 METME = FF259 0 94% -
Settings Notification Center Done < Back TECHview
Wi-Fi TECHview Viber
Badges, Sounds, Banners ALERT STYLE
Bluetooth Off «» TECHview
T Badges, Sounds, Banners
(%)
Cellular @ Battery
Badges, Sounds, Banners
Personal Hotspot Off .
5 IMMIG * ©
. Badges, Sounds, Banners .
Carrier Chunghwa Telecom Banners Alerts
Mail
Badges, Banners Alerts require an action before proceeding.
Banners appear at the top of the screen and
Yahoo Mail go away automatically.

Badge App Icon

«©
Sounds ()
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3.7 Push Notification Setting (Android)

When first time login the APP on an Android device, a pop-up message
appears on the screen to confirm if you're allowed to turn on the push
notification service. Click YES to continue.

Check to enable

| |Enable Push Service
Are you allowed to receive push notifications?

Registration Status +
YES
Gateway ID : DISABLE L
Registration ID : DISABLE
GCM Status : DISABLE

| |Enable Push Service Wait for a while to

Registration Status let the system
Gateway ID : 001C7B77F521 receives the
Registration ID : CBOKAS012939 i H
Pt information from the

cloud server

You can also configure the Push Notification at “MISC
SETTINGS". INFORMATION

SETTINGS
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3.8 Push Notification

When some events are detected, the gateway will automatically send out the
push messages to your smart handheld device in minutes, even when the
APP is off-line.

®0ec0 HHE( 3G e 9 91% W) 4 ®00c0 HHE(E 3G emmm 9 92% W) #
4R21HEH#— 4R21HEH—
Current TECHview TECHview » Several
s 2014/04/21 Mon 17:58:15 - Panic- 2014/04/21 Mon 17:58:54 - Alarm- o s
notification CBT220-0xF547E1 SCT220-0xF785BA notifications

(unread)

3.9 Main Page

ooooo FEBE T FF245 © 97% .

=
000
0 OO O rrcion e

—» Partial Arm @

Full Arm Disarm (Display only
at Arm/ Stay/ Alarm)

Options €— ——p Refresh

Panic

The current devices status is indicated by its color.

* Red means normal,

. means triggered/on

On iPhone, push the Home button to switch to desktop. The APP is still
running in background.
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3.10 Panic

Touch and hold the Panic icon (shown on the function bar) for a few seconds,
then it will trigger alarm immediately.

3.11 Arming/Disarming
Touch the Arm/Stay or OFF icon to arm or disarm the system.

Main page Full Arm mode Partial Arm mode

ooooo RERE T TF245 0 97% . FRETE T TF302 @ 93% . eecoo MMM T T43:03 0 93% -
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3.12 Sensor State Error

While arming, the system will check all contact
sensors’ state first and display an error message if
any of the sensor is detected in “open” state.

Please check Contact Sensor
F785BA

Cancel Bypass

3.13 Alarm Trigger

Once any alarm is triggered, a pop-up message will appear on the screen, the
system will send out a push message to your smart handheld device, and all
related device icons will change to Green color to alert.

Alarm
Alarm-Contact Sensor-F785BA

OK

If the alarm has been triggered (i.e. 30 minutes ago), the related sensor icons
remain in Green until the state is changed back (click “OFF” on APP).

EN-38



Chapter 3: APP Management

3.14 Refresh
Click the Refresh icon to manually refresh all status immediately.

----- RELE T TFF245 © 97% W

®06
D000
DO O
© ©

The auto refresh timer is approximately 5~15 seconds by default.
If you quick-click the Refresh icon for three times,
the system will pop-up the “Prompt” window to
confirm the connection.

——p Refresh

Prompt
Connection errors, please re-login

No Ok
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3.15 Rename

Touch and hold the desired device icon and the
rename dialog box appears on the screen. Enter the -
new name using the on-screen keyboard. You may Setting a now aias
also customize the name in any language (i.e. i
Chinese) supported by your smart handheld device.

Mom's room

Cancel

3.16 Device Information

Select and touch the device icon once, the screen T T T
will display the device information, which includes &

device type, device ID/name, zone, switch link, @

camera link, and its current value.

Contact Sensor-Close
F785BA

Zone
Front Yard

Switch Link

Camera Link

Camera

Value

5E03D8 DOT ON, 5E03D8 DO2 OFF, 5E0309 ON,
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3.17 Relay Detail

Relay Switch and Power Relay Module are DI/DO device types. Click it to see
the setup detail.

eseco HEME T TH33 © 89% W eseco HEWME T TH34 © 89% W esec0 MEWE T THIM © 89% W

< < <

® ® o @

Wireless Relay-Open Wireless Relay

Wireless Relay
5E03D8-DI1 SE03D8-DO1 SE03D8-DO1
%one On-Demand Timer ON On-Demand Timer ON

Switch Link

Camera Link

Value

3.18 Switch On/Off

For automation-type controllers (such as Wireless Power Switching or
Wireless Lock Switch), you can manually turn on/off the device switch.
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Select and touch the switch device icon once, then slide it to turn ON or OFF.

eecc0 HERME T THIM5 © 89% W eecco REW(T T T35 © 83% W
Remote Power Switch Remote Power Switch
5E0309 5E0309
Current 116V /0.0A/0.0W / 59Hz Current 115V /0.4A/37.0W / 59Hz
On-Demand Timer ON On-Demand Timer ON
Usage Usage
<Power Off> <Power On>

Siren can be turned ON or OFF randomly by touching the “Siren” icon.

3.19 Current Power Status

When power switching is turned on, the current measured value will show
voltage, current, power, and frequency.

Touch it to enlarge the display.

eeco0 HEWME T TS © 88% W esco0 HEWE T TH3E © 88% W

o .| B

- Remote Power Switch
5E0309

Remote Power Switch
5E0309

Voltage Current
Current
- 115, 04,
On-Demand Timer ON
Usage Watt Frequency
S0 . SOn9

3.20 On-Demand Timer
Touch On-Demand Timer to select the power on timer.
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Select Schedule to set the schedule to let the device to automatically turn the
switch on/off.

eecoo MEFTE = | T46 © 667 W
o

ON
Remote Power Switch
5E0309 30 sec
Current 115V /0.4A/37.0W / 59Hz 5
1 min
On-Demand Timer ON > 5
5 min

Usage >
9 10 min

1 hour

Schedule

3.21 Schedule Setup

You can set up to 2 schedules per day.

Set the desired schedule to ON and touch to access the time and day setup.
Specify the Start and End time, then select the desired day.

© 83% W) T 7£3:17 ' 88% W eec00 MEMME T  THST
oK
00:00 ~ 00:00 @ » Bey

00:00 ~ 00:00 @ Every Sunday

Every Monday

Every Tuesday
Every Wednesday

Every Thursday

Every Friday

Every Saturday

<Slide to enable> <Scroll to select> <Tick to select>
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3.22 Power Meter and Cumulative Usage

Touch Usage to select the cumulative period to calculate. The total spent
energy and cost will be displayed.

eeco0 HEWME T TS © 88% W escoo MEWIE T TH3:36 o 81% W)

( Peak Off-Peak
0.003125  0.000000
kWh kWh

9 U Total energy used
0.003125kwh

Remote Power Switch
5E0309

Current 115V /0.4A/37.0W /59Hz Unit Price $4.5/$3.8
Peak / Off-Peak 09:00 ~ 18:00
On-Demand Timer ON
Cost $0.014063
Usage —> $0.014063 / $0.000000
2014/04 2014/02
2014/03 2014/03
| 2014/02 2014/04 |

2014/01
2013/12

<Scroll to select>

The maximum cumulative period is 3 months, and the earliest month shown
on the screen is 12 months ago.
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3.23 Video Live View

Select and touch IP camera’s icon to display the live video. To view the live
image of any camera on full screen, hold your smart handheld device
horizontally for better viewing.

Full screen

Normal view

3.24 Taking Screenshot
For iPhone/iPad, press both Power and Home buttons to capture a
screenshot of the current screen.

On most Android phones, press both Power and Volume Down buttons to
capture a screenshot of the current screen.

Full screen
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3.25 Device Disconnected

The device icon will be showed in GREY once [== TERE S Them e
disconnected from the Gateway. If this happens,
check if the power supply is unplugged or the battery
power is low on each disconnected sensor.

3.26 Options

Touch Options (on the top-left) to show the sub-function page.

Zone Settings
Switch Link

Camera Link

MISC SETTINGS

LOGOUT
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3.27 Zone Setup

Touch Zone Settings to enter the zone setup page.

eeeco HEME T

SETTINGS
Zone Settings
Switch Link

Camera Link

MISC SETTINGS

LOGOUT

You may choose the zone name, devices to apply (the v’ icon will appear on
the screen), and enable the specific zone will be armed while Partial Arming.

T 1 RoF: =)

Setting a new alias 1. Front Yard

E ;\ /\/ 3. Garage

F786B3 627220, F7B5FD,

4. Test

Front Yard

Garage
Outdoor

<Sevlect link \ <Specify zone name> <Slide to enable>
device(s)>
<Scroll to select location>

To customize the zone name, select Other and enter the desired zone name.
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3.28 Switch Link

Touch Switch Link to configure the link setup.
Select the sensor first, then select the switch to link, up to 5 switches. The v/
icon will appear on the screen.

+ By default the switch is set to ON. A red power icon ((») at the
right-bottom indicates the power is on. To turn off the switch, click
the (b icon. The red power icon () will disappear.

+ To cancel the selection, tap the desired switch.

Touch OK to confirm.

.....

SETTINGS

Zone Settings - E E % m
Switch Link - -’ o

F785BA F786B8 F785FD F786A9 B 8683 F785FD F786A9)

o (&

5E03DB-DIi|  SE03DB-DI2. 5E03DB-DIi|  SE03DB-DI2.

D) @ ©|K

Camera Link

F783D5 | 5E03D8:D01|  6E03DE-DOZI [ 5E0309

MISC SETTINGS

LOGOUT

Linked switches
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3.29 Camera Link

Touch Camera Link to configure the camera setup.

Select the camera first, then select the sensor to link. The v icon will appear
on the screen.

Touch OK to confirm.

eesco METME =
SETTINGS < < Camera Link

Zone Settings ‘J ‘J

Switch Link

Camerai Camera2 Camera2

Camera Link

B X AJEY

MISC SETTINGS 78683 62F220, F785FD);

LOGOUT

F786A9)

Linked sensors

3.30 System Log

Touch Options > MISC SETTINGS > System Log to view the latest event log
stored in the Gateway.

®0000 MEW(E T eecco HEWME T TF3:24 eeeee HEWME 3G TF4:20

sermes

Zone Settings INFORMATION SYSTEM LOG
Switch Link =P ([EEr CBT-220 Disarm-CBT220-0xF547....

Camera Link Video Event Alarm-SCT220-0xF78683

e Aarm-SCT220-0xF785BA |

MISC SETTINGS Login Password CBT-220 Arm-CBT220-0xF547E1 |

Network Settings Panic-CBT220-0xF547E1

Alarm-SCT220-NyF7RARR
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3.31 Video Event

Touch Options > MISC SETTINGS > Video Event to view the event-trigger
video list. To play back the video, select the desired event and the video
playback starts.

eccoo TR = TF218

VIDEO EVENT

1. Camera2 Contact Sensor OxF7...
2. Cameral PIR Motion Sensor 0...
3. Camera2 Contact Sensor OxF7...
4. Camera2 Contact Sensor OxF7...
5. Cameral PIR Motion Sensor 0...

6. Cameral PIR Motion Sensor 0...

7. Camera2 Contact Sensor 0xF7...
Full screen

8. Camera2 Contact Sensor OxF7...

Q_(amera? Contact Sensar OxF7.

Event-trigger video list

3.32 Network Information

Touch Options > MISC SETTINGS > Network Information to view the
Gateway network information.

eecco HEWME T TF3:24 @ 85% W

eeeco HEWME T TFHF327 @ 84% W

INFORMATION

System Log
Video Event
Network Information

Streaming Channel

SETTINGS

Login Password

Network Settings

Alarm Delay

P S S

NETWORK INFO

Web Interface

Appliction Version
NGW-240 Version
NGW-240 WAN IP
NGW-240 LAN IP

NGW-240 SSID

Group ID

Device Token

APNS Service
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3.33 Website Interface

Touch Options > MISC SETTINGS > Network Information > Website to
enter the Gateway Web Management for changing the necessary settings (if

required).

The details on how to configure settings on the respective sensor, see
Chapter 4: Web Management on page 56.

eeeco METME = TH27

@ 84% W

ceess MEM(E 3G TF426 © 82% 11

NETWORK INFO

Web Interface »
Appliction Version

NGW-240 Version

NGW-240 WAN IP

NGW-240 LAN IP

NGW-240 SSID

Group ID

Device Token

APNIS Qanvica

G
TECHview B @D

[ rm———

Welcome to the setup home page. you may
g complete all system

configuration step-by-step via here. If you
encounter any difficulties,

you may check out the user manual or contact
with the channel rep

that you purchased from directly.

Curentmade < Disarm.
‘Galeway Versin :001.00010_T34AU
Goteway WAN IP :36.231.16.182
Galeway LAN P :192.168.10.254
Goteway SSID - TECHviow

3.34 Streaming Channel

Touch Options > MISC SETTINGS > Streaming Channel to select the video

streaming setting.

The default is “Video Steam 2”. This setting means the lower resolution and

suitable for mobile devices.

eeco0 HEME T TH324

INFORMATION

@ 85% W

System Log

Video Event
Network Information
Streaming Channel

SETTINGS

Login Password

Network Settings

Alarm Delay

P S S

eecoo MEMME = TF328

@ 84% W

Video Stream 1

Video Stream 2
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3.35 Login Password

Touch Options > MISC SETTINGS > Login Password to change the
password. The default password is “123”.

Note

ceeoo METE = 1429 © 84% W

INFORMATION

New Password

Video Event

Confirm Password

Network Information

Streaming Channel

Login Password

Network Settings

Alarm Delay

System Configure

» The password must be at least 3 numeric characters. The maximum password
length is 12.

3.36 Network Settings

Touch Options > MISC SETTINGS > Network Settings to change the WAN
mode. The default setting is “DHCP”.

cecoo METME = 1429 © 84% W

ceeoo METE = 1429 © 84% W

INFORMATION

Video Event
Network Information
Streaming Channel
Login Password
Network Settings

Alarm Delay

System Configure
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Enter the Wi-Fi SSID name and password. Then reboot the system to make
the setting takes effect.

PPPoE
PPPoE Account

\EL S TECHview

Personal(Pre-Shared Key)

12345678@abc.net

EEYTYTYY YN

Password

1234567890

Cancel

Passphrase(8~32
characters, WPA2-PSK(AES))

DHCP

Note

« Ifthe WAN mode is set to “Static IP”, you have to access the Web Management
to change the network setting.

3.37 Alarm Delay

Touch Options > MISC SETTINGS > Alarm Delay to configure the delay
time. The default settings are 10 seconds for outgoing and 30 seconds for

incoming.
eeeco HEWME T TFH3:29 @ 84% W} . > T b
Alarm Delay .
INFORMATION Notigong | Drag the bar to
y Uy Delay Time: to activate Arm mode Select the t|me

In 10 second(s)

Incoming :
Delay Time: to activate alarm

Video Event
Network Information

Streaming Channel
In 30 second(s)

o
Select which devices

(D | Sontact Sensor are on the delay list

SETTINGS

Login Password

Network Settings

Alarm Delay

[a] Contact Sensor

System Configure
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3.38 System Configuration

Touch Options > MISC SETTINGS > System Configure to backup/restore
the system settings.

eeeco MEMME = TF329

INFORMATION

eecco EBE T ¥ TF3:31

Backup Configure
Video Event

Network Information

Streaming Channel

Login Password

Network Settings
Alarm Delay

System Configure

Select Backup Configure to save the current system configuration settings.

Select Restore Configure to restore the settings that you have saved
earlier.

eecco HEBME T TH331

Backup Configure

Restore Configure Confirm
Are you sure to restore Configure?

Cancel Confirm

Note

* The Restore Configure function will only available when there is a backup data.
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3.39 Logout

Touch Options > LOGOUT to log out of the APP. Then touch Logout to
confirm.

eeec0 MMM T

SETTINGS
Zone Settings
Switch Link

Camera Link

Confirm
Are you sure to logout?

Cancel Logout

MISC SETTINGS

LOGOUT
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Chapter 4: Web Management

4.1 System

After completed the initial Gateway configuration (see 2.1 Gateway
Configuration on page 8), you can now connect to the Gateway via HTTP
web browser.

In the home page of the WHTS, the left navigation bar shows the menu
options to configure the system.

DHCP
Password V7T LAN WLAN DDNS Pessn Clock
Log Event =
Server Log Information Upgrade Reboot Reset

System / Password

Old Password l:l
New Password |:|(3—1 2 Numeric)
Confirm Password l:l

Apply || Cancel

Menu option System setting/status

4.1.1 Password

This option allows you to change the login password.

1. Select System > Password.
2. Enter password in the Old Password field.
The default password is “123”.

3. Enter the new password in the New Password and Confirm Password
fields.

4. Click Apply.
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4.1.2 WAN

This option allows you to configure the Gateway WAN interface. There are
three available options. Depending on what internet service provider you
choose, you can use one of them to connect to Internet.

e DHCP

This option allows the Gateway to obtain an IP address dynamically via
DHCP.

1. Select System > WAN > DHCP.

“ Password m LAN WLAN DDNS LE:S?:Q Clock

Event =
S::vger Log Ir g Upg Reboot Reset

% System / WAN

® DHCP OPPPOE O Static IP

Obtains an IP address dynamically via DHCP.

EEREE

2. Click Apply.

«  PPPoE

This option allows the Gateway to obtain an IP address dynamically via
PPPoE.

1. Select System > WAN > PPPOE.
“ Password m LAN WLAN DDNS LIeJ:'s?:g Clock

Event
S::vger Log ion Upg Reboot Reset

System / WAN

O DHCP ®PPPOE O Static TP

Obtains an IP address dynamically via PPPoE.

User Name L 1

Password L 1
2. Enter the user name and password of PPPoE.
3. Click Apply.
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e Static IP

This option allows you to configure the Gateway WAN interface using a
fixed IP address.

1. Select System > WAN > Static IP.

m Password m LAN WLAN DDNS Lsrsf:g Clock
WO 5 T e e e
System / WAN
O DHCP OPPPOE @ Static IP
“ Uses a fixed IP address.
IP Address O I Y O Y
Subnet Mask [55 ][255 |[z85 |0 ]
— Default Gateway IP [0 1[0 Lo A |
n DNS IP Address [168 |[es  [[1e2 |[1 |
Porly

2. Enter the information for IP Address, Subnet Mask, Default Gateway
IP, and DNS IP Address as assigned.

3. Click Apply.
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4.1.3 LAN

This option allows you to configure the Gateway LAN interface.
1. Select System > LAN.

Passward WAN LAN WLAN DDNS LE.'::E:Q Clock
Log Event

_ Server Log nior Upg Reboot Reset

System / LAN

Pades [ ][ ][5 1]

SubnetMask [25 |2 |[25 |0 |

2. Enter IP Address and Subnet Mask as your preferred.

The default IP address is “192.168.19.254".
3. Click Apply.

Note

Here below is the default fixed assignment for the last field of IP address (i.e.
XX.XX.XX.60)

a. 60 ~ 99 is reserved for IP camera use.
b. 100 ~ 253 is reserved for DHCP client use.
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4.1.4 WLAN
This option allows you to configure the Gateway Wireless LAN interface.
1. Select System > WLAN.

“ Password WAN LAN WLAN DDNS L'::sf:g Cloclk
Log Event =
n Server Log Information Upgrade Reboot Reset
System / WLAN
“ [“]Enable Wireless LAN Interface
T B
Channel
Auth Mode Personal(Pre-Shared Key)
= Key Format Passphrase(8-32 characters WPA2-PSK(AES))
Aeply |[Cancel

2. Check Enable Wireless LAN Interface to enable the Wireless LAN.
3. Enter SSID.
The default SSID for the Gateway is “TECHview”.

4. On Channel, specify the wireless channel. To avoid conflicting with
other access points, set the setting to Auto.

5. On Wireless LAN Security, select the desired security settings.

6. To enable WEP/WPA encryption, enter the key for data encryption in
Auth Mode.

7. Click Apply.

Note

« Ifthe WPS function is being used, the WLAN security type must be set to WPA.
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4.1.5 DDNS

This option allows you to configure the Gateway Dynamic DNS (DDNS)
information.

1.

Select System > DDNS.

DHCP

Password WAN LAN WLAN Leasing Clock
S:r?vger E::;t Information Upgrade  Reboot Reset
System / DDNS

DDNS Service  [v]|Enable

Dyndns System | DynDNS «

Username |hcme |

Password [secaccces |

Alias [nometest.dyndns-web.com| <]

IEECREED

Check Enable to enable DDNS Service.

Select the DDNS service provider’s domain name in the Dyndns

System field.
Enter Username and Password.

The account information will be provided by DDNS service provider

once the DDNS service registration is completed.
Enter the registered domain name in the Alias field.
Click Apply.
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Note

Creating a DDNS Domain Name

1. Start your web browser and enter http:dyn.com/dns.
2. Select Devices Remote Access.

B

IO EC e . p-0| (i i
O Managed DN | Outsour. |

‘ Sipport ' Cat Sgein A

What are you looking for? £
DNS EMALL REMOTE ACCESS

Com © = ¢

About WereGobat g

DNS solutions for your Device, Personal and Business needs

Personsl @B Busnss )
BASIC WEBSITES GROWING ENTERPRISE

domain i ons. s
LEARN MORE scasbity. LEARN MORE LEARN MORE

L3
= |
REMOTE ACCESS
ey

Acces your computer VR, o ca
hestname. LEARI HORE

i

?I

Features

Features Features Advanced Features
« o account axpiraton -

« Global 1P Anyeast Netverk

$29.95 i D

MORE ON PERSONAL DNS 'MORE ON BUSINESS DNS )

825 =gy

MORE ON DEVICE DNS

3. Fillin the necessary data and follow the on-screen instruction to create
a Dyn account.

MT_

oy servces DX s st atted Ko yous shopging <t

Accmt Settings

Usgrade Options.

DamicTis A e sas;0

o —
PR ) ||

42y e 2 A SR e

Creste sccount or log in to continus checkout

b fome ] Aveady Regitered?

L T e ]
il o —

enet [roeesgpmooomn | =

et

7] Sutacie o o revaee (Ot b e
[EFFEEE— i Al o S Kt

iy s iog v aconun, o any Teae, el es © R
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4. Enter the confirmation code to confirm your account.

Thanks for creating your Dyn account!

We've sent an email to grant . lec@uisco. com. tw, to verify your account. Please check your inbox and dlick on the \
confirmation link or enter the confirmation code below: . {

confirmation ode: [ |[Confim | e d

Resend Verification  Change Email Address

Note

» A confirmation code will be sent to your e-mail account.

5. Click PROCEED TO CHECKOUT to continue.

My Account Shopping Cart

My Services

Account Settings PROCEED TO »

Billng

Thank you for confirming your account!
Active Services

Renew Services Upgrade Options

Auto Renew Settings
Take the first step toward 100% reliable. primary DNS management with Dyn Standard DRS. With 10 years of industry leading

Order History uptime, why risk downtime with anyone else? Pricing starts at just $29.95 per year and you can get started today!
Biling Profle
Syne Expiations Dynarmic DIS Pro remove $25.00

Order Total: $25.00

Discount: || use Coupon

Contribute to DynCares, Dyn's foundation work. | $5.00 v

Would you like to print an estimate/quote?

6. Fill in the payment information and Freves sy wereen
click PLACE ORDER. O o

s ent @

Note vsa B i = @Tnusre
] —

csses [
*  You will be given a 14-day free trial e [

and you can cancel the application
within the trial period. The payment

Billing Address

N —

will only be charged after the free et ]
trial. e
= —
mmees [
—
e —

Confirm your order
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7. Create a new hostname and click Activate.
Enter a hosthame and IP address and select a DDNS server.

My Account Add New Hostname

My Services

You don't currently have a DynDNS Pro service in your account.

To get the full benefits of Dynamic DNS, including premium subscriber domains and other features, add DynDNS Pro

Hostname: hometest ‘ . |dyndns-web.com v

Wildcard:
only for DynDNS Pro users

Service Type: (®) Host with 1P address
(O WebHop Redirect (URL forwarding service)

(O offiine Hostname

Account Settings C
Billing 1P Address: |1 57.131 206

Your current location's 1P sddress is §1.57.131.206

, My Cart
& Oitems 1Pv6 Address (optional):

TTL value is 60 seconds. Edit TTL...

Mail Routing: [] T have mail server with ancther name and would like to add MX
hostname...

&) ]

After all settings are complete, the DDNS alias will be the combination
of “hostname” and “DDNS server”.

For example:
Hostname: xxx; DDNS server: dyndns-web.com
DDNS alias: xxx.dyndns-web.com
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4.1.6 DHCP Leasing

This option displays the Gateway DHCP client information.
1. Select System > DHCP Leasing.

m Password WAN LAN WLAN DDNS w Clock

Log Event
Server Log

System / DHCP Leasing n

Information Upgrade Reboot Reset

IP Address MAC Address Time Expired(s)
192.168.19.60 00:1c:7b:dc:5e:79 Always
192.168.19.100 1c:4b:d6:76:15:6f 28195

2. Click Renew to renew the Gateway DHCP client information.

Note

» Thefirst IP address shown on the above illustration as “Always” belongs to an IP
camera. To configure IP camera setup, refer to 4.7 Surveillance on page 90 for
details.

4.1.7 Clock

This option allows you to adjust the current system date and time.
1. Select System > Clock.

DHCP
Password WAN LAN WLAN DDNS Leasing

Log Event
Server Log

=3
2
System / Clock
&

Information Upgrade Reboot Reset

Current system time:04/22/2014 12:01

Gl Do (0922207 mmatyyy]
T —

2. Enter the new Date and Time as required.
3. Click Apply.
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4.1.8 Log Server

This option allows you to set up the external Syslog server information.
There are two available options: Syslog and SIA.

Select System > Log Server.

Password WAN LAN WLAN DDNS I.E.‘:‘i:r:g Clock
System / Log Server Setting
-

SlA

Syslog
This option allows you to configure the external log server information.
1. Select Syslog.

m,\ Password  WAN LAN wian  oons (MR Clock
n E:;;I Information Upgrade Reboot Reset

System / Log Server Setting / Syslog Server

Customer ID:  [12345678901234567590 | (20 Numeric)
Syslog Server: [111.240.76.89 | (IP Address or Domain Name)

=3

2. Enter the gateway ID number and the IP address (or Domain name) of
the external event log server.

3. Click Apply.
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SIA

This option allows you to configure the external SIA server information.
1. Select SIA.

DHCP

“ A Password ~ WAN LAN WLAN  DDNS  oagno  Clock
n E::;I Information Upgrade Reboot Reset
System / Log Server Setting / STA Server
SIA Server (19216818100 |(IP Address or Domain Name)

S1A Par
[ O [Rp——
Account Prefix 456
— Receiver Number
n ~ Apply | |Cancel

2. Enter the IP address or Domain name, SIA port number, Account
number and prefix, and specify the receiver number.

3. Click Apply.
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4.1.9 Event Log

This option displays the latest fifty (50) event logs.

1. Select System > Event Log.

DHCP
m Password WAN LAN WLAN DDNS Leasing
vent
- s erver Information Upgrade  Reboot
System / Event Logﬁj
2:03:13 CBT-220 Disarm-CBT220-0xF547E1 0
2:03:10 Tampered-SMI220-0x€2F220 1
:03:06 Tampered-WAL2ZZ0-0xF52035 1
2202:54 Alarm-SCT220-0xF786B3 1
102:52 Alarm-SCT220-0xF785BA 1
:02:49 CBT-220 Zrm-CBT220-0xF547El1 0
:02:43 Panic- 0C-0xF785R8 0
2:02:35 Panic- 220-0xF547E1 0
=42:19 CBT-220 arm-CBT220-0xF547E1 O
1:42:11 Alarm-SCT220-0xF78663 1
:41:56 Alarm-SCTZZ20-0xF785BA 1

J“/22}2f‘14
04/22/2014
04/22/2014
04/22/2014

CBT-220
GATEWAY
GRTEWAY
GATEWAY

Arm-CBT220-0xF5S47EL O
Disarm-NGWZ40-WEB PAGE
Partial-NGW240-WEB FAGE
Disarm-NGW240-WEB PAGE
GRTEWAY Rrm-NGW240-WEB PAGE
GATEWAY Disarm-NGWZ40-WEE PAGE
Alarm-SCT220-0xF786B3 1
Alarm-SCT220-0xF785BA 1

CBT-220 Arm-CBT220-0xF547E1 0O
Panic-CBT220-0xF547EL 0

Clock

Reset

2. Click ¥ to delete all event logs.

Note

» All logs are automatically saved into the SD card installed on the Gateway. (50

logs per file and more than 1,000 logs could be saved).

» Alllogs can also be sent via a designated e-mail. For more information, refer to
4.8 Notification on page 96.

* Alarm, Panic, Tampered, Lost connection, Low battery, Over current protection
logs will be sent via APP push notification service. For more information, refer to
3.6 Push Notification Setting (iOS) on page 35 or 3.7 Push Notification Setting

(Android) on page 36.
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4.1.10 Information

This option displays the Gateway information (software version, network,
and SSID).

Select System > Information.

DHCP
Leasing

System / Information

Password WAN LAN WLAN DDNS Clock

Gateway Version :001.00.019_T33AU

Gateway WANIP : 1.163.187.54
Gateway LANTP : 192.168.19.254
Gateway S5ID : TECHview

4.1.11 Upgrade

This option allows you to upgrade the Gateway software.
a. Upgrade by USB pen drive

1. Select System > Upgrade.

DHCP

Password WAN LAN WLAN DDNS Leasing Clock
cntr  leg on (210D
TEivor Log Information Upgrade Reboot Reset

1.Save image file(whss.pck) into the USB drive.
w 2 Plug in USB drive to Gatewayv USB slot
3 Press "Upgrade” button to do the upgrade.

Upgrade

=N
L
System / Upgrade
| & |

1.Select Local file (.pck) .
2 Press "Select” button to do the upload
3.0n the next page. Press "Upgrade” button to do the upgrade.

rowe

—
’
-
-

Save the image file (whss.pck) into the USB drive.
Plug the USB drive into the Gateway USB port.
Enter the password.

Click Upgrade.

Al
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b. Upgrade by remote site

1.
2.
3.

Select System > Upgrade.
Save the firmware file (*.pck) to your computer.

Click the Browse button to select the latest firmware file. Then press
Select to confirm the selection.

Click Upgrade to update the firmware.

Note

For the password information, please contact the authorized partners.

4.1.12 Reboot

This option allows you to power reboot the system once you changed any
system settings.

1.

2.

Select System > Reboot.

DHCP
m Password  WAN  LAN  WLAN  DDNS 0fC" Clock

e og. =3
_ Server Log Information Upgrade Reboot Reset
System / Reboot

Onge you changed any system settings, you've to reboot the system to take effect. Please click
the the "Reboot" button below as required, wou'll be asked again for confirmation.

o

To reboot the system, click Reboot.

3. A pop-out message “Do you really want to reboot the System?” to

re-confirm again. Select Yes to proceed.
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4.1.13 Reset
This option allows you to reset all settings to the factory default.

1. Select System > Reset.

Password WAN LAN WLAN DDNS LF:;?:Q Clock

Lo Event
_ sgmger Log Information Upgrade  Reboot m
System / Reset

. You can press the "Reset” button below to reset all settings to the factory defanlt if you require,
& you'll be asked again for confirmation.

2. To reset the system, click Reset.

3. A pop-out message “Do you really want to reset the system?” to

re-confirm again. Select Yes to proceed.
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4.2 Arm Mode

This option allows you to select the alarm mode.

1. Be sure that the Alarm Controller configuration is successful. See 2.2
Device Joining on page 12.

2. Select Arm Mode.

Arm/Disarm

Current Mode :Disarm

Disarm

Disable all burglarproof sensor alarms BUT enable all anti-disaster sensor alarms

Mode Selection :

Partial Arm
Enable all partial arm_mode-enabled burglarproof sensor alarms AND enable all anti-disaster

seIsma]mms

Full Arm
Enable all sensor alarms

el o] [Jelelel i

Burglarproof-type sensors: i.e. Contact Sensor, Motion Sensor.
Anti-disaster-type sensors: ie. Smoke Sensor.

3. Select the desired alarm mode (Disarm/Partial Arm/Full Arm).
Disarm: Disarm for the security function, only start the disaster
prevention function.

Full Arm: Start all disaster prevention and security functions.
Partial Arm: Start partial of the security function, and all disaster
prevention function.
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4.3 Alarm Delay

This option allows you to configure the outgoing/incoming alarm delay time
once the sensor triggered.

1. Select Arm Delay.

Alarm Delay Setup
Outgoing :
to activate Arm mode in second(s)

Rlarm Delay T
Delay Time: to activate alarm in zecond(z)
Sensor Delay List  P=t Immuns Motion Sensor-82F3CTD v|

2. Set the delay time to activate the alarm mode.
3. Select the desired sensor on Sensor Delay List.

(This option is only applicable for Contact sensor or Pet Immune Motion
sensor.)

4. Click Apply.

CHER
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4.4 Sensor

This option allows you to configure the device binding settings. The
compatible device types include the following: Wireless Panel Console,
Wireless Button Console, Wireless Contact Sensor, Wireless Pet Immune
Motion Sensor, Wireless Photoelectric Smoke Sensor, Wireless CO,

Sensor, Wireless Al Transducer, Wireless DI Transducer, and Wireless

Relay DI.

1. Be sure to complete all device binding configurations first. See 2.2
Device Joining on page 12.

2. Select Sensor.

3. Click the desired device icon to enter the relevant setup page.

Sensor Setup/Status &

Current mode:Disarm
0.0°C

B | Console F785A8
0%RH =

Button Controller F547E1

(4%

Close Contact Sensor F785BA

Close Contact Sensor F786B3

PIR Motion Sensor 62F220

o

Smoke Sensor F60DFD

10 Al Transducer F7E85FD

Close
|

‘ \— Sensor name and ID

Sensor status or
current value

DI Transducer F786A9

Note

» The console will be automatically refreshed in every 10 seconds.
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4.4.1 Panel Console

This option allows you to configure the Wireless Panel Console settings.

1.

Click =&

CRCRECARED

End Device Setup

Device ID F78492

Device Type  Console

Device Name | || |
Value po T [ kwm
MAX s=[e ]

v <m ] [ ]

Siren Alarm [JEnable

Switch link [— v [#]

\ Delete H Apply HCancel\

Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.

The current temperature and humidity readings are displayed in the
Value field.

Set the maximum (MAX) and minimum (MIN) threshold values.
You may swap temperature unit (°C or °F) once required.

Check Enable to enable siren alarm once the current temperature or
humidity hits the threshold.

To bind multiple links with the automation-type controllers (such as
Wireless Power Switching or Wireless Lock Switch), select the
controller ID in the Switch link field and click Add. Select ON or OFF the
device when the alarm is triggered.

In the Switch link field, click Remove to delete the current binded
automation-type device.

Click Apply to save the settings.
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4.4.2 Button Console

This option allows you to configure the Wireless Button Console settings.
1. Click [,

End Device Setup

Device ID F544A1
Device Type Button Controller
Device Name [ v [V |

Remote Control (Wh.ﬂe long push PA(ON)/DA(OFF))

JECHEED

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.

3. Inthe Remote Control field, select one automation-type device to
enable remote automatic control.

4. To bind multiple links with the automation-type controllers while pushing
the Panic button, select the controller ID in the Switch link field and click
Add. Select ON or OFF the device when the alarm is triggered.

5. In the Switch link field, click Remove to delete the current binded
automation-type device.

6. Click Apply to save the settings.

Note

* You may press the respective button (FA/PA/DA) to change the alarm mode.

Full Arm mode
Partial Arm mode

Disarm mode

»  While in emergency, press and hold FA button to trigger the emergency alert.

*  When using this device with an automation-type device, press and hold PA
button for 3 seconds to turn on the device connection. Press and hold DA button
for 3 seconds to turn off the device connection.
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4.4.3 Contact Sensor

This option allows you to configure the Wireless Contact Sensor settings.

1. Click |f=.

End Device Setup

Close

B

Device ID F785BA

Device Type Contact Sensor

Device Name [ v [

Security Zone

Cammers Lusk

Switch link [— ~|[Add]
Switch link 1 |Remote Power Switch5E0309-0ON || Remove |

’ Delete ] [ Apply ] ICanceI

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Select the security zone while enabling partial arm.

4. In Camera Link field, select the camera for enabling the event-triggered
recording.

5. To bind multiple links with the automation-type controllers to enable
remote automatic control, select the controller ID in the Switch link field
and click Add. Select ON or OFF the device when the alarm is
triggered.

6. Inthe Switch link field, click Remove to delete the current binded
automation-type device.

7. Click Apply to save the settings.
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4.4.4 PIR Motion Sensor

This option allows you to configure the Wireless Motion Sensor settings.

1. &

o
2
=

End Device Setup

=~
A

Device ID' 62F3CD
Device Type PIR IMotion Sensor
Device Name [ v| [

Security Zone
Camera Link

PIR Alarm Timer |— “Jsec

| Delete || Apply ||Cancel|

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Select the security zone while enabling partial arm.

4. Inthe Camera Link field, select the camera for enabling the event-
triggered recording.

5. Inthe PIR Alarm Timer field, set the alarm timer for siren once triggered.
This is to avoid any false alarm likes animal immunity.

6. Click Apply to save the settings.
Note
» To avoid false alarm and save the battery power, there is a 30 seconds lock-out

after motion sensor triggered; which means after the motion sensor triggered, it
will stay in sleep mode for 30 seconds.
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4.4.5 Smoke Sensor

This option allows you to configure the Wireless Smoke Sensor settings.

1. Click [®/.

DRECHCED

End Device Setup
i
Device ID SE04B3
Device Type  Smoke Sensor
Device Name | VIl |
Secutity Zone
Srwitch link [— v

| Delete || Apply ||Cancel|

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Select the security zone while enabling partial arm.

4. To bind multiple links with the automation-type controllers (such as
Wireless Power switching or Wireless Lock switch), select the controller
ID in the Switch link field and click Add.
Select ON or OFF the device when the alarm is triggered.

5. In the Switch link field, click Remove to delete the current binded
automation-type device.

6. Click Apply to save the settings.
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4.4.6 Carbon Dioxide (CO,) Sensor

This option allows you to configure the Wireless Carbon Dioxide Sensor
settings.

1. Click E.

End Device Setup

CO,
Device ID FT784F4
Device Type Carbon Dioxide Sensor
Device Name | V[ V]| |

Security Zone

Vaiue 74 bom tempf?  FC mmidy2  peRH
High rang value

Lowrangvae [0 |

Threshold >=[2000 |

Siren Alarm [[]Enable

ek o8] [ e

[
3
o

¢ o
~
£ "

I Delete ] [ Apply ] [Cancell

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Select the security zone while enabling partial arm.

The current carbon dioxide, temperature and humidity readings are
displayed in the Value field.

4. Set the high range/low range/threshold values in the its respective field.

5. Check Enable to enable siren alarm once the current carbon dioxide
reading hits the threshold.

6. To bind multiple links with the automation-type controllers to enable
remote automatic control, select the controller ID in the Switch link field
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8.

and click Add. Select ON or OFF the device when the alarm is
triggered.

In the Switch link field, click Remove to delete the current binded
automation-type device.

Click Apply to save the settings.

4.4.7 Al Transducer

This option allows you to configure the Wireless Al Transducer settings.

1.

Click .

.

End Device Setup
N
m Device ID F783F3

Device Type AT Transducer
Bl .-
=
B

High rang value
u Low rang value
T
u Siren Alarm [Enable

Switch fink [—= ~|[2=d]

| Delete || Apply ||Cancel|

Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.

Select the security zone while enabling partial arm.

The current data reading are displayed in the Value field.

Set the maximum and minimum metric of the attached third party sensor
in the High/Low range value fields.

Set the threshold value in the Threshold field.
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6. Check Enable to enable siren alarm once the current reading hits the
threshold.

7. To bind multiple links with the automation-type controllers to enable
remote automatic control, select the controller ID in the Switch link field
and click Add. Select ON or OFF the device when the alarm is
triggered.

8. In the Switch link field, click Remove to delete the current binded
automation-type device.

9. Click Apply to save the settings.

4.4.8 DI Transducer

This option allows you to configure the Wireless DI Transducer settings.

1. Click n.

3

End Device Setup

m Device ID F786A9
Device Type DI Transducer
Device Name [ | [
Camers Link
=
- Alarm Type [1 Anti-disaster
u Switch link — ~|[Add]
-~
o [ Delete | [ Apply | [Cancel

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Select the security zone while enabling partial arm.

4. Inthe Camera Link field, select the camera for enabling the event-
triggered recording.

5. Inthe Alarm Type field, check Anti-disaster when connecting with the
third party disaster sensor. (The DI sensor will be ready to alarm all the
time.)
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6. To bind multiple links with the automation-type controllers to enable
remote automatic control, select the controller ID in the Switch link field
and click Add. Select ON or OFF the device when the alarm is
triggered.

7. In the Switch link field, click Remove to delete the current binded
automation-type device.

8. Click Apply to save the settings.

4.4.9 Wireless Relay DI
This option allows you to configure the Wireless Relay DI settings.

1. Click % .

End Device Setup
Close A
Device ID SE03D8

Device Type Wireless Relay DI1
Device Name | V| |
Security Zone

Alarm Type [] Anti-disaster

Switch link [— v

]

)

- -
4 o
=N '

Switch link 1 Wireless Reley5E0306 DO1-ON___ || Remove |

[ Delete ] I Apply ] [Cancel]

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Select the security zone while enabling partial arm.
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4. Inthe Alarm Type field, check Anti-disaster when connecting with the
third party disaster sensor. (The DI sensor will be ready to alarm all the
time.)

5. To bind multiple links with the automation-type controllers to enable
remote automatic control, select the controller ID in the Switch link field
and click Add. Select ON or OFF the device when the alarm is
triggered.

6. Inthe Switch link field, click Remove to delete the current binded
automation-type device.

7. Click Apply to save the settings.
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4.5 Siren

This option allows you to configure the Wireless Alarm Controller settings.

1. Be sure to complete the siren configuration (See 2.2 Device Joining on
page 12).
2. Select Siren.

Siren Setup @ Siren Setup @&
Current Mode: Disarm Current Mode: Disarm
OFE flarm Controller F52033 | ON 4)) Alarm Controller F52035

| Controller name and ID Alal'm is triggered

Alarm is activated
3. You can click device status to turn on/off the siren manually.

4. Click V.

End Device Setup

OFF 4))

Device ID E52035
Devwice Type Alarm Controller
Device Name | hd | | |

[ Delete ] [ Apply ] [Cancel]

5. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
6. Click Apply to save the settings.

Note

» If any of the sensor battery is low (2.7V or below), the system will automatic
generate battery low event log to alert and also trigger the siren alarm for 3
seconds.
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4.6 Automation

This option allows you to configure the automation-related controller
settings. The automation type devices include: Wireless Power Meter
Switch, Wireless Lock Controller, and Wireless Relay DO.

1. Be sure to complete the automation type controller configurations (See
2.2 Device Joining on page 12).

2. Select Automation.

Automation-related Controller Setup/Status &

Current mode: Disarm

“Off” status —— ore g | | Lock Controlier F783D5

Open A Wireless Relay DO1 SE03DE

Open A Wireless Relay DO2 SEQ3D8

“On” status ——ox [ |
370w %‘ Remote Power Switch SE0309

Controller name and ID

3. You can click device status to turn on/off the automation device
manually.

4.6.1 Remote Power Meter Switch

This option allows you to configure the Wireless Power Meter Switch
settings.

1. Click [2].

End Device Setup

o
- Device ID 5E0309

Device Tvpe Remote Power Switch

Device Name [ v||
On-Demand Timer
Avktomation

2. Select the location, device number, and specify the sensor name.
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Click on the pull-down menu to see more options.

Set the schedule to automatically switch the device on/off in the
On-Demand Timer field.

To calculate the power consumption and cost, do the following:
The current measurement value is displayed in the Power Value field.

Automation - :
- Electricity Running Cost Calculator

Power Value - 116V / 0.0A / 0.0W / 60H=z

Peak : Unit Price $[4.50 |/ Tl [09:00 | [18:00

Off Peak : Unit Price $

Calculation Period: from [2014/02 ~| 1o [2014/04 ]

(last 3 months in max.)
Total energy used: 0.003125 KWh (Peak 0.003125 / Off-Peak 0)
Total amount: $0.014063 (Peak $0.014063 / Off- Peak $0)

Delete ] [ Apply | [Cancel

i. Enter the peak/off-peak unit price.
ii. Specify the peak hour time duration.

iii. Select the calculation period. The calculation period is from 1 to 3
months. The current measure value is displayed in the Power Value
field.

The total energy consumption and cost are displayed in the Total energy
used and Total amount fields.

4. Click Apply to save the settings.

Note

By this automation
feature, you may
power control your
in-house lighting, or
device remotely.

G\Iireless GatewaD C\Iireles;:;:zv:r Mete)

Auto lighting
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Scheduling Power On/Off Time

To set the schedule to let the device to automatically turn the switch on/off,
do the following:

1. In the On-Demand Timer field, select Schedule.

On-Demand Timer
— MSchedule 1 Day OSun [CIMon MTue EWed OThs COFi OSat

Time Start %% v| End[18 V]
[OSchedule2 Day [(Sun [(Mon [Tue [1Wed [Thu [JFri []Sat

Time Start 2 v| End[% ]

Check Schedule 1/ Schedule 2 box to enable this function.
Choose the day(s) that you want to set. Check the respective box.
Set the Start and End time.

Click Apply to save the settings.If the Schedule 1 and Schedule 2 are
overlap, the system cannot save the settings.

A S

4.6.2 Lock Switch
This option allows you to configure the Wireless Lock Switch settings.

4l

@)
5
3
=

1.

End Device Setup

Device ID FE783D5
Device Type Lock Controller
Device Name | Vl | |

’ Delete ] ’ Apply ] ’Cancel

JIEEEn

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.
3. Click Apply to save the settings.
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Note

» The Lock Controller is used to integrate with electronic lock and transform the
signal into wireless control signal. See 6.1 3rd-Party Sensor Integration on
page 107.

4.6.3 Wireless Relay DO
This option allows you to configure the Wireless Relay DO settings.

1. Click ¢% .

End Device Setup

OFF A

Device ID 5SE03D2
Device Type Wireless Relay DO1
Device Name ‘ hd ‘ | ‘
Automation Srimmaiing: Rl b
3 [ Delete I [ Apply ] [Cancel]

RAEAEED

2. Select the location, device number, and specify the sensor name.
Click on the pull-down menu to see more options.

3. Set the schedule to automatically switch the device on/off in the
On-Demand Timer field. (Same as scheduling the Power Meter)

4. Click Apply to save the settings.
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4.7 Surveillance

This option allows you to configure both the 3rd-party wireless and wired IP
camera, change its settings, and view live video via web browser.

1. Be sure to complete the IP camera configuration. See 2.5 Surveillance
Configuration on page 29.

2. Select Surveillance.
Bl
_ IP Camera Monitoring

Click to view in RT|SP mode
(IP camera name)

Click to view in HTTP mode

Survelllance

HEEREED

4.7.1 Setup
This option allows you to configure the third-party IP camera settings.

1. Select Camera Setup.

Video
Monitoring

=2
L2
| & |

IP Camera Setup

| Name |  Cam  [RTSPPort| Mapping Port| HTTP Port| Mapping Port| add |
| | 192.168] || B ]| [ || [ ] | &

| Name |  1Pcam  [RTSP Port | Mapping Port| HITP Port] Mapping Port | Delete |

Renew

f—

u 1P Address MAC Address Time Expired(s)
[192.168.19.60 1c:4b:d6:76:15:67 Always

192.168.19.100 lazdb:#:?ﬁzlirﬁf 26

IP camera MAC address
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2. After the IP camera links to the Gateway via DHCP, the IP camera MAC
address will appear on the list. Click Renew to renew the list.

3. Click the MAC address and it will automatically fill the setup parameters.

vonitanng  Event
- IP Camera Setup
| Name | ®cam  |RTSPPort| Mapping Port| HTTP Port] Mapping Port | 44d |
' | Name |  Pcam RSP Port| Mapping Port] HITP Port] Mapping Port | Delete
& |
- Renew
s
u IP Address MAC Address Time Expired(s)
192.168.19.60 Le:Abaf76:15:6 Always
192168.19.100 Ladbdb A 156F 2%

Then confirm the Name, |IP address, and Port mapping information. You
can also change or add the IP camera parameters manually.

4. Click ¥ to add the IP camera.
5. Reboot both Gateway and IP camera to take effect.

m Mo‘:i‘::;ng Event
- You must reboot gateway

IP Camera Setup

“ \ Name | ™cam  |RTSPPort|MappingPort | HTTP Port| Mapping Port | Add |

“ | | |192.168] || B+ 1| foz ] [ ]| [ee2 ] | &
- \ Name | mcam  |RIsePort| Mapping Port | HTTP Port | Mapping Port | Delete |

192.168.19.60 554 1031 80 1081 0]

e
IP Address MAC Address Time Expired(s)
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However, if the IP camera is not fully compatible with the Gateway, click
“IP camera name” and configure the necessary settings.

IP Camera Setup

IP camera name ———————} Name
IP address of the IP camera ——]1P address 1921681960 |

Authentication

RTSP Streaming

[enable
Access stream name ——————— 1 cccs Name For Stream 1
IP camera RTSP port number —-RrTs Port
Gateway RTSP port number ——-RTsp Mapping Port
IP camera HTTP port number —}-web page
Gateway HTTP port number ———web Page Mapping Port
Dual stream options ————— 1. cream ¥ available

Access stream name

[~ Access Name For Stream 2 |live2.sdp

Apply | |Cancel

If there needs Authentication for login IP camera in RTSP mode, check
enable in the Authentication field and enter the Username and
Password.

6. Click Apply to save the settings.
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4.7.2 Monitoring
This option allows you to view live video via either RTSP mode or HTTP
mode.

1. To view live video, select Monitoring.
2. Click “IP camera name” to display video via RTSP mode.

Click to display video via HTTP mode.

Note

» If you cannot view video in RTSP mode, install the VLC software first into your
computer. To download the VLC software, visit http://www.videolan.org/vic.

» The Gateway can only support the video recording up to 4 IP cameras.

» Ifyou using IE 10 browser, enable the “Display all website in Compatibility View’
option in Tools > Compatibility View Setting.

4

;:\] You can add and remove websibes to be dsplayed 0
() Compabbity Vew.

Add this website: |
i com e |

Wimbartes you've added to Compatibity View:

=
i Deaplavy niranat sites in Coerpabbiity View

] Download undated compatibity ksts fram Marasaft
Learm mor e by readng the intemet Evplorer peivacy stassment

Close
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Camera
Setup

Video

il

Volume: |:| —

14:14:04

Live view via RTSP mode

Camera
Setup

Video
Event

chatting: [] ©niine visitor : 1 ReizyOut: ' ON ® OFF

Live view via HTTP mode
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4.7.3 Event

This option allows you to view the recorded videos or save the recorded file
into your computer.

1. To view recorded videos, select Event.

S s

— Ewvent List Playback Export

1.04/22/2014 12:04:32 Camera2 Contact Sensor-0xF 78683 133]

2.04/22/2014 12:04:29 Cameral Contact Sensor-OxF785BA (133]

“ 3.04/22/2014 12:02:52 Camera2 Contact Sensor-O0xF786B3 (123]
4.04/22/2014 12:02:50 Cameral Contact Sensor-0xF785BA (123] (=]

@) = .

5.04/22/2014 11:42:09 Camera2 Contact Sensor-OxF786B3 (13|

m 6.04/22/2014 11:41:55 Cameral Contact Sensor-0xF785BA (123]
7.04/22/2014 11:40:12 Camera2 Contact Sensor-OxF786B3 (123]

n 8.04/22/2014 11:40:07 Cameral Contact Sensor-OxF785BA [E E

2. Click ¥ to play back the recorded file.

3. Right-click on El and select “Save target as” to export the file into your
computer.

Note

* The latest 50 events will appears on the Event List and all events are
automatically saved into the SD card installed on the Gateway. The maximum
memory card size is 32 GB.

» Ifthe recorded file is H.264, please rename the file extension name to “h264”
when you save it to your computer/notebook.
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4.8 Notification

This option allows you to configure e-mail notification settings.

4.8.1 Email

This option allows you to configure e-mail notification settings.
1. Select Notification > Email.

Notification / Email
Email Service 1 [ Enable

SMTP Server ‘mallserver.c om.tw |(]I' or Domain Name)

Authentication M Yes

User name ‘ |

Password [ |

Bl Ad e ‘example@ma\\servermmrw |

Email Service 2 []Enable

SMTP Server | (P or Domain Name)

Authentication M Ves
Notification

User name ‘ |

Password ‘ |

Email Address ‘ |

CRNRRCEEE

Email Service 3 []Enable

SMTP Server | (1P or Domain Name)

Authentication M Yes h(

2. Check Enable to enable e-mail notification service.

3. Enter SMTP server’s IP address or Domain Name in the SMTP Server
field.

4. Check Yes to enable SMTP authentication once required.

5. Enter username and password in the User name and Password fields
once required.

6. Enter the e-mail address of the recipient in the Email Address field.
The e-mail message can be sent out to up to 3 recipients concurrently.
7. Click Apply to save the settings.
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4.9 Security Zone
This option allows you to configure the security zone.

1. Select Security Zone.

Security Zone Setup
=
02
=5
04, [Other | My room
s -
——Je
|
mpli}
=3

2. Select the location.

3. Click on the pull-down menu to see more options.
To customize the zone name, select Other and enter the desired zone
name.

Note

» The maximum input data for the customized zone name is 10 characters.

4. Check the desired security zone area to enable this zone while partial
arming.
Click Apply to save the settings.

o

Note

»  When you set up the Security Zone Name, you can define each sensor’s
“security zone” at sensor’s setup page. Once you check the box ([«]) of the
security zone, you can “Partial Arm” the selected zone as you want.
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410 Logout

This option allows you to log out of the system.
Select Logout.

LOGIN PASSWORD

Password: |

[LoaiN | | cANceL
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Chapter 5: Panel Console Management

Using wireless panel console (LA5572), you can also operate the system
functions.

5.1 Device Configuration

This section provides a step-by-step guide to configure LA5572 with the

gateway.

1.> Press the SET button on the gateway for 2 seconds. The Alarm LED lights
red shortly.

2.> Press the SET button on the Panel Console. The “Connect to
LA5570..."” appears on the screen.

SET button

3.> Wait for the date, time, temperature, humidity and system status appear
on the Panel Console, indicating the binding is completed.
If the Console Panel displays “Connect to LA5570...Fail!”, repeat the
above steps until the binding is completed.

4.> Mount the Panel Console on the wall.
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Note

» LAS572 supports both city power and battery
(alkaline AA battery x 2, non-rechargeable, for
2 hours emergency use).

* Once LA5572 is unexpectedly unplugged from
the bracket under system arm mode, the tam-
per-proof detection will trigger the alarm.

5.2 Function buttons
The following table describes the LA5572 function buttons:

Button Description

Press to enable/disable Full arm mode.

Press to enable/disable Partial arm mode.

Press to trigger the emergency alarm.

* Press to enter the configuration mode.
* Press again to exit.

Scroll up or Backspace key.

Scroll down key.

Enter key.

CHOISISIGINIOTY

Cancel or Back key.

Keypad.

SICIC)

CICIOLC)
CI00)
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5.3 Menu Navigation

Press the @ button and key in the password to enter the menu mode.

> Automation
Sensor

Menu options

The following table describes the available menu options:

Menu Sub-menu Description
. Automation Display a list of binding automation-type
Automation List devices and display the device status.
Sensor Sensor List D|splay a list of_ binding sensors and
display the device status.
Siren Siren List Dlsplay_a list of binding sirens and display
the device status.
Password Change thg ?assyvord. By default, the
password is “123”.
System Adjust the date and time.
Clock
Security Display the available zone list and display
Zone the zone status.
System i ile tri i
y Arm Delay Set the alarm delay tmel while trlggerlpg
Setup the selected sensors. Give you an option
to add or remove the selected sensor.
Event Logs Display the latest 50 entries of system
event logs.
Information Dlsplay the system version and network
settings.
Note

*  Please refer to 5.9 Device Operation Detail on page 106 for more information.
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5.4 Using the AWAY/STAY Button

To activate the alarm:

Press the - or - button to enable choose the arm mode (AWAY
means Full ARM, STAY means Partial ARM) mode.

> LA5584 -XXXXXX

( AWAY >

< STAY ,

f Bypass? (enter)
| |
AWAY Password: STAY Password: | j L
% kK 3% Kk Check
P Y sensor <
v |
Enter AWAY Mode Enter STAY Mode Fix the Press
10 seconds later 10 seconds later error state ENTER
on-site. key to
bypass.
AWAY. ..O0K! STAY...OK!

Set the 0/10/20/30 seconds of
the Delay Time in Alarm Delay
configuration mode.

Press CANCEL key to
cancel the setting
while counting down

To deactivate the alarm:

Press the or

mode

button again to disable the respective arm

DISARM Password:

Enter password *okk

to disarm I

DISARM Password:
Fa}se!

DISARM. . .OK!

I
Wrong password,
please try it again
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5.5 Using the Panic Button

To trigger emergency alarm immediately:

* Press and hold the button for 3 seconds.

To deactivate the alarm:

*  Enter the password and press the @ button.

PANIC ALARM! DISARM Password: DISARM. . .OK!
- g

kk kI

is password

5.6 Using the Function Button

Press the @ to enter the operation mode.

FUNC Password: > Automation
@ * k¥
Sensor

“***” is password
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5.7 Operating Tips
The following messages that you may meet while using LA5572.

a. When the battery power is low, a “Low Battery!” message will display on the
screen to remind.

LA5572
BATTERY LOW!

b. If you remove the wall-mount bracket while arming or other device tamper
proof (i.e. LA5584), the siren will be triggered automatically. Enter the
password directly to turn it off.

LA5572 - XXXXXX

Tamper Alarm
DISARM Password: DISARM...OK!
KK

LA5584 - XXXXXX

Tamper Alarm s password

c. Once the sensor is disconnected from the gateway, it will indicate by a
strike-through as below. Check the sensor power status or re-join it with the
gateway.

> HA5584—880679—
LA5584-00006C

d. When the alarm is triggered, Panel Console will be sync up and display the
alarm message on the screen. Enter the password directly to turn it off.

PANIC ALARM!

LA5584- XXXXXX -| _ | DISARM Password: DISARM...OK!

Alarm i Rk
LA5582 - XXXXXX

Tamper Alarm
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5.8 Hotkey

With the hotkey features, you can use a combination of keys to access or

OO
® T+ ©OO0®
DI,

@

The hotkey list as the following:

Combination keys Device Type
‘C+“1” Wireless Temperature/Humidity Sensor
‘C"+ 2 Wireless Power Switching
‘C"+ 3" Wireless Lock Switch
‘C+ 4 Wireless Relay Switch
“‘C"+ 5" Wireless Alarm Switch
“C’+e” Wireless CO,, Temperature & Humidity Sensor
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5.9 Device Operation Detail

Main Function Sub-Tree 1 Sub-Tree 2 Sub-Tree 3
LA5578 Status LA5578 Status:
LASST78-x0000x LA5578 Value Open  vClose
LA5580 Status: LA5580 Value:
LASS80-0000 | 01 vClose 220V / 1.5A / 330W

LAB577-xxxxxx
DI1
LAB577-xxxxxx

Automation DI2 LA5577 Status:
LASSTT-0000K | | AB577-x0000¢ Open  vClose
DO1
LAS577-XXXXXX
DO2
LAS575-xxxxxX
DO1 LA5575 Status:
LASST75-xxxxxx LA5575-XXXXXX Open  vClose
DO2
LA557 3-xxxxxx
L AB584-00000K LA5584 Status:
Sensor Open  vClose
LA5582-xxxxxx
LA5587-xxxxxx
Siren LAB576-500000 LA5576 Status:
Open  vClose
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6.1 3rd-Party Sensor Integration

The following sensor types are designed to be integrated with the 3rd-party sensor

once required.

Sensor type

3rd-party sensor

Wireless Al Transducer

i.e. 4-20mA CO Detector, Gas Detector,
or Temperature Sensor

Wireless DI Transducer

i.e. NC/NO CO Detector, Smoke Detector,
Fire Alarm, or Gas Detector

Wireless Lock Switch

Electronic Lock

Wireless Relay Switch

Wireless Power Relay
Module

Contact your installer for detail instructions about the 3rd-party sensor installation.
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Al/DI Transducer and Lock Switch Applications

@ 4-20mA CO Detector @ 4-20mA Gas Detector 3] Temperature Sensor @ Electronic Lock
Al Transducer Al Transducer Al Transducer Lock Controller
@ @ ﬂm %& 5o
© NC/NO CO Detector ® NC/NO Smoke Detector @ NC Flre Alarm © NC/NO Gas Detector
DI Transducer DI Transducer DI Transducer DI Transducer

ol &b

Al Transducer Integration (Gas Detector)

()

il

DC12v

B —— Adapter
_L.E.u DC POWER SUPPLY §\
R +__|24-30 vDC

(for instrument)

L— o

Legend and Description

B: Negative wiring of detector
R: Positive vrli'ring of detector _ +Red

G: Analog wiring of detector Black —
F: Fuse ack—

Al Transducer
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Al Transducer Integration (Temperature Sensor)

s 2% @]l
e ()
power supply g @

15...40VDC
24VAC +20% —

Al Transducer DC12v
Adapter

Black — N\ tRed

DI Transducer Integration (CO Sensor)
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DI Transducer Integration (Smoke Sensor)

Smoke Detector

Lock Switch Integration

Electronic Lock

23
% Push Button

Door Position

— 1

Orange

[d AP-10
DC 12V|

| 2 + 1A

1 Black

2 Red

9 3 (Yellow
4 Green

5 White
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Relay Switch (LA5577)

DO2 DO1 DI2 DM SET

7'y 3 <tﬁ)oo( h
=

O OO OO

po2 oi2 o Reboot  SET

D021 rDO1n DR DH GND

]
(D
)

DC12v

— ~fJof o <fofl ~
= k= E= k= k= c
afajofjofal o
‘ HE 8l)
NFB, 1P/10A Testing Socket 5 5
HEE
= |° C12v
NFB. 1P/10A Testing Socket Adapter
Switch 1
Switch 2
Power Relay Module (LA5575)
Power Source
o~
2
Power Source S
N L —
Testing Socket Wire 3 @ QS \\\\\
é E E o SN
FB. 1P/10A Switch 1 Wire 4 OE\
!I ilTesting Socket Wire 5 lo
NFB, 1P/10A Switch 2 wire 6 o
©
L
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6.2 Troubleshooting

This section contains a common troubleshooting tips that you may meet
while using WHTS system. If you need additional helps, please contact our
partner.

Problem Solutions
Cannot access the WHTS web Check if the AP (SSID) is correct
console or APP. and it is properly connected to the
Gateway.
Wireless Metwork Connection -
HOME-AP Connected |
Choose a Network...
XXXX a= ©
XXXX a8 ©
XXXX a= ©
XXXX 8T ©
XXXX = ©
v HOME-AP = ©
The device is disabled while partial | Make sure this device is not in the
arming. selectable security zone.
Note:
@ - Coiitict Sensor FTE3A3 When the Contact Sensor is not
assigned in the security zone, it
will not arm when partial arming.

EN-112



Chapter 6: Appendix

Problem

Solutions

The device is disconnected.

Sensor Setup/Status (33

Current mode:Disarm
0.0°C

0%RH

Contsct Sensor SE0308

@006

Re-bind this device to re-active the
connection. See 2.2 Device
Joining on page 12.

The Contact Sensor status is in
“open” mode.

H'|  [{ges}| Contact Sensor SE0308

Please check Contact Sensor
F785BA

Cancel Bypass

Place the magnet closer to the
Contact Sensor main unit and click
Refresh on the web console.
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Problem

Solutions

Got an error message when
enabling the arm mode to Partial
Arm or Full Arm.

|Contact Sensor ID-SE0308 Status Error! |

Arm/Disarm

Current Mode :Disarm

Please check Contact Sensor
F785BA

Bypass

Set the Contact Sensor to “close”
mode.

Note:

When the Contact Sensor is in
“open” mode, you cannot enable
Partial Arm and Full Arm mode.

Cannot access the WHTS web
console even if the AP (SSID) is
correct.

Unplug the power adapter from the
Gateway and plug in again to
reboot the system.
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Problem Solutions

Forgot the password. Press the SET button for 15
seconds to restore the factory
default settings.

Cannot upgrade the Gateway A password is required before

firmware. updating the firmware. Please
contact the manufacturer for more
information.
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