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This is Critical Comms to all units; I repeat, this is Critical Comms to all 

units, do you read me? Over.

This is Lauren Davis reporting, the newly appointed editor of your 

favourite magazine on the topic of critical communications and public 

safety. My predecessor, Phillip Ross, has seen fit to sail off into the sunset, 

and so I’ll be steering the good ship CC for the time being. Some of 

you may know me from our sister magazine, What’s New in Electronics, 

which I understand has some overlap with this sector — particularly as 

technologies such as 5G/6G, GPS/GSM and Wi-Fi play an increasingly 

more important role in the critical communications space.

This issue we’re taking a good look at emergency comms and field 

service — two areas where reliable coverage is absolutely paramount. 

Turn to page 22 to hear all about Elon Musk’s ambitious plan to offer near 

complete mobile coverage in most places in the US and eventually the 

entire world; go to page 30 for tips to make sure your communications 

are disaster-hardened; and read on page 34 about the benefits of PTT 

technology for lone worker safety.

At the time of writing, Comms Connect Melbourne is just weeks away, 

and I’m sure it will be a huge learning opportunity for myself as well as 

others who are relatively new to the industry — and for those who at-

tended the last Comms Connect Melbourne in 2019, there will surely be 

plenty to catch up on. Our article on page 16 provides something of an 

overview of key speakers and sessions over the three-day event, or you 

can find more information at https://melbourne.comms-connect.com.au. And 

if you happen to spot me on the conference floor, feel free to say hello.

Out.
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October
ETSI IoT Week Conference
11–14 October 2022
Sophia Antipolis, France
https://www.etsi.org/

Comms Connect Melbourne 2022
18–20 October 2022
Melbourne Convention & Exhibition Centre
https://melbourne.comms-connect.com.au/

November
RadComms 2022
15–16 November 2022
Grand Hyatt Melbourne
https://www.acma.gov.au/radcomms

PMRExpo 2022
22–24 November 2022
Koelnmesse, Germany
https://www.pmrexpo.de/en/

December
Natural Disasters Expo Asia
7–8 December 2022
Singapore Expo, Singapore
www.naturaldisastersshowasia.com/

January
18th Wireless On-demand Network systems 
and Services Conference
30 January–1 February 2023
Madonna di Campiglio, Italy
http://2023.wons-conference.org/

February
Mobile World Congress 2023
27 February–2 March 2023
Fira Barcelona Gran Via, Spain
https://www.mwcbarcelona.com/

March
BAPCO 2023
7–8 March 2023
Coventry Building Society Arena, UK
https://www.bapco-show.co.uk/

For a full list of industry events,  
see criticalcomms.com.au/events
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HOw THE COMMUNICATIONS 
INDUSTRy CAN ENSURE 
A SECURE STATE 
FOR CRITICAl 
INFRASTRUCTURE
Michael Murphy*
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CyBERSECURITy

Changing legislation makes it essential that communications 
organisations understand the new requirements and how to protect 
assets and the people they serve.

N
ew legislation introduced last 
year in the form of the Security 
Legislation Amendment (Critical 
Infrastructure) Act 2021 as well 
as the Security legislation 

Amendment (Critical Infrastructure Protec-
tion) Bill 2022, which has recently been 
tabled in parliament, has led to changed 
requirements around serious cybersecurity 
incidents for critical infrastructure (CI) 
operators in communications.

These changing legislations have trans-
formed the landscape for many businesses. 
It is essential that communications organisa-
tions understand what the new requirements 
are and how to address them effectively 
to protect their CI assets and the people 
they serve.

The number of cyber attacks on Australian 
organisations continues to increase, with 
one incident nearly every eight minutes, 
self-reported losses totalling more than 

AU$33 billion, and more than a quarter 
of the incidents associated with critical 
infrastructure1, not unlike other areas of 
the world. In fact, according to the latest 
findings of Fortinet’s global 2022 State of 
Operational Technology and Cybersecurity 
Report, which surveyed more than 500 op-
erations technology (OT) security specialists 
from 28 different countries, OT systems are 
targeted more frequently than information 
technology (IT).2 As the rate and types of 
attack vary, so, too, does the impact they 
can have on businesses.

Attacks may come from hacktivists, na-
tion states, cybercriminals and disgruntled 
insiders. Threats can include ransomware or 
Ransomware-as-a-Service (where attackers 
are driven by financial profit) or sabotage 
(where attackers are politically or ethically 
motivated). Attacks can be sophisticated 
or unsophisticated and the severity of the 
attack will depend on the experience and 
skill of the threat actor, as well as the level 
of protection that the victim organisation 
has to defend it against malicious threats.

Any attack can be devastating to its tar-
get. For critical infrastructure, this impact 
can be even more harmful. Any type of 
disruption to critical infrastructure naturally 
goes beyond impacting on a business — it 
can have catastrophic flow-on effects to 
essential services and Australian citizens 
who are part of the supply chain.

Because of this, it is important for com-
munications organisations to understand 
that securing their CI assets is a mark-
edly different proposition from securing IT 
networks. This is largely due to the unique 
nature of the operational technology (OT) 
that underpins CI assets; as such, traditional 
IT security methods and approaches simply 
do not work for OT in a CI environment.

Communications organisations need to 
be able to ensure a secure state for CI to 
protect both the business and the people 
it serves. Consequently, it is essential 
that communications organisations can 
proactively identify and address any ap-
parent friction points between corporate 
IT objectives and OT objectives, before 
mapping out an approach that lets them 
achieve mutually beneficial outcomes in the 
evolving cybersecurity landscape.

The federal government has released its 
Critical Technology Supply Chain Principles 
to help governments and businesses to de-
cide about suppliers and the transparency 
of their own products.

The 10 principles have been grouped 
under the three pillars of security-by-design, 
transparency, and autonomy and integrity.3

©
stock.adobe.com
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Prioritising cybersecurity for 
the protection of CI assets
like any roadmap, the cybersecurity program 
should outline the organisation’s current 
and desired future states as well as how 
the organisation will achieve its objec-
tives. This starts with identifying the CI 
operator’s assets and assessing its security 
posture. Then, the organisation can develop 
a strategy for planning and implementing a 
program of work.

Before developing a road map, CI com-
munications organisations should consider 
three key areas:
1. Operational efficiency: Organisations 

need to understand what critical com-
ponents are degrading or damaged to 
ensure these are included in any road 
map, and potential operational downtime 
or onsite safety risk exposure for staff 
is mitigated.

2. Security: Businesses need to understand 
how the road map can help achieve 
reduced performance overheads, or 
upgraded host lifecycle management, 
without impacting on maximum toler-
able downtime (MTD) or mean time to 
recovery (MTTR) through real-time threat 
intelligence and sophisticated campaign 
monitoring.

3. Safety: Naturally one of the most essential 
components of any CI road map, safety 
needs to be considered of the utmost 
importance.
This means organisations should consider 

how to integrate new technologies into 
their stack, plus what types, to ensure the 
continued safety of the people they serve. 
For instance, cloud-enabled surveillance 
cameras with artificial intelligence (AI) 
and machine-learning software can detect 
anomalies in physical behaviour. In the event 
of an incident, cloud connectivity can chain 
together an automated incident response plan 
alerting the appropriate emergency personal.

These critical moments of action without 
human interference can be the difference 
between serious injury, death, irreversible 
brand damage and expensive lawsuits.

These areas also need to be underpinned 
by comprehensive cybersecurity compo-
nents, which should be carefully assessed 
and included in any operational road maps. 
This will ensure that CI operators can 
achieve lasting cyber resilience in the face 
of escalating cyber attacks.

when it comes to developing such road 
maps, organisations need to consider three 
essential pillars around which to build their 
security framework and better protect their 
CI assets and OT from devastating cyber-
security incidents. These are:

• Achieve visibility: To comply with any 
type of legislation or framework, the 
organisation first needs to understand 
what assets needs to be protected. Vis-
ibility is crucial as it lets the organisation 
see what solutions need to be mapped 
and considered in any potential roadmap. 
To do this, organisations can leverage 
the Purdue Model (formerly the Pur-
due Enterprise Reference Architecture 
(PERA)), which will let them more easily 
break down and define CI assets across 
the network.

• Facilitate control of assets: Beyond 
visibility, communications organisations 
need to be able to maintain control over 
available assets to keep them protected 
and defended against threats. This can 
be challenging for organisations that do 
not have the specific knowledge required 
to manage or defend against new and 
emerging threats. However, leveraging 
shared knowledge bases such as the 
MITRE ATT&CK Framework for industrial 
control systems (ICS) can give communi-
cations organisations critical knowledge 
to help maintain control of CI assets.

• Prioritise non-invasive approaches: To 
help protect CI assets against threats, 
communications organisations also need 
to understand what defensive approaches 
work best for different assets. In smart 
cities, the attack surface can expand 
exponentially with every new Internet 
of Things (IoT)-connected device added 
to the network. For example, communi-
cations organisations that leverage CI 
assets may use IoT-connected cameras 
for citizen safety. At the same time, 
these expand the attack surface. In these 

cases, the use of IoT decoys specific to 
organisations can be especially beneficial 
as using non-invasive approaches that 
leverage the likes of IoT decoys to let 
attackers think they are in the network 
without actually being there. 
Organisations that manage critical infra-

structure could be considered some of the 
most vulnerable targets for potential cyber 
attacks. This is not to say that their systems 
are more vulnerable to security breaches, but 
certainly that they are high-profile targets 
for malicious actors.

As such, it is crucial that communica-
tions organisations that manage CI take a 
considered approach to their cybersecurity. 
This will help to drive the security agenda 
forward. It will also ensure they achieve the 
best possible protection for their CI assets 
and, in turn, the people and services they 
protect and serve.

*Michael Murphy is 
the head of operational 
technology (OT) and 
critical infrastructure 
for Australia for Forti-
net. His focus is on 
helping organisations 
build cyber resilience 

for OT and understanding how to achieve 
strong outcomes for OT security.  Murphy 
has held roles as a cybersecurity practitioner 
and senior sales engineer and has built OT 
incident response teams in organisations in 
Australia, New Zealand, London, Hong Kong 
and Singapore.
1. https://www.cyber.gov.au/acsc/view-all-content/

reports-and-statistics/acsc-annual-cyber-threat-

report-2020-21

2. https://www.fortinet.com/resources-campaign/

research-papers/2022-the-state-of-operational-

technology-and-cybersecurity

3. https://www.homeaffairs.gov.au/reports-and-

publications/submissions-and-discussion-papers/

critical-technology-supply-chain-principles

Fortinet International Inc 
www.fortinet.com

ANy TyPE Of DISRuPTION TO CRITICAl INfRASTRuCTuRE 

NATuRAlly gOES BEyOND IMPACTINg ON A BuSINESS, BuT IT CAN 

hAvE CATASTROPhIC flOW-ON EffECTS TO ESSENTIAl SERvICES 

AND AuSTRAlIAN CITIzENS WhO ARE PART Of ThE SuPPly ChAIN.

CyBERSECURITy
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News

BEAM-STEERING TAKES MOBIlE 
COMMUNICATIONS BEyOND 5G
Birmingham scientists have revealed a new beam-steering antenna 
that increases the efficiency of data transmission for ‘beyond 5G’ 
and opens up a range of frequencies for mobile communications 
that are inaccessible to currently used technologies.

Experimental results, presented at the 3rd International Union 
of Radio Science Atlantic/Asia-Pacific Radio Science Meeting, 
show the device can provide continuous wide-angle beam steering, 
allowing it to track a moving mobile phone user in the same way that 
a satellite dish turns to track a moving object, but with significantly 
enhanced speeds.

Devised by researchers from the University of Birmingham’s 
School of Engineering, the technology has demonstrated 
improvements in data transmission efficiency at frequencies ranging 
across the millimetre wave spectrum, specifically those identified 

for 5G (mmwave) and 6G, where high efficiency is currently only 
achievable using slow, mechanically steered antenna solutions.

For 5G mmwave applications, prototypes of the beam-steering 
antenna at 26 GHz have shown unprecedented data transmission 
efficiency.

The device is fully compatible with existing 5G specifications that 
are currently used by mobile communications networks. Moreover, 
the new technology does not require the complex and inefficient 
feeding networks required for commonly deployed antenna systems, 
instead using a low complexity system which improves performance 
and is simple to fabricate.

The beam-steering antenna was developed by Dr James Churm, 
Dr Muhammad Rabbani and Professor Alexandros Feresidis, Head 
of the Metamaterials Engineering laboratory, as a solution for 
fixed, base station antenna, for which current technology shows 
reduced efficiency at higher frequencies, limiting the use of these 
frequencies for long-distance transmission.

Around the size of an iPhone, the technology uses a metamaterial, 
made from a metal sheet with an array of regularly spaced holes 
that are micrometres in diameter. An actuator controls the height of 
a cavity within the metamaterial, delivering micrometre movements 
and, according to its position, the antenna will control the deflection 
of the beam of a radio wave; effectively concentrating the beam into 
a highly directive signal and then redirecting this energy as desired, 
while also increasing the efficiency of transmission.

The team is now developing and testing prototypes at higher 
frequencies and in applications that take it beyond 5G mobile 
communications. University of Birmingham Enterprise has filed a 
patent application for this next generation beam-steering antenna 
technology and is seeking industry partners for collaboration, 
product development or licensing.

©
stock.adobe.com

/au/A
ndSus

Transdev Sydney Ferries has completed a trial using Cradlepoint 
5G in-vehicle solutions, managed by Cradlepoint service partner 
Australian Sentinel. CCTV and Help Point data was downloaded 
from vessels to the Operations Control Office while also providing 
primary connectivity for public announcement, passenger 
information display and corporate wi-Fi.

Funding for the project was awarded to Australian Sentinel 
and Transdev as part of the Australian Government’s 5G 
Innovation Initiative grant.

As part of a wider program to fit-out vessels, wharves and 
offices, Transdev deployed Cradlepoint R1900 5G ruggedised 
routers onboard vessels and at wharves, to deliver IP video 
monitoring and emergency help-point services, which operate 

throughout Sydney Harbour. The high bandwidth of the 5G 
solution means that when streaming footage of CCTV in real 
time, the images are clear and accurate.

Given the ocean-based application, the project required 
a rugged solution that could withstand heat, cold, salt and 
motion, with a durable, metal form factor. Using location-
based services within NetCloud Manager, admins can easily 
track and trace vessel locations and routes in real time and 
determine lTE and 5G cellular coverage over a travelled area. 
Additionally, NetCloud Manager offers pre-built connectors 
that share location data with popular fleet management 
solutions, providing more flexibility to customers than a one-
size-fits-all approach.

Sydney ferrieS Secure with cradlepoint 5G

©
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News
HEADPHONES DETECT 
DIRECTION OF SOUND SOURCES
Researchers at the University of Ulm, Germany, have 
developed a filter element for headphones, enabling 
the wearer to distinguish whether an external sound 
source is approaching from the front or back. The 
filter element helps locate external sound sources or 
general noises in the vertical plane and can prevent 
dangerous situations.

Any acoustic object in the wearer’s surroundings 
can be located precisely with this filter element, 
especially acoustic objects in the wearer’s ‘blind spot’.

The problem is that when wearing headphones and 
playing back sounds, the wearer’s ability to perceive 
sounds in the surrounding environment is significantly 
limited. It is difficult or even impossible to determine 
whether an external sound source is approaching from 
the front or back. with the filter element external sound 
can be processed in the wearer’s ears.

The element is arranged around the microphone 
input on the outside of the headphones, just like 
human hearing. It reduces sound ambiguities 
from different directions, especially from vertical 
directions, regardless of their spectral composition.

The outside of the filter element has specifically 
shaped structures that change external sound into 
its spectral composition, just as the human ear does, 
so that spatially dependent frequency modulations 
occur. These filter elements can be incorporated into 
all types of headphones, including around-the-ear and 
over-the-ear models, in-ear headphones, headsets, 
and bone conduction headphones in order to prevent 
‘front-back confusion’.

Patents for the invention have been applied for in 
Germany and various European countries.

MOBIlICOM AwARDED SPACE FlORIDA 
GRANT TO IMPROVE DRONE OPS
High-tech company Mobilicom has been awarded a new research and 
development grant under the Space Florida innovation project, reflecting its 
expertise in communication solutions for unmanned drones and robotics. 
The Space Florida R&D program is focused on improving drone operations 
beyond visual line of sight in the key areas of drone delivery, infrastructure 
inspection, security and law enforcement.

Mobilicom and US drone company Censys Technologies have together 
been awarded an R&D project with a gross value of $1.4 million, of which 
Mobilicom will receive $408,000 net grant funding for the development of 
a multi-link (MlU) communications system. The communications solution 
will address US civil drone regulations, catering to unmet market needs 
for long-range drone delivery and inspection operations with always-
connected-anywhere capability.

The new solution will incorporate three concurrent transmitting 
transceivers (SDR/cellular/satellite) for auto redundancy capability. 
Development of the MlU will extend Mobilicom’s beyond visual-line-of-
sight datalink functionality to include the use of satellite connections for 
redundancy, which will enable the operation of unmanned systems in areas 
with no or insufficient cellular network coverage.

“Our new Space Florida grant signals the increasing recognition of our 
capability and expertise within the US unmanned systems community,” 
said Mobilicom CEO Oren Elkayam.

“Mobilicom’s cutting-edge SkyHopper Datalinks already support line-of-
sight and cellular network-based beyond-line-of-sight communication. The 
development and integration of satellite connectivity for auto redundancy 
capability will facilitate more effective use of drones in remote areas and 
target unmet market demand for nationwide operation with single solution.

“The project also expands our collaboration with Censys Technologies, 
a leading US-based commercial drone manufacturer for the agriculture, 
infrastructure monitoring, disaster relief and public safety sectors. Censys 
has been an early adopter of our smart solutions in the US, and we look 
forward to working closer with them as we increase our presence in the 
world’s largest market for both commercial and defence applications.”

The new grant will be accessible by mid-2023.
Sketch of a possible headphone prototype with the innova-
tive filter element. In this example, the shaped structures 
(protrusions) share the natural shape of the human ear, 
but other designs are also possible. ©Timo Oess.
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The NSw Government, through the NSw Telco Authority, has 
deployed 250 new or upgraded radio sites for its statewide Public 
Safety Network (PSN) in the first stage of a major upgrade.

The PSN is a critical communications network for first 
responders, critical infrastructure providers and other stakeholders 
aimed at facilitating coordination and response following an 
emergency or natural disaster.

The network allows organisations to communicate and 
coordinate responses to critical incidents and disasters on a single, 
shared network.

with the recent upgrade, the network now provides coverage 
across an area greater than 356,000 km2, or 44.5% of the state’s 
landmass and 97% of its population.

Once the state government’s $1.4 billion Critical Communications 
Enhancement Program is complete, the network will include nearly 
675 sites and provide coverage for 85% of the state’s landmass and 
99.7% of its population, according to NSw Telco Authority Managing 
Director Kylie De Courteney.

“This achievement is a significant step forward in the NSw 
Government’s commitment to building one of the world’s largest 
public safety networks,” she said.

“Investment in radio communications infrastructure saves 
lives. By expanding the PSN, we are providing emergency services 
with the tools to stay safe as they protect the people and places 
of NSw.”

GOVT BOOSTING MOBIlE 
CONNECTIVITy IN GREATER BENDIGO
The Victorian Government is looking to improve mobile 
connectivity in Bendigo, with Minister for Innovation, Medical 
Research and the Digital Economy Jaala Pulfordannouncing 
partnerships with Optus and TPG Telecom to build a new tower 
and upgrade 13 mobile towers in the area from 4G to 5G through 
the Connecting Victoria program.

The $550 million Connecting Victoria program is fast-tracking 
improvements to mobile coverage and broadband access across 
the state. Key feedback from the Connecting Victoria engagement 
report, released earlier this year, made it clear that improved 
mobile services are needed in the Bendigo area to keep pace with 
population growth, helping to boost tourism and the local economy.

The new upgrades are set to deliver improved services across 
more than 355 m2 in Bendigo, benefiting more than 100,000 
premises with coverage spanning Golden Square, Flora Hill and 
Kennington, as well as Epsom, Eaglehawk and Kangaroo Flat, and 
out to Newbridge, Ravenswood, Huntly North and ladys Pass. 
Optus and TPG Telecom have agreed to share infrastructure at 
some of these sites, giving locals a choice of mobile provider 
and improving competition.

“These upgrades will be a game-changer for residents, 
tourists and businesses in Bendigo,” said Member for Bendigo 

west Maree Edwards. “Enabling 5G will provide higher speed 
and greater capacity and keep up with growth in this region.”

“This will deliver greater connectivity, competition and choice 
for the people, community and businesses of Bendigo,” added 
Member for Bendigo East Jacinta Allan.

The Bendigo upgrades will be carried out between 2023 and 
2025. More projects throughout the state will be announced 
under the Connecting Victoria program in the coming months.

NSw GOVT UPGRADING PUBlIC SAFETy NETwORK
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The countdown is well and truly on 
until the 2022 edition of Comms 
Connect Melbourne, the Southern 
Hemisphere’s premier critical 
communications and public safety 
event, set to be held in person 
for the first time since 2019 from 
18–20 October.

T
he Melbourne event comes hot 
on the heels of Comms Connect 
New Zealand, which was held 
at Te Pae Convention Centre in 
Christchurch from 22–23 June. 

Over 450 comms industry professionals 
and vendors attended that event, which 
featured presentations from NZ Police, 
landSAR, RSM, Aerospace Christchurch, 
Hilton Haulage, ioSphere IoT, wISPA NZ and 
many more industry experts. The co-located 
exhibition showcased the latest products 
and solutions from leading vendors from 
across the region, while the RFUANZ Gala 
Awards dinner held as part of the event 
saw over 200 attendees entertained by 
local celebrity Jason Gunn.

The October event — to be held at the 
Melbourne Convention & Exhibition Centre — 

will also feature something of a Kiwi 
presence, as the conference will welcome 
a keynote presentation and expert panel 
from New Zealand’s newly formed Public 
Safety Network. The Public Safety Network 
is the new communications service that 
will be used by New Zealand’s frontline 
emergency services responders — Fire and 
Emergency, Police, St John and wellington 
Free Ambulance.

One of the leads in this integration project 
is Neal Richardson from NZ Police, who 
will be one of two keynotes to open the 
program for Comms Connect Melbourne on 
20 October. His colleagues from PSN NZ 
will join him in a panel discussion at the 
event to cover lessons learnt, and positive 
outcomes so far achieved by the project. 
The second keynote speaker for 20 Octo-

Events for critical communications users and industry

COUNTING DOwN TO
COMMS CONNECT 
MElBOURNE
Lauren Davis
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ber is Commissioner Shane Fitzsimmons 
from Resilience NSw, who will speak on 
the timely subject of the future of disaster 
management.

Managing Director of the NSw Telco 
Authority Kylie De Courteney will deliver 
the opening keynote on 19 October, fol-
lowing her recent presentation at Critical 
Communications world in Vienna in June; 
while the Hon Michelle Rowland MP, Minister 
for Communications, will formally open the 
event. The second keynote for 19 October 
will feature the CTO of the First Respond-
ers Network USA, Richard Reed, with an 
update on all things related to public safety 
comms from the other side of the Pacific.

Other conference sessions will cover 
topics including the use of drones for 
mission-critical applications and tower 

AC and DC systems and understand the 
correct procedures for managing those risks.

ARCIA will also offer an afternoon ses-
sion on the fundamentals of private lTE/5G, 
providing students with the skills to be able to 
outline the key elements and components of 
a typical wireless broadband communication 
system. On completion students should be 
able to understand and identify the various 
elements associated with system design, 
including the relevant spectrum sectors that 
are associated with wireless broadband, and 
understand the potential outcomes that are 
relevant to all options.

ACCF will hold its training session on 
the latest innovations in critical lMR, criti-
cal broadband 4G/5G and control centres. 
The half-day workshop will feature 10 
presentations on topics including global 
initiatives to support critical lMR/broadband 
transformation; moving from critical lMR 
narrowband to broadband technologies, or 
utilising both; integrated solutions and ap-
plications; and initiatives and global trends 
in control room solutions, standards, market 
forces and operational requirements. For 
more information and to register for the 
training workshops, visit https://melbourne.
comms-connect.com.au/workshops/.

The co-located exhibition will meanwhile 
feature over 80 local and international ven-
dors — headlined by event partner Nokia 
and platinum sponsors Hypha and Simoco 
wireless Solutions — giving attendees the 
chance to get up close and personal with 
leading suppliers and their latest products. 
The exhibition hall will also host networking 
drinks on the evening of 19 October, which 
will be followed in the Convention Centre’s 
Sovereign Room by ARCIA’s Gala Dinner 
and Industry Excellence Awards.

with so much having changed in the 
world of critical communications since 
2019, Comms Connect Melbourne provides 
a great opportunity to get back in the loop 
and connect with industry peers from near 
and far. It promises to be an event that is 
not to be missed — register now at https://
melbourne.comms-connect.com.au/.

Comms Connect (WFevents) 
www.comms-connect.com.au

management; the cybersecurity implications 
and management challenges of IT/OT/IoT; 
updates from the DMR Association and the 
ACMA; 5G; and much more. To view the full 
conference program, visit https://melbourne.
comms-connect.com.au/program/.

while the conference itself will be held 
from 19–20 October, industry partners ARCIA 
and ACCF will be offering pre-conference 
training workshops on 18 October. ARCIA 
will offer a morning session on power sup-
ply options for communications systems, 
including solar and battery options, provid-
ing students with the skills to be able to 
recognise and understand the key elements 
and components of a typical AC/DC radio 
communication power system. Attendees 
should be able to understand and identify 
the risks associated with live working on 

What: Comms Connect Melbourne
When: 18–20 October 2022
Where: Melbourne Convention &  
Exhibition Centre
Web: melbourne.comms-connect.com.au

EVENT
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Vector signal generator
Keysight Technologies introduces the M9484C VXG vector 

signal generator, the latest member of the company’s VXG 

series signal generators, expanding the portfolio with real-time 

capabilities to support demanding wireless industry applications.

The product is a four-channel vector signal generator, with 

frequency up to 54 GHz that offers up to 5 GHz of radio 

frequency (RF) bandwidth and low phase noise in a single 

instrument. With a V3080A vector signal generator frequency 

extender, the frequency range of the device extends up to 110 

GHz to address the needs for the latest and evolving standards.

The signal generator enables users to reduce test system 

set-up complexity and achieve repeatable multi-channel meas-

urements in a single instrument.

Keysight Technologies Australia Pty Ltd

www.keysight.com

VHF TETRA solution
TETRA is the primary choice for mission-critical communications 

when both voice and data are required. It has been designed 

to combine reliability, security and good voice quality with a 

high level of standardisation and some of the most advanced 

data capabilities among narrowband technologies. But up till 

now, TETRA has only been available in UHF, and any users for 

whom wide radio coverage is a key driver have had to deploy 

other technologies.

Opening the TETRA market to VHF makes TETRA a vi-

able alternative to DMR and P25 in a variety of challenging 

operational outdoor environments. A DAMM VHF TETRA 

Solution extends coverage of TETRA, offering a good choice 

for medium- to high-capacity trunked networks — now over 

extended coverage areas. Further, it offers an infrastructure 

architecture, which previously has not been available for VHF, 

where the network can be built with outdoor mast-mounted 

base stations — which should improve service availability and 

reduce network complexity.

Damm Australia

www.damm-aus.com.au/

Rugged portable and mobile radios
GME is a 100% family-owned Australian operation and industry 

leader in the RF communication technology space. Operating from 

its purpose-built headquarters in Winston Hills, Sydney, the company 

engineers and manufactures high-quality products to suit specific 

user requirements.

GME’s Commercial division provides a range of rugged portable and 

mobile solutions to suit harsh Australian industry and environmental 

conditions, enabling users to remain connected when communica-

tions are critical.

GME Pty Ltd

www.gme.net.au/au-pro/

STAND 136

STAND 5

STAND 71

Events for critical communications users and industry
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Mobile VHF TETRA radios
Sepura launched its first VHF TETRA radios, providing a solution 

for mission-critical users in conditions such as extensive under-

ground networks and remote, expansive outdoor environments.

Variants of the SCG22 mobile and the hand-portable SC20 TETRA 

radios make up the VHF solution, operating within 136–174MHz.

The SC20 and SCG22 are used by public safety professionals, 

oil and gas services, transport and airport providers. The devices 

benefit from audio, power and carrying accessories as well as 

functionality from the AppSPACE applications portfolio and wire-

less programming capability.

Sepura

www.sepura.com

CSSI radio and interoperability gateway
Omnitronics’ omniGateP25 is a Linux-based radio interoperability 

console interface that provides a trunked CSSI implementation 

allowing up to 128 talk paths and 48 simultaneous conversations 

over one single CSSI connection.

The product is phase 1/phase 2 compatible and has been 

designed with ongoing cost-effectiveness in mind, especially in 

comparison to other gateway solutions. It has the ability to fan out 

connections directly from a small physical RoIP gateway, thereby 

minimising ongoing licence fees for CSSI connections between 

the licensed P25 RF subsystem and the console subsystem.

The product also features the omniconnect interoperability 

capability of Omnitronics dispatch to connect and use the infra-

structure of statewide networks without vendor lock-in.

Omnitronics Pty Ltd

www.omnitronicsworld.com

wearable broadband communication device
TAIT AXIOM helps to increase worker safety and productivity by enabling seamless movement between 

communications networks and access to applications using a compact, wearable broadband device 

with heads-up operation.

The lightweight, standalone device mounts on a uniform like a radio speaker microphone, and ac-

cesses TAIT AXIOM cloud-based push-to-talk services using broadband networks including dual SIM 

cellular/LTE and Wi-Fi.

Heads-up operational controls like a rotary dial, and large, dedicated buttons for PTT and distress 

calls, keep eyes looking safely forward. The user can hear and be heard, even in the most extreme 

environments, using a powerful 3 W speaker, active noise cancellation and three microphones.

The TAIT AXIOM Wearable can be used in a number of scenarios, including broadband-only operation 

for users who communicate with each other exclusively over broadband networks. Interoperability with 

Tait LMR networks allows companies to invite broadband-connected workers outside the LMR network 

into radio conversations regardless of their location, and without the expense of a dedicated radio or network expansion.

Users can also work beyond the radio network edge and in challenging areas like building interiors, automatically switching communications 

to a broadband network. Attached to a Tait TP9000 Series portable radio via cable or Bluetooth, the Wearable performs the function of a 

powerful speaker microphone. In the event the portable radio loses connection with the LMR network, communications automatically switch 

to the Wearable’s broadband connection, providing a path for voice conversations as well as emergency alerting and location information.

Tait Communications

www.taitcommunications.com

STAND 104

STAND 116

STAND 112
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In a live event held on 25 August, T-Mobile CEO and President Mike 
Sievert and SpaceX Chief Engineer Elon Musk announced Coverage 
Above and Beyond, their new plan to offer near complete coverage 
in most places in the US and eventually the entire world — even 
in many of the most remote locations previously unreachable by 
traditional mobile signals.

T
oday, despite powerful lTE and 
5G wireless networks, more than 
20% of United States land area 
and 90% of the Earth remains 
uncovered by wireless compa-

nies. The wireless industry has struggled 
to cover these ‘dead zones’ with traditional 
terrestrial cellular technology, most often due 
to land-use restrictions (eg, national parks), 
terrain limits (eg, mountains, deserts and 
other topographical realities) and the globe’s 
sheer vastness. In these areas, people are 
either disconnected or must pay exorbitant 
rates for a satellite phone.

leveraging Starlink, SpaceX’s constel-
lation of satellites in low Earth orbit, and 
T-Mobile’s wireless network, the compa-
nies say they will provide customers text 

T-MOBIlE AND SPACEX 
PlAN TO ElIMINATE 
MOBIlE DEAD ZONES
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coverage practically everywhere in the 
continental US, Hawaii, parts of Alaska, 
Puerto Rico and territorial waters, even 
outside the signal of T-Mobile’s network. 
This service is expected to have a sig-
nificant impact on safety, peace of mind, 
and individual and business opportunities 
around the globe.

Text messaging, including SMS, MMS 
and participating messaging apps, should 
empower customers to stay connected and 
share experiences nearly everywhere, with 
applications ranging from connecting hikers 
in national parks, to utilising remote sensors 
and devices, and communication in time of 
natural disaster. Afterwards, the companies 
plan to pursue the addition of voice and 
data coverage.

To provide this service, the companies 
will create a new network, broadcast from 
Starlink’s satellites using T-Mobile’s mid-
band spectrum nationwide. The satellite-to-
cellular service is designed to provide nearly 
complete coverage anywhere a customer can 
see the sky — meaning users can continue 
texting and eventually make a phone call 
even when they leave terrestrial coverage.

SpaceX says it has designed the system 
so that no modifications are required to the 
phones we have today, and no new firmware, 
software updates or apps are needed. Indeed, 
the vast majority of smartphones already 
on T-Mobile’s network will be compatible 
with the new service using their device’s 
existing radio.

The service will be offered starting 
with a beta in select areas by the end of 
next year after SpaceX’s planned satellite 
launches, with Sievert and Musk issuing 
an open invitation to the world’s carriers 
to collaborate for future global connectiv-
ity. SpaceX is encouraging mobile network 
operators or regulatory agencies who are 
interested in bringing the service to their 
region to get in touch via direct2cell@
spacex.com, while T-Mobile says it will 
offer reciprocal roaming to those providers 
working to help enable this vision.

“we’ve always thought differently about 
what it means to keep customers connected, 
and that’s why we’re working with the best to 
deliver coverage above and beyond anything 
customers have ever seen before,” Sievert 
said. “More than just a groundbreaking alli-
ance, this represents two industry-shaking 
innovators challenging the old ways of doing 
things to create something entirely new that 
will further connect customers and scare 
competitors.”

“The important thing about this is that it 
means there are no dead zones anywhere 
in the world for your cell phone,” Musk 
added. “we’re incredibly excited to do this 
with T-Mobile.”

Following the announcement, GlobalData 
principal analyst Tammy Parker offered her 
view on what the news means for the mo-
bile industry as a whole. She described the 
partnership between T-Mobile and SpaceX 
as “a milestone in enabling emergency com-

munications from remote locations devoid 
of terrestrial cell towers”, but stressed 
that it “does not alter the overall competi-
tive landscape among US mobile operators 
or the need for national and international 
roaming agreements to support service in 
places served by other carriers”.

“Additionally, service will initially be 
restricted to SMS, MMS and certain partner 
messaging applications,” Parker added. “It 
will not include data or voice out of the 
gate, highlighting the fact that this service 
will primarily be targeted at emergency 
messaging when it launches.”

Parker did acknowledge that the service 
would be appealing to people who expect 
to find themselves in areas with spotty or 
non-existent terrestrial cellular coverage, 
particularly since T-Mobile has pledged 
to include the service at no extra charge 
in its most popular plans. She added that, 
because the Starlink-supported satellite-
to-cellular service will ride on T-Mobile’s 
mid-band spectrum, most phones on T-
Mobile’s network will be able to connect 
to the remote service.

“There could eventually end up being 
duelling satellite-to-cellular offers in the 
US, given that Verizon and Amazon’s Project 
Kuiper announced in October 2021 plans 
to deliver connectivity to unserved and 
underserved US communities, though that 
effort is initially focused on providing cel-
lular backhaul solutions to extend Verizon’s 
service reach and, at least as announced, is 
not aimed at powering remote communica-
tions nationwide,” Parker concluded.

Emma Mohr-McClune, Technology Ser-
vice Director at GlobalData, has meanwhile 
described the announcement as “a call to 
partnership action”.

“T-Mobile will eventually want to position 
Coverage Above and Beyond as an exten-
sion of its roaming proposition, much in the 
same way that it has moved to differenti-
ate this recently with in-flight connectivity, 
AAA insurance and travel discounts,” she 
said. “But to be able to offer this form 
of emergency or remote service back-up 
internationally, SpaceX will need to attract 
dozens of carriers from other markets. 
we’re clearly a long way off that scenario.”

uSERS CAN CONTINuE TExTINg AND 

EvENTuAlly MAkE A PhONE CAll EvEN WhEN 

ThEy lEAvE TERRESTRIAl COvERAgE.

SATEllITE-TO-CEllUlAR
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Cellular 5G antennas
Benelec has extensive experience in 

designing and manufacturing high-quality 

and high-performing cellular antennas in 

Australia. The company’s latest generation 

of antennas covers the full 5G bands, 

including 690–960 MHz, 1710–2700 MHz 

and 3.5–3.8 GHz. The range includes 

base station/fixed site, mobile, rail and 

marine antennas.

Base station antennas are suitable for indoor and outdoor applications ca-

tering for a wide range of technologies, such as repeater coverage extension 

for DAS installations, fixed M2M applications for alarm panels and monitoring 

applications. The company’s base station antennas are available in directional 

and omnidirectional variants with a range of gain options.

The latest series of mobile antennas includes 3, 6 and 7.5 dB options in fixed 

and removable antennas on spring bases. The all-black designs cater for the 

latest trends in antenna selection. Benelec has also released a series of AVL 

options with 5G (SISO or MIMO) and GNSS integration.

Benelec’s antennas are all designed and mostly made in Australia, providing 

high performance and solid construction. Solutions can be tailored to meet 

individual requirements. Users can contact the sales team to discuss which 

antenna would be most suitable for their needs.

Download the latest e-Catalogue featuring the new range or visit Stand 121 

at the Comms Connect show in Melbourne on 18–20 October.

Benelec Pty Ltd

www.benelec.com.au

Insight dashboard
The Kalibre Insight Dashboard displays system health and performance 

data at multiple levels including system-wide, site, agency and talk group 

level, incorporating interactive performance metrics and geographical views 

with advanced overlays, predictive analytics and system notifications.

The product is part of a web-based Operations Bridge solution that 

incorporates the Dashboard, OBM and Tableau, available on any device, 

anywhere, anytime. Users have access to the critical performance data 

they require to quickly identify issues and make data-driven decisions, 

which should reduce the time to resolve faults, improve service levels 

and improve staff productivity.

The dashboard plays a key role in supporting critical communications 

across Australia and the United States.

Kalibre Pty Ltd

www.kalibre.com.au

Telescopic masts and 
accessories
ZCG now offers a range of telescopic masts 

and accessories that are manufactured in 

Australia for a range of industries.

The range includes telescopic monopoles 

and aluminium lattice-style masts that can be 

used free-standing or guyed and hydraulic/

manual tilt-over style that are suitable for 

side-of-road infrastructure.

The masts are currently in use for monitor-

ing air pollution/condition, weather condition 

measurement, scientific research, radio 

rebroadcast, data transmission, telemetry 

and cellular mobile phone/internet reception 

improvement in remote/fringe areas.

ZCG

www.zcg.com.au

STAND 121

STAND 138

STAND 1
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The Talkpod N5 Smart series is exactly what the 
Australian PoC radio / Network market has been 
screaming out for: well-engineered, fast, great 
looking Android devices that look and feel like 
traditional two-way radios and function in a way that 
more than meets consumer expectation. Talkpod 
devices are extremely well engineered, deliver a great 
‘in‘in hand’ feel and provide a durability level that 
assures user conndence.

The Talkpod N5 Smart Series include Android 9.0, 
Open API, Google Play, Dual SIM, Man Down/Gyro, 
Vibration Feedback, Bluetooth 4.0/BLE, Wi-Fi 802.11 
B/G/N, GPS, front & rear camera (N59 only), crystal

clear audio, all Australian 3G/4G bands including 
Band 28, and an IP66/67 waterproof rating.

OneOne of the many qualities that separate Talkpod 
devices from their competitors is their ability to roam 
between different cellular sites, bands and 
technologies for the best signal with the greatest 
bandwidth to rapidly deliver an optimal level of 
service. The speed at which this roaming occurs 
leaves competitors in their wake setting new 
standastandards in the Australian PoC market.

(03) 9898 5988 sales@talkpodaustralia.com.au

https://www.talkpodaustralia.com.au
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F
rom September 2019 through March 

2020, Australia had one of the worst 

bush fire seasons in its recorded 

history, leading to the deaths of 

at least 33 people and over three 

billion animals. That was followed by cyclones 

and widespread floods in 2020 and 2021, with 

significant loss of life. Total economic losses have 

risen into the tens of billions of dollars.

These events have brought into sharp relief 

the urgent need for advanced public safety 

communications for Australia and other countries 

around the world. Public Safety Agencies (PSAs) 

today often rely on legacy LMR/PMR networks, 

together with mobile network operators (MNOs) 

for their voice and data communications. This has 

resulted in a significant capability gap between the 

networks used by PSAs and those used by citizens:

•	 Command and control centres are unable to 

share real-time images, video, and other critical 

situational awareness information with first 

responders.

•	 First responders are unable to share and analyze 

situational awareness information among 

themselves to support safer and more effective 

operations.

Additionally, power and network outages during 

emergencies impact connectivity, while expanding 

reliable coverage to priority areas is becoming 

more difficult.

In short, legacy LMR networks are inadequate to 

meet the challenges of today and the future. That’s 

why PSAs globally are increasingly migrating 

to public safety mobile broadband (PSMB). In 

Australia’s case, a recent proof-of-concept trial 

demonstrated the advantages of a shared-network 

PSMB model in which the government operates 

the core network and applications while utilizing 

the radio access networks of two commercial 

service providers (CSPs) to extend reach, resilience 

and reliability.

“There are many ways in which to deploy and 

engage existing commercial carriers in the 

public safety arena,” says Jonathan Brine, head 

of government and cities, Nokia Enterprise, 

Oceania. “Globally we’re seeing the intent to 

create mission-critical capability with a dedicated 

core infrastructure where the public safety entity 

can either obtain or has their own spectrum, as 

well as enabling multi-carrier roaming into that 

core network — and that’s where the commercial 

carriers can play.”

The shared-network approach offers many 

benefits, including real-time video and analytics 

for enhanced situational awareness and aligning 

the communication between all jurisdictions for 

better, more informed decision making. It also 

provides enhanced coverage and reliability thanks 

to seamless roaming between the PSMB core and 

carrier networks; preserved optionality for all 

RAN deployment models — including dedicated 

spectrum; and a future-proof public safety core 

network which is 5G-ready. Notably, this model 

also preserves past investment by supporting 

interoperability of new mission-critical push-to-

talk over LTE (MCPTT), mission-critical video 

sponsored content

Australia public 
safety poised 
to advance with 
shared-network 
mobile broadband
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approach could provide critical communications 

support for frontline staff during emergencies.

For the trial’s test delivery models, Nokia provided 

a 5G-ready core network for the public safety 

agencies, MCPTT and an interworking gateway 

with the legacy P25 system. The successful PoC 

will drive the requirements for a national public 

safety mobile broadband network, and provide a 

future-proof solution as public safety core network 

running on LTE and 5G-ready. All Australian 

jurisdictions have agreed to participate in its 

development.

Although the shared network model already has 

been adopted by public safety authorities in the US 

(FirstNet), the UK (ESN) and Finland (Virve2), 

each of those projects use only one CSP. Australia’s 

use of two CSPs in the PoC is unprecedented, 

creating a new level of resilience and reach for 

large territories.

Key considerations for shared-network 
PSMB rollouts
Success with a PSMB rollout requires the 

orchestration of technology, architecture, spectrum 

and numerous other factors. In cases where 

dedicated spectrum is not available or deployed, 

MNOs can provide PSAs access to the capacity 

they seek on the network through a combination 

of software-based features, including prioritization, 

open-standard mechanisms to prioritize data streams 

between user devices and applications; ruthless 

pre-emption, where authorized first responders can 

pre-empt data flows between non-first responder 

devices during emergencies, when commercial 

networks can become congested; and reclassification 

of public safety user/application prioritization 

and pre-emption levels based on incident response 

requirements. All of these requirements were met in 

the New South Wales PoC.

Open 3GPP standards are key. “The open-

standards approach ensures that you’re not limited 

within a particular technology framework, and that 

it drives lower costs and complexity,” Brine notes. 

“Standards also ensure interoperability between 

one vendor and another, whether you’re talking 

about networks, handsets, or deployables that can 

be hooked up to a back of a truck, aerial solutions 

such as aircraft and drones, or other equipment. 

The whole ecosystem is absolutely critical to ensure 

the desired result.”

Aside from the technology, any kind of large-scale 

initiative also requires a dedicated overseeing 

organization and clear ownership to be able to 

support that framework and that capability. “You 

need clear guidance from the federal government 

and program ownership to be able to deliver,” says 

Brine. “Who is articulating the goals to the strategy 

team, and who is taking ownership? That can be 

one of the biggest learning curves out there.”

Creating the PSMB transformation
Australia’s PSMB PoC is a testament to the 

partnership approach for driving mission-critical 

communications, effectively demonstrating the 

viability of a PSMB shared network with multiple 

CSPs. The checklist for success includes:

•	 Create a national entity that represents the 

communication needs of PSMB agencies to 

oversee the PSMB project.

•	 Dedicate a block of spectrum below 1 GHz to 

the PSMB network, licensed to an authority 

that represents all PSAs.

•	 Directly engage all public safety agencies 

and users in the planning, evolution, and 

governance of the network.

•	 Develop a multi-year plan with defined 

coverage and capability milestones.

•	 Allocate funding sufficient for the initial 

network build and operation.

•	 Attract other partners to share in the costs 

and benefits.

•	 Encourage participation by multiple MNOs.

•	 Ensure that only high-volume, open-standard 

technologies supported by a diverse ecosystem 

of companies are used in the PSMB initiative.

Once those elements are in place, you can 

achieve your own public safety communications 

transformation utilizing the next-generation 

capabilities of mobile broadband — aided in many 

cases by the shared network model now proven 

in Australia. “We have clearly demonstrated the 

capabilities of this shared-network proof of concept 

for PSMB,” Brine states. “Now, it’s about how we 

take it to the next level and turn it from concept to 

production. In an era of unprecedented floods, fires 

and other disasters, the ultimate goal is enabling 

end users of emergency services to do their jobs 

better and safer.”

For more information, join Nokia at Comms 

Connect Melbourne 2022 or visit our website: 

nokia.ly/publicsafety

(MCVideo) and mission-critical data (MCData) 

with existing legacy P25 based service through an 

interworking gateway.

Making multi-carrier PSMB a reality
Australia’s national multi-carrier PSMB proof of 

concept (POC) initiative effectively began in April 

2021 when Nokia and two CSPs, TPGT Telecom 

and Optus, signed a contract with the New 

South Wales Telco Authority to deliver a public 

safety mobile broadband proof of concept (PoC) 

trial for replacing current narrowband critical 

communications networks that can’t support 

heavy data traffic and web-based applications. The 

PoC’s architecture was designed to utilize PSMB-

owned cores while preserving optionality for all 

RAN deployment models — including dedicated 

PSMB spectrum. Taking advantage of the CSPs’ 

radio access networks through a mobile virtual 

network operator (MVNO) deployment model, 

the trial exhaustively tested the multi-operator 

service delivery model and successfully proved this www.nokia.ly/publicsafety
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Industry Talking

ARCIA is delighted to announce that we have appointed Paul Davis as the first 
ever Chief Executive Officer of the association.

This is a major change for the association. we all recognise that while having 
volunteers and of course Ian Miller doing most of the work has worked very 
well for the last 15 years, we need to achieve so much more.

Paul is looking forward to leading ARCIA in the next stages of our develop-
ment and to start to take on the mantle of leading our industry into the future. 
with the industry knowledge that Paul has gained over many years with Comms 
Connect, plus the fact that he already knows many of you personally, we are 
confident that this will be a great opportunity to really make a difference.

The wireless industry landscape is growing and changing, and while we may 
still have the word ‘radio’ in our title, the wireless industry needs a group to be 
the real voice of the communication industry to government and other sectors. 
Paul has been tasked with major areas to enable growth of both members and 
participants in our industry.

By the time you read this, our annual planning days will be run and for the 
first time in a couple of years we will enjoy this face to face. when the commit-
tee and partners get in a room and focus for a few hours it is very beneficial 
for the next 12 months. Much of this year was focused on the getting the new 
CEO systems and platforms in place. Planning for our annual gala dinner was of 
course high on the agenda, as we really have not had a major event for three 
years and we are sure everyone is bursting to attend Melbourne in October.

In July and August ARCIA held training and local events in Sydney and 
Brisbane and our western Australian members enjoyed a Sundowner. It is fair 
to say these events are building back to the numbers we used to expect, but 
each event was enjoyed by members and the feedback has been great.

August also saw our Annual General Meeting and it was very pleasing to see 
that virtually all of our committee members have remained involved in the asso-
ciation; we thank those employers who give permission for their staff members 
to be involved in running the association. we were sorry to lose Mark Byford in 
Adelaide; although Mark will remain in touch with the industry in Adelaide, he 
has moved into a business of his own in a related field to communications, so 
we wish him well. It also means that at present we do not have an official South 
Australian representative on the committee — if you know of someone who would 
like to be involved, please let us know so we can fill this important position.

Finally, all of the efforts we are making to expand the 
association and add a full-time CEO are thanks to the con-
tinued support of members and partners over the last three 
years. without your continued financial support, none of this 
would be possible. However, with what we are seeing in 
the world and Australian economy right now, we know that 
wireless has a critical part to play.

hamish Duff, President
Australian Radio Communications 
Industry Association

iStock.com
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Vector network analyser
The Rohde & Schwarz ZNB26 provides net-

work analysis up to 26.5 GHz, while the R&S 

ZNB43 extends the upper frequency of the 

midrange VNA family to 43.5 GHz. With any 

network analyser, no matter how well a test 

set-up has been calibrated, there will still be 

a residual measurement uncertainty, which 

will vary according to settings such as the 

power level for the current test. Knowing the 

actual uncertainty under given test conditions 

is crucial. The analyser allows users to keep 

track of measurement uncertainty in real time, 

with integrated software options.

The ZNB43 is available as a 2- or 4-port 

model, with two connector types, either 2.4 or 

2.92 mm. It also offers optionally an extended 

power range and a second internal source. 

The ZNB43 is suitable for characterisation of 

passive devices such as filters, couplers and 

switches. When equipped with the second 

internal source, it becomes a versatile instru-

ment for measurements of active devices such 

as mixers and amplifiers.

For the ZNB network analyser family, a 

range of industry-wide accepted software tools 

for de-embedding in line with IEEE 370 are 

available as integrated options.

The ZNB family supports inline calibration 

units which remain connected to the device 

under test throughout the test period.

Rohde & Schwarz (Australia) Pty Ltd

www.rohde-schwarz.com.au

Events for critical communications users and industry

2022  
NEw
PRODUCT SHOwCASE

STAND 113
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The CP50 is an Australian designed and manufactured Professional 5 watt UHF radio.

Encompassing cutting-edge Digital Signal Processing circuitry, the CP50 delivers a future-proof 
platform for advanced features and value-added software functionality.

The CP50’s unique selectable 5W, 1W and 100mW low power transmit mode coupled with the 
2600mAh Lithium-ion battery pack offers extended operational hours.

The CP50 provides a range of features including MDC1200 Compatibility, RSSI and Busy Voting and 
Man Down and Lone Worker alerts to meet the needs of any work site.

Encased in a compact and rugged design which meets both IP67 and MIL-STD-810G ratings the CP50 
provides exceptional durability and coupled with loud and clear 1500mW of Audio Output it ensures 
reliable communication, even under the harshest conditions.

5 Watt Portable UHF Radio

http://www.gmecommercial.com.au
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TOuGH CAllS — DEDICATION  IN THE FACE OF DISASTER

when disaster strikes, you will find first responders willing and 
ready to serve. Firefighters, utility workers, police officers, rescue 
crews, EMS and many others put their lives on the line to protect 
and provide for their own communities. In this article we cover 
the need for resilient people and mission-critical communications 
systems in times of disaster.

E
very day, disasters threaten 
lives, homes and property 
around the world. 59,000 wild-
fires swept across the US in 
2021, burning over 7.1 million 

acres (28,732 km2), and in 2018 Hurricane 
Michael caused $25.1 billion worth of infra-
structural damage. In the background, there 
are teams of workers supporting, directing, 
feeding, managing and communicating during 
disastrous times like these.

Dedicated workers, dedicated 
employers
In the aftermath of Hurricane Florence, over 
40,000 utility workers were mobilised. Many 
of these people’s own homes were flooded, 
their loved ones evacuated or in shelters. yet 
they were tasked with eliminating live wire 
danger, ensuring power to critical infrastruc-

ture was restored as quickly as possible.
This kind of response demands extreme 

dedication. Many went to work regardless 
of unpleasant and treacherous conditions, 
knowing that their communities needed 
power restored. As noted by Gay Johnson, 
Four County Electric Membership Corp, 
“Crews in the field worked 16 hours a day.”

giving — and receiving — 
mutual aid
Some events are so large that local first 
responders are overwhelmed and need 
reinforcements to effectively respond to a 
disaster. Often this is between neighbour-
ing counties, but it can also occur on a 
global level.

when the city of Christchurch, New 
Zealand, was struck by an earthquake, 
almost 700 rescue workers came from all 

over the world to search for, and rescue, 
survivors. Urban search teams from the UK, 
US, Japan, Singapore and Taiwan arrived 
within hours to assist.

while some arrived with their own com-
munications, other equipment critical to 
the rescue effort was made available on 
the ground. with the beleaguered city the 
headquarters for Tait International, local 
Tait technicians worked round the clock 
setting up, training and supporting crews 
as they arrived. For many, it provided 
valuable firsthand experience of what Tait 
customers face.

In response to Hurricane Michael, neigh-
bouring states in the US offered assistance, 
even ones also affected by the storm.

Disaster-ready communications
Storms and other disasters have a nasty 
habit of knocking out power, and very often, 
public communications networks go with 
it. In a major disaster, telephone systems 
(especially cell phone systems) frequently 
fail. As wildfires raged across California, 
mobile phones went silent as towers and 
lines succumbed to the flames, leaving citi-
zens unable to receive automated warnings 
or call 911 for help.

iStock.com
/O

n-A
ir



This issue is sponsored by —COMMS CONNECT— http://melbourne.comms-connect.com.au   31

TOuGH CAllS — DEDICATION  IN THE FACE OF DISASTER
“we had to drive through neighbourhoods 

with sirens and public address systems to 
alert residents and visitors,” said David Katz, 
Malibu Search and Rescue Team.

A consistent theme that echoes throughout 
most, if not all disaster scenarios is: without 
communication, we’re alone and isolated; 
effective communication ensures we’re able 
to help and support others when they need 
it most. Check these 10 tips to make sure 
your communications are disaster-hardened.
1. In a major disaster, you cannot rely on 

public cellular systems which are fre-
quently overloaded, or fail entirely.

2. Disaster planning must limit access to 
critical users only. you will not have 
enough channels in extreme situations.

3. Identify, protect and prioritise critical user 
groups in advance, and build them into 
your talk-group structure.

4. Define you interoperability needs — who 
needs to talk to whom?

5. when will you use encryption? Can you 
communicate effectively with all the nec-
essary agencies and groups?

6. Consider investing in transportable repeat-
er systems that can be rapidly deployed.

7. Train and practise your communications in 
simulated emergencies at least annually.

8. Plan for a scenario in which your com-
puter systems are not available. Ensure 
all your procedures are thoroughly 
documented in electronic and hard copy 
formats, are easy to follow and are easy 
to find by everyone who might need them.

9. you will lose power to your system — 
plan for it with dual redundancy (AC then 
battery then generator).

10. Eliminate single points of failure at the 
system design stage. Invest enough to 
stay on air through critical events, ensur-
ing power to sites throughout.

This article has been republished with permis-
sion from the Tait Communications blog and is 
an extract from the white paper ‘Tough Calls’, 
targeting the roles and responsibilities of first 
responders and comms operators in the face 
of disaster. Download the full white paper 
at https://go.taitradio.com/Tough-Calls.html.

Tait Communications 
www.taitcommunications.com

RESIlIENCE

Chip antenna
Würth Elektronik is launching a multilayer chip antenna 

for the miniaturisation of radio applications. Measuring 

just 40 x 6 x 5 mm, the WE-MCA antenna covers the 700 to 

960 and 1710 to 2690 MHz frequency ranges.

With its small form factor and slender profile, the antenna offers a 

good size-to-performance ratio. It is suitable for applications such as GSM 

900, WLAN/Wi-Fi, Bluetooth, GPS/GNSS, ZigBee and mobile communication (4G/LTE).

The multilayer chip antennas are supplied packaged in reels for SMT assembly. With an 

operating temperature range from -40 to +85°C, the antennas are suitable for robust applications.

Together with a variety of radio modules and EMC products for high-frequency applications, Würth Elek-

tronik offers a complete portfolio of products for the development of radio applications, including compact IoT 

and smart-building applications. The company also offers Antenna Matching and Characterization Support for 

the antenna range.

Wurth Electronics Australia Pty

www.we-online.com
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A
bove ground, VHF signals carry 

further in open spaces, enabling a 

cost effective but powerful TETRA 

solution that provides crystal clear 

audio. Below ground, the greater 

signal propagation of the VHF frequencies proves 

ideal, providing complete coverage in dangerous 

environments where safety is paramount.

VHF TETRA improves coverage in dangerous 

underground locations, ensuring operations can 

continue and downtime is minimised.

Murray Wales, Principal Consultant at DXC 

Technology – Connect, and an experienced 

integrator of complex communication 

solutions, highlighted the value of the longer 

form frequencies: “When running large mines, 

organisations spread their operations across vast 

sites, often including ports or railway facilities, and 

across difficult or hazardous terrain. These could 

include mountainous and heavily forested areas, 

with variation between snow topped peaks and 

tropical vegetation. Torrential rain is a frequent 

operational hazard, as of course is the huge distance 

to first aid or maintenance support.

“VHF TETRA offers an ideal solution to these 

organisations, improving coverage above and below 

ground and ensuring minimum risk to operations.”

Ben Tabor, Product Manager at Sepura, explained 

how VHF TETRA radios improve outdoor 

coverage: “VHF signals carry further in open 

spaces. Radio waves in lower frequencies have 

longer wavelengths meaning they travel further 

distances in open spaces. Because of this, operators 

can reduce the physical infrastructure required to 

support the solution, enabling significant savings in 

equipment and maintenance costs.”

The solution fills a notable gap in the market for 

quality VHF TETRA radios, complementing the 

reliability, security, and mission critical protocols 

of TETRA with the powerful audio processing of 

the SC Series radios, ensuring crystal clear audio in 

loud, wet or dusty conditions.

Sepura’s VHF solutions use proven TETRA 

radios to enhance coverage in outdoor and 

underground environments.

sponsored content

Why implement a VHF TETRA 
solution?
Extend coverage: Enhance coverage in expansive 

or remote outdoor environments and complex 

underground networks

Reduce costs: Save on operational costs with less 

infrastructure and reduced maintenance costs

Utilise available spectrum: VHF TETRA can 

be deployed on existing VHF licenses, easing 

transition to a mission critical capability

Advanced functionality: Benefit from TETRA’s 

advanced functions, including data sharing, 

priority and group calls and improved audio quality

Proven solutions: Utilise Sepura’s proven, robust 

radios and extensive ecosystem of accessories, 

applications and programming tools

To find out more about Sepura’s VHF solutions, 

visit www.sepura.com.

In expansive mining environments, where critical communications 
are essential both above and below ground, VHF TETRA offers the 
ideal solution to consolidate multiple networks into one mission 
critical solution.

VHF TETRA Solution Provides 
Extended Coverage for 
Mission Critical Users

Sepura 
www.sepura.com
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THE UlTIMATE 
MOBIlITy 
PACKAGE 
FOR lONE wORKER 
SAFETy IN AN  
UNKNOwN 
ENVIRONMENT
Tony Hudson, Commercial Director

Many Australian occupations involve an aspect of lone or remote work, such as service or tradesperson 
calls; single patrol units; site inspections; in-home healthcare and aged care services; and transportation.

O
rganisations have a duty of care 
to keep their workers safe; 
however, this can be difficult 
for lone workers without the 
right technology, particularly 

if workers face a duress situation and 
are unable to call for help. Organisations 
therefore need a mobile lone worker safety 
and communications solution that gives both 
lone workers and their employers peace of 
mind that worker safety is accounted for.

According to the Australian Industry and 
Skills Committee, “Individuals in ambulance 
service-related roles have an increased risk 
of being repeatedly exposed to traumatic 
events, such as death or violence, which 
can trigger increases in workplace stress 
and can undermine individuals’ resilience.”1 
On average, a paramedic is assaulted in 
Victoria every 50 hours and, last year, 147 
paramedics were assaulted.2

The critical communications industry 
typically involves an aspect of lone working 
or working in remote areas. As such, there 
are a range of physical and environmental 
factors organisations must consider to 
ensure employees have the best protec-
tions in place.

For many emergency services organisa-
tions, the workplace isn’t just one location; 
it’s various locations that can change multiple 
times throughout the day and be spread 
hundreds of kilometres away from the main 
depot or head office. when circumstances or 
job sites are uncertain, having easy-to-use, 
mobile safety technology can save lives.

The two-way radio, traditionally used to 
keep disparate workers in touch, has significant 
limitations, such as interrupted transmissions 
and black spots due to the geographical 
terrain. A device that combines the instant 
communication of a two-way radio with the 
accessibility, mobility and user enhancements 
of a mobile phone is a game changer for lone 
and remote workers. with Push-to-Talk (PTT) 
over Cellular technology, organisations can 
rest assured that mobile workers will remain 
connected because it can use multiple carrier 
networks to deliver fully redundant service 
connection and clear communication.

The benefits of a PTT device go further 
than connectivity to include functionalities 
such as making phone calls, accessing 
camera and audio elements, and providing 
an internet connection to access essential 
information, which can be sent to the device 
when en route to, or at, a job location.

PTT technology can overcome a range of 
environmental and physical factors, including:

Mobility: Carrying around a bulky two-way 
radio can be burdensome for personnel in 
the field. However, most personnel happily 
carry around a mobile phone, which makes 
it more likely that they will keep the device 
on them rather than leave it in the vehicle.

Connectivity: Geological terrain inter-
feres with connectivity for two-way ra-
dios, preventing clear communication. PTT 
technology operates using 3G lTE mobile 
networks, and even wi-Fi connections, to 
ensure that workers always have access 
to communications.

An uncertain environment: Each new 
jobsite, neighbourhood or callout site has 
different challenges — and, for the most part, 
these are unknown until the worker gets there. 
PTT technology comes equipped with lone 
worker capabilities that make entering un-
known environments less daunting, including:

•  man down assessment, which calls the 
device if it detects the worker hasn’t 
moved for a certain length of time and/
or is unresponsive

• a duress alarm and remote dispatch team 
that can turn on audio and video controls 
and record duress situations

• real-time communication with the dis-
patcher to relay important information 
before the worker arrives on-scene

• real-time GPS tracking so dispatchers 
know exactly where to go to provide help.

• Personnel working alone or remotely 
face an increased risk of harm or seri-
ous injury. This risk can be exacerbated 
when they are in remote locations with 
limited radio coverage or ability to call 
for help. Organisations have a duty of 
care to ensure worker safety, even when 
circumstances are unknown. with PTT 
technology, personnel are afforded access 
to communication that could save their life, 
regardless of where they may be located.

1. https://nationalindustryinsights.aisc.net.au/indus-

tries/health/ambulance-and-paramedic

2. https://www.ambulance.vic.gov.au/campaigns/

violence-against-paramedics-is-never-ok/

Vertel 
www.vertel.com.au

lONE wORKERS
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During an emergency, a first 
responder should have some 
assurance that their devices 
are reliable and secure.

P
ublic safety first responders 
are the first at the scene of 
an emergency incident. Their 
day-to-day work life may in-
clude life-saving and sometimes 

life-threatening activities. As commercial 
and enterprise technologies advance, first 
responders have the opportunity to take 
advantage of this technology to enhance 
their efficiency, safety and capabilities 
during an incident.

The United States nationwide public 
safety broadband network (NPSBN), which 
is steadily being deployed across the US, 
will allow first responders to use modern 
communication technology (eg, mobile de-
vices) as well as other Internet of Things 
(IoT) devices (eg, wearables) to accomplish 
their public safety mission. But, as with 

any new technology, there are security 
concerns, such as vulnerabilities of data and 
users. In the case of public safety there are 
concerns that exploitation of vulnerabilities 
may inhibit first responders from performing 
their duties, and put their safety at risk.

As a result of this concern the US National 
Institute of Standards and Technology (NIST) 
produced NISTIR 8196: Security Analysis 
of First Responder Mobile and wearable 
Devices. The document captures the various 
use cases of public safety mobile and wear-
able devices, the known attacks on public 
safety mobile and wearable devices, plus 
information received from interviews with 
actual public safety officials. Due to their 
unique roles, environments and situations, 
the information in NISTIR 8196 is important 
for grasping the first responder perspec-

tive and analysing the security objectives 
necessary for all first responder devices.

Mass production of mobile and wear-
able devices makes it easy to find and buy 
any device that may meet one’s wants and 
needs. But technology is primarily produced 
for the general consumer or enterprise 
and not specifically designed with public 
safety in mind.

This could lead to potential repercussions 
if the appropriate device is procured without 
consideration of the security and safety of 
first responders. when it comes to select-
ing mobile and wearable devices, there is 
little security guidance that focuses on the 
particular needs of public safety. During an 
emergency, a first responder should have 
some assurance that their devices are reli-
able and secure.
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The public safety mobile devices ana-
lysed by NIST use rich operating systems 
supporting downloadable applications, usu-
ally based on operating systems found on 
consumer electronics. Typically, the mobile 
devices used an Android operating system. 
The version of the operating system varied 
per device, some being 4–5 versions behind 
the latest release.

wearable devices made specifically for 
public safety are slowly being introduced 
to the marketplace. Outside of public 
safety-specific wearable devices, the 
public safety communications research 
(PSCR) engineers in this study also ac-
quired wearable devices that may assist 
first responders in different ways, such 
as with awareness, communication and 
data-sharing.

Examples of wearable devices included 
the following:

• Bluetooth headset
• body camera
• vital-sign monitors/body sensors.

Most of the wearable devices analysed 
use some variation of Bluetooth and/or wi-Fi 
as their wireless communication protocol. 
These protocols allow for communication 
between a wearable device and a mobile 
device or desktop. wearable devices typically 
do not have a complex operating system 
and perform minimal tasks that enable 
them to process and send information to 
be interpreted by an application on another 
system, such as a mobile device or desktop 
computer. Many of the wearable devices 
analysed through this research are depend-
ent on being able to send information to a 
mobile application to be interpreted, stored 
and possibly shared through cloud services.

with the information gathered from 
NISTIR 8196, PSCR engineers were able 
to take the steps necessary to analyse the 
security of current mobile and wearable 
devices and compare their analysis with 
the security objectives of first responders. 
This exercise resulted in NIST IR 8235 with 
security guidelines that describe the security 
capabilities that should be included in mobile 
and wearable devices for first responders.

guidance for mobile and 
wearable devices
PSCR engineers suggested the following 
high-level guidance for public safety of-
ficials interested in acquiring mobile and 
wearable devices:
1. Identify your public safety needs and 

devices.
2. Protect yourself by applying security and 

training users.
3. Detect issues by logging and monitoring 

your devices.
4. Respond with a prepared plan.
5. Recover by implementing the plan and 

constantly improving.
In addition, PSCR engineers detailed 

specific information and features that should 
be taken into consideration to accomplish 
the guidance.

Mobile devices have many built-in security 
capabilities. This is partially due to their 
size, storage capability and fully fledged 
operating systems. Somewhat mimicking 
traditional desktops, a mobile phone has 
various network capabilities (eg, Bluetooth, 
wi-Fi and cellular connectivity), along with 
the ability to update firmware and download 
software to expand the device’s abilities even 

further. Many mobile devices are capable 
or have the information necessary to meet 
the security objectives of first responders.

wearable devices are very different from 
mobile devices in that they are typically 
built primarily to accomplish a specific use 
(eg, communication through a headset or 
to record vital signs). Due to their often 
limited processing power, wearable devices 
do not have various options when it comes 
to functionality and security.

Device information and capabilities vary 
per wearable device and the inconsistency 
with wearable device information makes it 
difficult for interested parties to find what 
they need to make risk-decisions. while 
there is a variance in capabilities, this could 
be beneficial if the capabilities meet the 
needs of first responders using them (ie, 
functionally and security-wise).

The configuration of wearable device 
capabilities is not as flexible as with mobile 
devices. Often wearable devices only come 
with preset abilities and are not updatable. 
For some wearable devices that interfaced 
with a mobile application or other external 
software application, some areas of func-
tionality/firmware could be updated.

From this analysis of mobile and wear-
able devices, PSCR engineers found that 
mobile devices have advanced greatly over 
the years and are capable of meeting most 
of the public safety security objectives. 
But mobile technology still has room for 
improvement when it comes to capabilities, 
such as rogue base station detection.

wearable devices are still being intro-
duced to the public safety market and, 
due to their limited functionality, wearable 
devices struggle to meet some of the public 
safety security objectives. wearable device 
information was inconsistently provided in 
manuals and many devices lack the ability 
to be updated or reconfigured to apply dif-
ferent security settings.

Some wearable devices interact with an 
application programming interface, which 
allows a little more flexibility in gathering 
information or applying different settings.

while Bluetooth specifications are con-
stantly being improved and updated, com-
mercially available wearables still seem 
to use older versions of Bluetooth, with 
minimal security levels.

Overall, PSCR engineers found that few 
devices are built with features that are spe-
cific to public safety, such as a ruggedisation 
rating that meets the needs of firefighters.

National Institute of Standards and Technology 
https://www.nist.gov/
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Bayswater

Accredited testing and global product approvals since 1992

Platform for health and safety management
The Logic Connect cloud-based platform developed by Logic Wireless 

is enabling organisations from a range of industries to transform the 

way they manage health and safety. The platform allows organisa-

tions to integrate health and safety into daily activities seamlessly 

and to respond to emergencies rapidly and efficiently.

Having staff working alone in remote or hazardous situations is 

a risk for any organisation, so Logic Connect has a Lone Worker 

feature to help minimise the risk. When users activate Lone Worker 

mode on their radio or cellular device, they are prompted by a timer 

to report in at specified time intervals. If the user doesn’t report in, 

the device will send an emergency alert to nominated responders.

Logic Connect has an emergency notification feature available 

for use on land mobile radio or cellular devices via customised 

emergency button alarms (soft key or hard fixed key). When a staff 

member activates the emergency button via their radio or Android 

device, the feature can be configured to trigger either a visual alert 

on a web-based user interface or an SMS or email to nominated 

responders, with details of the location of the emergency. This feature 

allows an organisation to respond immediately to any emergency 

situation involving a staff member.

Logic Wireless Pty Ltd

www.logicwireless.com.au

licence-free two-way 
radio
Hytera’s AP515LF is a licence-

free analog business radio, 

which will suit smaller organi-

sations with relatively few staff 

operating in and around a 

single site. Like all two-way 

radios, it provides instant 

communications from one 

to many people. It features 

a 3 W speaker capable of 

delivering loud and clear 

audio even in noisy environments.

The radio is able to provide clear audio due to 

its noise-cancellation technology, which eliminates 

unwanted background noise, reduces distortion and 

suppresses howling caused by other nearby devices. 

This enables vital communications to get through 

to the right people at the right time, so radio users 

can hear and be heard wherever they are located.

The radio’s 25 h battery life means the product will 

easily last even extended work shifts, so operations 

are not compromised by the battery running out. 

It is also easy to charge with the 10 W USB Type 

C Charge plug, which allows users to charge the 

radio via a power bank anywhere. The radio can be 

fully charged in just 1.8 h, while just 60 min worth 

of charge will provide 8 h of talk time.

The product supports 32 channels and offers a 

range of features to aid productivity and efficiency 

including voice notification, which confirms when 

the user has programmed a button or changed the 

channel. The radio offers an extended range due 

to its high-efficiency antenna, which provides good 

signal penetration and radio operation in weak signal 

areas. It comes with standard accessories such 

as belt clips, straps, battery, power adapters and 

chargers, along with optional accessories including 

C-earsets and programming cables.

Robust, compact, lightweight and easy to oper-

ate, the plug-and-play device is designed to be 

used straight out of the box, making it suitable for 

people unfamiliar with two-way radios. Applications 

include retail, hospitality, schools, supermarkets, 

warehouses, hotels, gyms, etc.

Hytera Communications Co. Ltd

www.hytera.com.au

http://www.emctech.com.au
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sponsored content

T
he Etherstack SFFR-6 GoBox 

tactical repeater, which was tested 

using the Icom IC-F7020T P25 

portable radios, was evaluated in 

the five key areas of capability, 

usability, deployability, maintainability, and 

affordability, achieving the highest rating as 

assessed by highly experienced evaluators from 

firefighting, law enforcement and emergency 

management.

Marty Anderson, Icom Australia General Manager, 

said, “Icom are privileged to be recognised alongside 

Etherstack in this report. Icom’s long-standing 

reputation for producing high-quality radio transceivers 

complements the expertly designed ‘GoBox’ for efficient 

deployment and usability. The IC-F7020T portable 

transceiver assessed in this report is the smallest and 

lightest of its class, it’s an extremely capable radio, it’s 

discrete and easy to carry, and it’s affordable.”

David Deacon, Etherstack CEO, said of the 

report, “Etherstack have long made high-quality 

P25 RF products as well as our software portfolio 

of communications protocol stacks and wireless 

communications network cores, and it is very 

gratifying for the Etherstack SFFR-6 GoBox 

tactical repeater to be publicly recognised by such 

a prestigious organization as the US NUSTL. 

We understand the difference rapidly deployable 

portable radio repeaters can make to first responders, 

emergency services and corporate clients needing 

affordable ad hoc radio coverage.”

The report by NUSTL is now available for 

download1. Further details can be found on the 

Department of Homeland Security (DHS) Science 

and Technology Directorate (S&T) page2. The 

Etherstack SFFR-6 GoBox tactical repeater is 

available for immediate order. Contact Etherstack 

for more information.

Beyond P25: A Comprehensive Range 
of Professional Radio Solutions That 
Flexibly Meet Your Needs
No matter what your communication needs may 

be, Icom Australia has the system for you. Icom 

goes beyond traditional VHF and UHF two-way 

radios, providing peace of mind and keeping 

you connected anywhere and at any time. Icom 

continues developing innovative solutions in 

response to diversifying user needs and offers 

a wide range of two-way radio platforms from 

analogue, digital, wireless LAN, LTE to satellite 

as a true comprehensive wireless communications 

company with a team of Australian-based 

technicians, engineers, sales and support 

professionals.

IP Radio — LTE & Hybrid Icom’s IP radio (LTE) 

provides instantaneous, wide area communication 

using an LTE (4G) and 3G network*. It enables 

The US Department of Homeland Security and the US National Urban Security Technology Laboratory 
(NUSTL) recently conducted a series of P25 Trials and have produced The Portable Radio Repeaters for 
Indoor and Subterranean Environments Assessment Report. Achieving the top spot in this report was 
the Etherstack SFFR-6 GoBox tested with the Icom IC-F7020T P25 radios operating in the Ultra High 
Frequency (UHF) band.

Highest P25 Evaluation 
Rating — Icom Radio 
Put to the Test



This issue is sponsored by —COMMS CONNECT— http://melbourne.comms-connect.com.au   41

Icom Australia Pty Ltd 
www.icom.net.au

full-duplex communication, which allows 

telephone style conversations. The Hybrid IP radio 

can receive both communications from an LTE 

radio group and IDAS™ (or analogue) group.

Satellite PTT — Satellite PTT (Push-To-Talk) 

is Icom’s two-way radio system that uses the 

Iridium® satellite network. It can be used as a 

communication tool in remote, isolated areas 

where there are no mobile phones or landline 

network infrastructure. Even if terrestrial network 

infrastructure is rendered unusable by human or 

natural disasters, Satellite PTT can provide a stable 

back-up, independent from other networks.

Digital Radio — IDAS is Icom’s digital land 

mobile radio system using the NXDN™ or 

dPMR™ common air interface. IDAS offers a 

complete system of handheld radios, mobile radios, 

repeaters, network interface/trunking controllers, 

remote communicator, system manager software 

and various accessories. IDAS is a proven total 

digital solution that system owners or operators can 

grow into as their time and budgets allow.

P25 Radio — Icom P25 radios meet public 

safety customers’ demanding needs and afford 

them the opportunity to make the most of their 

budgets, with cost-effective digital two-way radio 

communications products. Communicating with 

Icom’s P25 radios using conventional analogue, 

digital, or mixed mode operation as well as optional 

Phase 1 and Phase 2 trunking allows customers the 

ability to upgrade their fleet at their own pace.

Analogue Radio — Radio technologies and 

know-how cultivated for nearly 60 years have been 

applied to professional analogue radio products. 

Rugged, waterproof, easy to use, clear and powerful 

audio in a compact design, Icom’s analogue 

products provide high performance and reliable 

communication. They are cost-effective solutions 

that you can rely on and help you improve 

productivity and efficiency.

RoIP Gateway — The VE-PG4 is a versatile 

Radio over IP Gateway device that provides 

a seamless solution interconnecting various 

communication systems irrespective of standards 

and distance such as satellite PTT radio, LTE 

radio, WLAN radio, IDAS digital radio, analogue 

radio, IP phones and more. The VE-PG4 works as 

a general IP backbone converting received audio 

to transmit from other radios.

IP Radio — WLAN Wireless LAN radio 

requires no licence to use and allows you to have 

simultaneous full-duplex communications over a 

WLAN network. It offers secure communications 

with encryption and different types of calls such 

as individual, all, area, priority, group, status calls 

and short data messaging. You can also connect an 

IP phone or conventional radio equipment when 

using it with the RoIP gateway.

For a personalised consultation with the Icom 

Australia Sales and Engineers, contact Icom 

Australia: https://www.icom-australia.com/

contact/contact.php.

*3G service availability depends on the network operator. 
Network coverage provided by a custom SIM card.

1. https://www.etherstack.com/wp-content/uploads/Po
rtableRadioRepeaterAssessmentReport_21June2022_
Final-508_0.pdf

2. https://content.govdelivery.com/accounts/
USDHSFACIR/bulletins/31f7e8a#link_2
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omnicore Enterprise Dispatch was installed at two SlSNSw 
dispatch locations: the State Operations Centre at the SlSNSw 
Headquarters at Belrose North of Sydney and SurfCom Sydney 
Northern Beaches warringah. In addition, nine portable omnicore 
Enterprise Dispatch Consoles were deployed on Panasonic 4G 
ToughPads, giving duty officers on-demand access for 24/7 
responses on the go. User login authentication is linked to each 
operator’s respective organisational Active Directory credentials. An 
Eventide Nexlog 740 Call Recorder is used for situational purposes 
to confirm messaging for the operator/supervisor, for internal after-
action reviews and lastly for external reasons, such as coronial and 
legal/evidentiary purposes.

This vital piece of mission-critical technology includes radio 
dispatch console licences for 12 simultaneous dispatch operators, 
each using one of 33 console terminals that manage communications 
on 22 radio channels across the state.

The two dispatch centres and 65 repeaters sites along over 2000 
km of Pacific Ocean coastline are connected using an existing DMR 
T2 Radio over IP Network. 20,000 active volunteer patrol members 
as well as paid lifeguards at 80 locations along the NSw coastline 
are tasked with protecting 8.5 million beach-goers annually, 
including at popular Byron Bay, Manly and Bondi beaches.

The system integrates with the organisation’s existing 
technologies and allows them to continue using their existing 
gateways. It is used both in the State Operations Centre and 
as a mobile dispatch console on fully rugged 4G Panasonic 
ToughPad tablets, giving the team of lifesavers a range of flexible 
communications options that help them safeguard the public 
24/7/365. Advanced reporting capability allows the operations 
centre management to access vital reports that help with workload 
planning and incident forecasting.

“One of the key improvements over our previous system is 
the centralised server functionality within omnicore Enterprise 
Dispatch. where in the past we would have to make updates to each 
console or tablet individually, this can now easily be done remotely 
using the web interface, pushing the update out to all consoles in 
real time,” said Andrew Ugarte, Communications System Manager, 
SlSNSw. In the very near future, Ugarte plans to embed Omnitronics 
omniGateP25 CSSI software gateways to enhance interoperability 
with other agencies. A full transition to the NSw Government’s P25 
Public Safety Network (PSN) is expected to be completed in 2025.
Omnitronics Pty Ltd 
www.omnitronicsworld.com

omnicore Enterprise Dispatch managing 
comms across Sydney’s beaches

Every weekend in summer, Surf life Saving NSw’s State Operations 
Centre (SOC) at the SlSNSw Headquarters at Belrose in Northern 
Sydney is a hive of activity, supporting beach patrols at 129 Surf 
life Saving Clubs that manage emergency situations and search and 
rescue operations across the NSw coastline. with a network of 76,000 
volunteers and 26 SOC team members across the state, SlSNSw is 
tasked with saving lives and delivering community education programs.

The SOC controls and coordinates the State Emergency Response 
System’s multi-agency responses with other NSw emergency service 
organisations, including NSw Police, Ambulance, Fire, AusSAR and 
SES, 365 days a year to provide the most appropriate search and 
rescue assets to the scene of coastal accidents or emergencies.

upgrading dispatch: the challenge
The array of radio dispatch consoles at the SOC was reaching 
capacity limits when it became increasingly hard to manage 
the volume of communications on the radio network. The SOC 
was looking to upgrade to a solution that features cloud-based 
centralised updates of the system, consoles and remote tablets. 
Furthermore, access to cloud-based recording, channel patching and 
the ability to access analogs, DMR and P25 within the one system 
were required functionalities.

Business needs: requirements
Surf life Saving NSw had in recent years migrated to a DMR T2 network 
and was looking for a dispatch system with the capability to significantly 
expand channel and operator count beyond its current limits — one that 
could be hosted in a data centre and centrally managed with a pool of 
user licences that can be allocated as needed, not per device.

Moreover, the capability to use the radio dispatch system 
remotely was a key selection criterion. SlSNSw required that 
the software be installed on COTS hardware, including rugged 
tablets that are used after hours when emergencies arise outside 
of the SOC’s business hours for remote operation at regional and 
local emergency operations centres or onsite with the forward 
commander. This would also help with coordinating rescue missions 
not only on the beach but also in an outside-the-flags environment 
with a multitude of assets, including helicopters, UAVs, drones, jet 
skis and offshore rescue boats used by emergency response teams.

futureproof: the solution
Omnitronics partner Control Centre Solutions was entrusted to 
devise the best solution for Surf lifesaving NSw’s requirements 
and recommended an upgrade to omnicore Enterprise Dispatch.
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USE CASES AND 
BENEFITS OF 
lOCATION SERVICES
Fabio Belloni*

location services can used in any 
indoor environment, from factory 
to warehouse, hospital to care 
home, mall to store or museum 
to sports arena.

I
n the business-to-business context, 
one will easily relate a smart building 
into an office environment, but for us, 
being the technology provider for indoor 
location services, a smart building 

can be any indoor environment. It can be 
a factory, warehouse, hospital, elder care 
home, retail store, shopping mall, museum, 
parking lot or even a sports arena.

location data can make buildings smarter 
and some of the most common use cases 
include locating operational assets or per-
sonnel, providing access control to buildings 
or vehicles, understanding workflows and 
space utilisation, and even monitoring facility 
conditions, such as air quality or temperature. 
This data provides valuable insights and can 
contribute to advancements in many areas 

such as optimising facility operations and 
enhancing safety in the workplace.

location tracking services
what are location services in practice? If 
we take a car as an example, the location 
system is like a car’s engine. It provides 
reliable location coordinates down to less 
than sub-metre accuracy and sub-second 
latency. Owners then take this location 
data and model the environment to create 
a digital twin or representation of the space 
and apply various business rules based on 
location. For the car example, this would be 
the same as building different car designs.

location tracking in offices
location services support a wide range of 
use cases for office environments and the 
value can vary depending on the stakeholder: 
personnel, facility manager, landlord, security 
manager or visitor.

The most used and beneficial use cases for 
facility personnel are related to collaboration; 
find a colleague, a free meeting room or a 
peaceful space to work. During the pandemic, 
an important safety-related use case that 

was recognised was the ability to ensure 
social distancing or trace back contact with 
a person who tested positive for infection.

Facility managers benefit from access 
control applications and understanding and 
optimising the office space in terms of tem-
perature, air quality and space utilisation.

location tracking in 
warehousing, logistics, 
manufacturing
The most mature industry verticals using 
location services are warehousing, logis-
tics and manufacturing facilities where 
large volumes of assets, equipment, work 
orders and assembly lines are tracked on 
a daily basis.

Knowing where the pallets, materials, 
tools and equipment, and shipments are can 
save a lot of time and resources, increasing 
operational efficiency by reducing the need 
for overtime work. Analysing the movements 
of personnel, trucks and forklifts can also 
prevent injuries by providing alerts when 
two objects get too close to each other or 
risk entering a dangerous zone.

©
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location tracking in health care
In healthcare facilities like hospitals and 
elder-care homes, location data brings 
value to various stakeholders. By knowing 
the exact location of patients, required 
medical equipment and inventory levels, 
doctors and nurses can provide better and 
faster care while optimising their workflow. 
location data can increase patient safety 
by improving patient flows, monitor the use 
and compliance of hand-hygiene systems 
and even prevent child abduction.

Tracking systems can also enable sub-
stantial revenue gains and savings. One 
example is operating rooms, which can 
cost up to $100/minute. Reducing operating 
room turnover time allows more procedures 
to take place, maximises space usage and 
reduces staff overtime.

location tracking in retail
In retail environments, such as grocery stores 
or shopping malls, location services solutions 
can generate anonymous heat maps on buyer 
behaviour by tracking shopping baskets or 

IN 10 yEARS’ TIME, All BuIlDINgS WIll BE lOCATION AWARE 

AND ThE uSE CASES DESCRIBED IN ThIS ARTIClE WIll BE 

MAINSTREAM.

carts. By better understanding customers’ 
journeys and behaviour inside the store, shop 
owners can reduce waiting times at checkouts, 
reduce theft, enhance store merchandising and 
ensure better product placement to increase 
turnover per square metre.

In shopping malls, location services so-
lutions can also enhance the efficiency of 
maintenance and cleaning services.

A few examples of location services in 
other environments include museums where 
visitors can take advantage of interactive 
guided tours based on their movements within 
an exhibit. Also, many children’s playgrounds 
and amusement parks use location data to 
enhance security and allow parents to keep 
an eye on their child’s whereabouts.

location services are already digitising dif-
ferent types of spaces. Today, when entering a 
building, we take electricity and wi-Fi access 
for granted. In 10 years’ time, all buildings will 
be location aware and the use cases described 
in this article will be mainstream.
Quuppa  
www.quuppa.com

*Fabio Belloni is the 
Chief Growth Of-
ficer (CGO) and Co-
Founder of Quuppa 
and a leading author 
of advanced location 
technologies as well 
as the benefits of 

accurate positioning capabilities across a 
wide range of use cases and industries, 
including manufacturing, supply chain and 
logistics, health care, retail, security and 
others. Prior to joining Quuppa, Fabio 
was a principal researcher for Nokia 
Research Center working on positioning 
technologies, hybrid systems architecture, 
and indoor mapping and navigation. Fabio 
received his master’s degree in Telecom-
munication Engineering from Politecnico 
di Milano in Italy and his PhD with 
honours from the Department of Electri-
cal and Communications Engineering at 
Helsinki University of Technology (now 
Aalto University).

lOCATION TRACKING

dC power systems
Helios Power Solutions has released the Hybrid Power Series and Hybrid Ultra from ICT.

The Hybrid provides an innovative DC power solution for wireless communications networks where different DC output 

voltages are required. The system provides either a high-efficiency 48 or 24 V DC hot plug power module and has an in-

tegrated 700 W DC converter module supplying 12 or 24 V of auxiliary DC output for equipment that may be running on a 

totally different DC voltage. The auxiliary DC voltage is also backed up by the batteries the system would be connected to.

All models feature intelligent, Ethernet-enabled remote monitoring and control with advanced battery management, mak-

ing them suitable for broadband and network communications equipment. The Hybrid Ultra includes four or eight fully 

managed DC load output breakers.

Other features include: 1400 or 3500 W of 48 or 24 V DC power; built-in web server or SNMP protocol; battery backup 

with disconnect breakers and LVD (adjustable setpoints); and battery management including discharge test, state of charge 

and estimated runtime.

Helios Power Solutions

www.heliosps.com.au
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dual mode broadband vehicle 
device
Sepura has launched a dual mode version of its 

SCU3 broadband vehicle device, increasing the 

options available to critical communications users. 

The upgraded model has a built-in TETRA module, 

enabling users to combine mission-critical voice with 

data connectivity via LTE networks.

The Class 3 TETRA module in the device supports 

direct mode in the 380–473 MHz band, suitable 

for critical communications users in public safety, 

transport, mining and utilities.

Because of its hybrid capability, the dual mode 

offers a migration path for users looking to utilise 

high-speed access to critical operational data to 

enhance operations. For customers who are not sure 

on a migration strategy to LTE, the use of a dual 

mode device offers the opportunity to continue using 

a proven solution in DMO TETRA, while developing 

a strategy around broadband data services that 

require high speed bearers such as LTE.

The dual mode option allows organisations to 

run hybrid fleets, with vehicles and control rooms 

using the dual mode device and frontline staff us-

ing TETRA hand-portable devices for critical voice 

communications. Originally launched in 2021, it is 

an Android device offering 4G cellular services and 

access to the Android operating system, making it 

a multi-function converged device.

It offers support for 2G, 3G and 4G voice and 

supplemental services, such as SMS and voicemail, 

and can also support high-definition video. It has 

GCF certification, ensuring its compatibility for use 

on mobile networks around the world.

Sepura

www.sepura.com

In-vehicle lTE/4G two-way radio
The Talkpod N86 is a mid-tier public network in-vehicle two-way radio 

empowering Australia-wide coverage via LTE/4G and private networks. 

The N86’s simple design is welcomed by fleet managers who want a 

stable mobile two-way radio style PoC device that’s easily operated for 

its intended purpose.

Suited to many Android PoC applications, the N86 has crystal clear loud 

audio and a comfortable, ‘in-hand’ fist mic. Like all Talkpod PoC devices, 

the N86’s ability to roam cellular sites and vote for the best usable signal 

with the best bandwidth to deliver an optimal level of service is fast.

Features include a 1.8″ LED screen; LTE/WCDMA/GSM with enhanced 

GPS and POC antenna; 4 custom buttons; 2 W loudspeaker; GPS/

GLONASS/Beidou; MIL-STD-810 C/D/E/F/G; call encryption; 12 W/24 W 

stable power; API opened; Google Voice plus Android.

Talkpod Australia

www.talkpodaustralia.com.au

Critical messaging software
Fusion Enterprise is the next evolution of the Fusion Series product range. 

It is a software platform that runs on 64-bit servers, virtual machines or 

hosted in the cloud.

Fusion Enterprise monitors all onsite systems and automatically distributes 

alerts to the appropriate personnel as critical events occur. It can be used 

to monitor anything including fire and security alarms, PLC, air-conditioning 

systems, toxic gas sensors, building management, access control, nurse 

call, casino gaming systems, IT systems or any other onsite device.

The system can handle the most demanding workloads including casinos, 

large hospitals, airports, factories or entire buildings and data centres. Staff 

can also send messages manually via the secure web interface, with real-time 

two-way messaging to almost any device including smartphones, 4G text 

messaging, email, Wi-Fi/DECT/TETRA handsets, pagers, LED signs and more.

Fusion Series

www.fusionseries.com



Increase worker safety and productivity by enabling 
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Scott McMillan

Congratulations to our winners:
• Project Excellence — Paul Brooks, logic wireless
• Silver Shield — Keri Cope, Outback Communications
• Outstanding Professional — Brent Painter, logic wireless
• Excellence in Customer Service — Cyley Murphy, Tait 

Communications
• Rising Star — Scott McMillan, Hi Tec Aerials
• lifetime Service Award — Neville Digby (formerly 

Orion Group)
For more information on our winners, please view our 

webpage: https://rfuanz.org.nz/previous-rfuanz-awards/
rfuanz-2022-awards/.

This year we had 28 nominations for awards, so it was a 
difficult job for the judges, but it is pleasing to see so many 
nominations being entered. while not everyone can win on 
the night, to be recognised by way of a nomination shows 
that there are people in the industry who want to thank you.

Radio Matters
The 26th annual general meeting of RFUANZ was held dur-
ing the Comms Connect exhibition on 22 June 2022 at Te 
Pae in Christchurch.

At this meeting I am pleased to advise that a memo-
randum of understanding (MoU) was tabled, agreed to and 
signed by the RFUANZ Chair (myself) and Mike Smith, Chair 
of wISPA NZ.

we look forward to sharing information and working 
together for the good of all spectrum users in the industry.

we continue to work with ARCIA, with whom we signed 
an MoU a couple of years ago aligning much of the industry 
requirements here in NZ with those in Australia.

Training is very much at the forefront of RFUANZ, and we 
are looking to introduce a level 4 program by early 2023.

Before I introduce the new team, I would like to acknowl-
edge outgoing members Steve Davis and Steffen Kennerly. 
Thank you for your contributions throughout the past year.

we welcome two new committee members to the team: 
Graham Markson and Soren lowe. Other remaining committee 
members include David Johnston (VC), Mike Head (Treasurer), 
Debby Morgan (Secretary), Corey weir, Carl Garner, Justin 
wonderlick and Dale Roberts.

Our gala dinner and awards night was a successful even-
ing, with our very own Jason Gunn acting as emcee for 
the evening. Jason’s lighthearted humour appealed to many 
attendees, including those from overseas.

John laughton
Chairman
Radio Frequency Users 
Association New Zealand

Keri Cope

Neville Digby

Brent PainterPaul Brooks

Cyley Murphy
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F
irst responders that operate a set 

of vehicles such as police cars, 

ambulances, and fire trucks use IoT 

technology to constantly improve 

fleet management, rider safety, and 

operations. These technologies and applications 

include sensors for vehicle data, traffic signal 

priority, video cameras, digital signage, and 

more. Reliable and secure mobile connectivity is 

an essential aspect of enabling the influx of IoT 

aboard fleet vehicles.

Networking challenges

Inconsistent connectivity

Frequent connection drop-offs make real-time 

data sharing impossible, which can be disastrous 

for many applications. These include the 

transmission of digital sensor feeds with remote 

ER staff, GPS data for auto vehicle location (AVL) 

systems, and traffic signal priority (TSP) systems. 

Dual-modem LTE or 5G solutions enable active 

connections to multiple cellular carriers and/

or public safety networks, greatly improving 

reliability.

Managing many IoT devices

Most IoT devices and applications require 

connectivity in order to improve in-vehicle 

operations — from connected fire hoses to police 

car surveillance cameras and mobile data terminals 

(MDTs) or automated external defibrillators 

(AEDs) in ambulances, with many vehicles 

spread across an entire state. As the number of 

connected on-board technologies continues to 

rise, IT and fleet management teams often don’t 

have time for one-off troubleshooting or on-

person management of configuration changes, 

security updates, and other adjustments. They 

need centralised, cloud-based access to online 

dashboards and the ability to make network 

adjustments from anywhere.

At-risk IoT information

The transfer of in-vehicle information from any 

sensor, camera, or device can be a security risk in 

the absence of a secure mobile network solution. 

In particular, valuable information such as patient 

health data or criminal records in a police scenario 

must be protected from security breaches.

Need to enable edge computing

Sending volumes of IoT data into the cloud for 

processing, analysis and storage is impractical and 

does not provide sufficient real-time responses 

and low latency needed for the growing number 

of IoT devices in first responder vehicles. Edge 

computing performs by processing data close to 

where it originates and allows IT teams to add 

custom functionality to their routers.

Extreme conditions

Equipment used by first responders needs to be 

durable and ruggedly functional, as does their 

on-board network connections. First responders 

depend on flexible mobile solutions that just 

work, irrespective of high and low temperatures, 

varying moisture levels, and physical shock. The 

demands for high availability in these applications 

are not only mission-critical but can also be life-

saving.

sponsored content

Benefits of LTE and 5G for IoT devices 
in vehicles

Reliable connectivity through cloud-

controlled routers

Cradlepoint’s NetCloud Service for Mobile and 

wireless in-vehicle routers — delivered with built-

in Cellular Intelligence and ruggedised metal 

form factor — enable reliable connectivity and 

centralised management for IoT devices, which 

saves the IT team time and money.

Comprehensive in-vehicle security for IoT

Whether information is sent to the cloud or a 

data centre, Cradlepoint’s wireless in-vehicle 

routers provide secure connectivity, with a built-

in firewall and support for easy creation of VPN 

tunnels. It makes the transfer of sensitive personal 

information safer and more secure.

Real-time response at the edge

Cradlepoint’s in-vehicle routers provide edge 

computing functionality that can run dynamic 

applications that save time, conserve bandwidth, 

and reduce latency. Edge computing is well suited 

for IoT situations which require the immediate 

feedback provided by fast local decisions.

Learn more at cradlepoint.com/mobile.

Cellular Connectivity for First 
Response In-Vehicle IoT Devices 
and Applications

Using LTE and 5G solutions for 
reliable and secure transport of key 
data from vehicles to the cloud

tim evans, regional sales Manager, 
cradlepoint Asia pacific

Cradlepoint Australia Pty Ltd 
www.cradlepoint.com/au
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RESEARCH 
REPORT ON 
THE FUTURE 
OF MARINE 
COMMUNICATION

M
arine communication en-
compasses ship-to-ship and 
ship-to-shore communica-
tion, which is of significant 
interest for a ship’s navi-

gation. This includes ship operation and 
cargo-handling.

An urgent requirement for sophisticated, 
secure and reliable marine communication 
products — including marine radio devices, 
marine multifunction displays (MFDs), au-
tomatic identification systems (AIS), vessel 
monitoring systems (VMS) and internet 
devices to effect high-end connectivity 
between land and sea — will propel the 
marine communications market size.

The global marine communications mar-
ket is bound to experience a diverse growth 
over the forecast period of 2022 to 2032, 
owing to factors such as an inordinately 
high demand for broadband connectivity, 
mobile satellite services and small aperture 
terminal connectivity across the globe. The 
marine communication market is expected to 
develop at a compound annual growth rate 
(CAGR) of 7.8% between 2022 and 2032.

Regionally, markets in the USA are 
expected to hover around a CAGR of 8.4% 
through 2022. Future Market Insights (FMI) 
has anticipated the USA to be one of the 
more established markets in the Americas 
through the forecast period.

Rich diversity of applications
Marine communications include a diverse 
range of applications such as: fishing boats/
vessels, working vessels, merchant ships, 

recreation vessels and others. An uncom-
promising need for improving marine data 
communication to develop data operation 
efficiency, employee passenger interaction 
in the maritime industry and onboard secu-
rity and surveillance is anticipated to bring 
growth to the marine communication market.

Enhanced satellite communications help 
to maintain modern ground communication 
standards to improve operational timeliness. 
Various vendors are developing sophisticated 
satellite systems to bring communication 
downtimes to a minimum and also address 
more geographical boundaries.

For example, Inmarsat, a global satellite 
communication vendor, offers a geostationary 
system that is equipped with four operational 
satellites. One is orbiting over, and covering, 
the Indian and Pacific Oceans; while two more 
are over the Atlantic Ocean, each providing 
intensive land and satellite communications 
with impressive market growth.

The defence sector in many countries 
is making significant progress in observing 
communications for self-governing and un-
interrupted broadcast systems, while taking 
essential precautions to maintain two-way 
communication between participating ves-
sels and offshore relay centres. 

COVID-19 has had a devastating effect on 
the global trading economy, with closures 
of maritime borders and workforce to pre-
vent escalation of the pandemic. However, 
various governments across the globe are 
taking steps to install marine communication 
facilities for fast and authentic data trans-
fer between land and ships. For instance, 

China launched its third maritime satellite 
into space that put into force high-precision 
environment monitoring.

Furthermore, an appetite for high-value 
entertainment content among crews and 
passengers has caused the marine com-
munication delivery market to grow.

growing demand for vhf
The VHF-enabled data exchange system is 
a universally recognised satellite navigation 
system for e-navigation. It enables safe 
navigation of the ship in its seafaring capac-
ity, supported by efficient ship and shore 
operations. The cost-effective installation 
and richly diverse communications help 
in creating a demand in various countries 
across the globe.

Other indicators of the future orientation 
of the marine communications market include:

• marine satellite phones and internet 
devices segment to register growth of 
10.9% during forecast period;

• merchant ships segment to register pro-
found growth of 40.4% trailed by fishing 
boats/vessels segment;

• recreational boating to surge in popularity 
thus expanding progression of marine 
communication industry.
For further information, the full report can 

be accessed at www.futuremarketinsights.
com/reports/marine-communication-market.
*Aditi Basu is Marketing Head at Future Market 
Insights, a market research and consulting 
company headquartered in Dubai.

Future Market Insights 
https://www.futuremarketinsights.com/
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GROwTH PROSPECTS OVER 
THE NEXT 10 yEARS

Aditi Basu*Maritime communications is as diverse as the vessels that ply the seas.

MARINE COMMS 
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Modem router with VoIP
D-Link’s DSL-X1852E is an AX1800 Wi-Fi 6 VDSL2/ADSL2+ modem router with VoIP, 

providing universal DSL and NBN/UFB connectivity in Australia and New Zealand. 

The product is an all-in-one modem router with VLAN tagging and features AX1800 

speeds with up to 1200 Mbps on its 5 GHz band, and 574 Mbps on its 2.4 GHz 

band. It uses WPA3 128-bit encryption, which replaces previous industry-standard 

encryptions on Wi-Fi devices, and enables users to seamlessly test their internet 

speed and connection with its built-in speed test powered by Ookla.

Providing fast speeds for wired devices, the router sports a dedicated Gigabit 

Ethernet WAN port and four Gigabit LAN ports, as well as a USB port where the 

user can connect an optional 3G/4G LTE USB modem for mobile broadband ac-

cess or failover from their fixed broadband service if required. The product provides 

two FXS ports, allowing users to connect up to two telephone handsets and utilise 

VoIP to make calls using their internet connection (where supported by the ISP). 

It also fully supports all nbn (Australia) and UFB (NZ) connections.

The device uses Wi-Fi 6’s OFDMA technology, where small data packets destined 

for multiple devices are transmitted together and never have to queue up again. 

This makes it suitable for smart homes filled with bandwidth-hungry IoT devices 

each battling for airtime. It also has two-way MU-MIMO technology, which helps 

distribute the flow of data to multiple devices simultaneously. The router lever-

ages these multi-user versions of OFDMA and MU-MIMO for efficient upstream 

and downstream transmissions, which should increase capacity, coverage and 

performance in ultrahigh-density environments.

D-Link Australia Pty Ltd

www.dlink.com.au

Thermal insulation tapes
Digi-Key Electronics now offers RockeTape, powered by 

Blueshift. RockeTape is a structured air thermal insulation 

tape designed for hot and cold spots. The RockeTape 

range of products leverages Blueshift’s patented AeroZero 

structured air polymeric aerogel technology to deliver a 

combination of low thermal conductivity and diffusivity. 

This line of thin and lightweight thermal insulation tape is 

designed to provide performance in a range of demand-

ing applications.

Its structured air aerogel composition provides thermal 

insulation and protection. With its thin flexible film and standardised narrow-width roll format, the insulation tape is easy to apply 

onto sensitive devices and surfaces to provide protection from temperature fluctuations and overheating.

Initial products in the launch include the AZS AeroZero polyimide aerogel + Silicone Adhesive, the GRS AeroZero polyimide 

aerogel + Graphite + Silicone Adhesive and the PIS AeroZero polyimide aerogel + Polyimide + Silicone Adhesive.

The range of thermal insulation tapes is suitable for market sectors that need an insulative as well as a high-temperature tape.

Digi-Key Electronics

www.digikey.com



TP9800 MULTIBAND PORTABLES
Rugged, Lightweight, Multi-Agency Cooperation
Increase worker safety and productivity with the TP9800 Multiband Portable,  
a compact, lightweight and versatile radio designed for maximum reliability  
and interoperability. 

SEAMLESS MULTIBAND PERFORMANCE
The TP9800 Multiband Portable is configurable to operate  
on any combination of VHF, UHF and 700/800MHz bands.

RUGGED, LIGHTWEIGHT DESIGN
Experience the lightest multiband portable radio on the  
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C
ommunication is critical in 

enabling better decisions and 

ultimately saving lives. Millions 

of calls are made every year 

in Australia, with each one 

of those calls triggering a complex systematic 

response underpinned by mission-critical 

radio communications. Fundamentally, these 

communication systems have been built not to fail.

The impact of COVID-19 heightened awareness 

of the need for technology to enhance patient care 

whilst accelerating innovation and technology 

adoption for emergency services across Australia. 

The need for robust and reliable communication 

technology is becoming increasingly important to 

meet the needs for the 21st century. Ambulance 

services need to continue working with the best 

technology to keep Australians safe. We believe 

the transition to mobile broadband-based 

applications and technologies will improve 

operational efficiency and effectiveness for 

decades to come.

sponsored content

The need for high-
speed mobile 
broadband networks 
for ambulance services
Ambulance services are constantly under pressure to improve clinical 
quality, create efficiency and ensure patients’ safety. Ambulance 
crews across Australia are working everyday tirelessly to provide 
comprehensive care for citizens.
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If you take the example of the UK’s first remote 

diagnostic procedure, which took place in 2019 

and was made possible by 5G technology, this 

demonstrated how high-speed mobile broadband 

networks can enable clinicians and paramedics to 

collaborate effectively, even when they are miles 

apart. The diagnosis was made possible by 5G’s 

ultra-fast speeds and ultra-low latency. This made 

it possible for there to be a delay of milliseconds 

between what was happening in the ambulance and 

what the clinician could see in the hospital miles 

away, as the data transmitted in real time. Wearing 

a specially equipped VR headset, the clinician was 

able to visualise exactly what the paramedic could 

see in the ambulance. Using a joystick, they are 

then able to remotely direct the paramedic in real 

time to perform any necessary scans, as well as get 

close-up footage of wounds and injuries of the 

patient.

Peter Scarlata, CEO Australasia at Simoco 

Wireless Solutions, said: “Whilst land mobile 

radio has long supported mission-critical voice 

and data and will continue to do so for years to 

come, it cannot support heavy data traffic and 

web-based applications that the ambulance service 

need in today’s era. Initiatives such as the Public 

Safety Mobile Broadband (PSMB) in Australia 

are accelerating the switch to mobile broadband 

networks. At Simoco Wireless Solutions, we have 

extensive experience working with ambulance 

customers across Australasia in delivering state-of-

the-art mission-critical networks.”

Utilising the products engineered by Thorcom, 

a Simoco Wireless Solutions company, we can 

provide ambulance customers a combination of 

products including vehicle routing and mission 

critical push to talk (MCPTT) solutions. A key 

challenge faced by ambulance agencies is the 

requirement to establish strong connections 

between ambulance vehicles and data centres 

as well as other public safety agencies. Simoco’s 

VR-950 in-vehicle router delivers all the desired 

computing and communications functionality 

all in one device. The product is tried and 

tested in operational use in large volumes by the 

ambulance sector, where resilience, high reliability, 

performance and low latency are paramount. This 

provides the ambulance sector a proven and highly 

integrated solution for aggregating existing services.

Simoco Wireless Solutions Pty Ltd 
www.simocowirelesssolutions.com

VR-950 features
•	 Integrating CAD — we offer an open protocol 

for connecting into CAD systems and other 

third-party application servers.

•	 Data aggregation — ambulance services can 

enjoy maximum bandwidth and low latency 

with the dual active LTE modules that work in 

parallel to provide a single bonded connection 

for data connectivity.

•	 Multi bearer technology — the device is 

capable of multiple bearers including LMR, 

LTE and satellite communications.

•	 Tailored customisation — Simoco has decades 

of experience for tailoring solutions specific to 

the ambulance sector.
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BUIlD, BUy  
OR PARTNER?
INSIGHTS INTO 
PUBlIC SAFETy 
TECHNOlOGy 
VENDORS’ 
STRATEGIES
Drew Delaney*

The Public Safety Network takes a look at who has been investing, 
partnering and integrating products and capabilities in the public 
safety market.

T
he race is on among public safety 
technology vendors as police, fire 
and emergency medical response 
agencies upgrade their IT systems, 
adopt mobile technologies and 

move more operations to the cloud. This shift 
is not only building momentum for software 
and cloud providers but making waves for 
legacy technology vendors and new entrants 
across software, hardware and IoT.

why? End users need simple solutions in 
emergencies. How? The winners will need to 
provide simple, end-to-end solutions that are 
easy to implement so first responder opera-
tions can become more efficient. let’s take 
a look at who has been investing, partnering 
and integrating products and capabilities in 
the public safety market recently.

In December 2021, Honeywell announced 
an acquisition of US Digital Designs, Inc. 
The alerting and dispatch communications 
solution will be integrated into Honeywell’s 
Fire and Connected life Safety systems busi-
ness to enable faster emergency response 
times and increase situational awareness of 
building emergencies. when combined with 
Honeywell’s solutions, US Digital Designs’ 
offerings will securely transmit detailed 
data about the emergency, such as the type 
of hazard, severity and location within the 
impacted building, all before first responders 
even arrive onsite.

Taking it a step further, in January 2022 
Honeywell announced a strategic investment 
and technology integration with RapidSOS. 
Honeywell noted, “RapidSOS helps to deliver 

better information to emergency centres, 
while our recent acquisition of US Digital 
Designs improves communication from the 
emergency centre to the fire station.”

Honeywell is building an end-to-end 
communications platform for buildings, alarm 
monitoring stations, emergency centres 
and fire stations to speed response times 
and provide real-time accurate information.

In January 2022, MSA Safety led a Series 
B investment round in Fotokite, builders of 
an autonomous, tethered drone that provides 
video overwatch and situational awareness 
in emergencies. This furthers the two com-
panies’ partnership after establishing a joint 
development agreement back in July 2020.

MSA has been building a ‘connected 
firefighter’ platform for a while now, with 
its FireGrid cloud-based software provid-
ing local and remote monitoring of various 
connected devices. with a drone overwatch 
view of the fireground and thermal imag-
ing pushed directly into MSA’s FireGrid 
software, it appears that MSA is trying to 
develop an end-to-end solution to provide 
fireground situational awareness.

In September 2021, Vector Solutions 
acquired Envisage Technologies to bring 
Envisage’s training, compliance and perfor-
mance management software solutions into 
an existing enterprise software portfolio of 
risk management, workforce management 
and inventory and asset management. From 
the media coverage, “The deal reflects Vec-
tor’s strategy of more integration of public 
safety technologies… strategically adding 

new products and capabilities into their 
portfolio to expand their value to clients.”

In September 2021, Mark43 announced a 
partnership and integration with what3words 
to provide 10-foot location accuracy of 
emergencies to first responders using their 
CAD and RMS software. Any agency that 
decides to deploy what3words will need 
little or no technical effort to use it with 
Mark43 products.

As Mark43 said, “we want to make the 
Mark43 software platform as complete of 
a solution as possible for our customers.”

Public safety technology vendors will 
continue to drive towards end-to-end solu-
tions. large, legacy providers like Honeywell 
and MSA Safety will continue to integrate, 
invest in and acquire new products and ca-
pabilities to expand their value to emergency 
responders. Growth software companies 
like RapidSOS and Mark43 will build out 
their ecosystem of partners and technology 
integrations as larger, legacy companies 
circle for acquisition targets.

Startups with early traction and products 
that solve real operational needs for public 
safety will be targets for partnership and 
investment from legacy and growth compa-
nies, priming them for later acquisition and 
integration into larger end-to-end solutions.
*Drew Delaney serves as the Director of Busi-
ness Development and Advisory Services for 
the Public Safety Network. Drew has nearly 
20 years of experience in wireless technology, 
public-private partnerships and public safety. His 
roles have spanned government affairs, business 
development, marketing, product development 
and strategy with Fortune 500 companies, 
startups, and federal and state governments.
The Public Safety Network 
https://www.publicsafety.network/
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Reliable backup power
For hybrid, o� -grid and grid-connected 
telecommunications networks.

POLARIUM SMART LITHIUM-ION BATTERIES

Key Features

• Smart batteries specifi cally designed 
for the telecom environment

• Available in both NMC and LFP 
chemistries.

• Up to 300AH in 4RU footprint

• Variety of form factors to fi t most 
standard enclosures

• Intelligent features to allow easy 
replacement of VRLA batteries without 
complicated settings or adaptions

• Ease of use – plug ‘n’ play

• Each battery has a battery manager 
which can interface with remote 
site management system or rectifi er 
platforms (Enatel, Eltek, CET, etc.)

• Polarium Charge Control makes 
batteries independent of current control 
from power system

Sustainable Safe Simple Secure Smart Strong
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long. It’s small, light, 
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All our products are 
designed with your safety 
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verifi ed and certifi ed 
for safe operation

Advanced technology 
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and much more
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extra protection against 
dust and moisture for 
prolonged life
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wireless duplex handheld 
radio
The Benelec BWI900 is a wireless ISM 

900MHz full-duplex handheld radio that 

allows up to 10 users to talk simulta-

neously with an unlimited number of 

listeners/PTT users. The radios can be 

used in simplex-PTT or duplex modes 

as selected by the user.

The IP65-rated radio provides a trans-

mission range of up to 1000 metres and 

is compatible with Bluetooth (via an op-

tional dongle) for further hands-free use.

The units come with their own carry case including three in-

terchangeable batteries and wall socket or USB charge cables. 

Each battery provides up to 12 hours of radio use. An optional 

5-bay drop-in charger provides fast charge of five batteries and 

five radios simultaneously.

A wide range of headset options is available to meet various 

operational needs.

128-bit encryption is provided with each radio with each talk 

group able to have separate encryption keys.

The BWI900 gateway provides the means to integrate the duplex 

network to any two-way radio platform via a mobile or base radio, 

extending the capability of a radio system to duplex wireless users 

in the field. The gateway system facilitates duplex users to PTT 

back across the radio system wirelessly. The gateway can also be 

integrated to a radio console system so users are operationally 

all informed.

The palm-sized unit weighs 180 g and is suitable for occupa-

tions where hands-free radio use is necessary yet be all informed 

such as: down the wire, tool use, crane operations, security work 

and rural firefighting.

Benelec Pty Ltd

www.benelec.com.au

Miniaturised rubidium oscillator
Orolia has released an upgraded edition of its low SWaP-C miniaturised rubidium oscil-

lator product line, the mRO-50 Ruggedised, to meet the latest military and aerospace 

requirements where time stability and power consumption are critical.

The mRO-50 Ruggedised provides a one-day holdover below 1 µs and a retrace 

below 1E-10 in a form factor (50.8 x 50.8 x 20mm) that takes up only 51 cm3 of volume 

and consumes 0.36 W of power.

The oscillator is claimed to provide accurate frequency and precise time synchronisa-

tion to mobile applications, such as military radio-pack systems in GNSS-degraded or 

denied environments. Its wide-range operating temperature of -40 to 80°C is suitable for 

underwater, military communications, radars, low earth orbit, electronic warfare, airborne 

and unmanned vehicles.

Orolia

www.orolia.com

Indoor positioning system
Smartphone navigation apps have given people a greater sense 

of personal freedom, allowing them to efficiently venture from 

one unfamiliar place to another — but that sense of knowing 

can fade once someone has arrived at an airport, corporate 

campus or medical centre complex. While a global positioning 

system (GPS) can’t find a doctor’s suite or help medics locate 

an apartment inside a building, an indoor positioning system 

can. To meet this demand and bring more understanding of 

indoor use patterns to improve operational efficiency, Esri has 

launched ArcGIS IPS, enabling organisations to add indoor 

location services across their facilities and campuses.

The system allows maintenance workers to review service 

requests to immediately identify and navigate to a location 

inside the building where repairs are needed. To report a new 

issue, they can log in and mark their position, making it easy 

for other team members to find that location for follow-up 

work. This type of automation reduces errors that can occur 

with manual reporting.

The system enables real-time indoor location services through 

Esri’s ArcGIS Indoors mobile application and in custom apps 

built with ArcGIS Runtime SDKs. To implement the system, 

Bluetooth beacons, also known as iBeacons, are installed 

inside buildings. These small, one-way radio transmitters send 

out information that gets picked up by mobile devices. Esri’s 

ArcGIS IPS Setup mobile app collects radio signals to locate 

user mobile devices. The user’s location displays as a blue 

dot on the ArcGIS IPS map, the same way it might display in 

familiar GPS navigation apps.

In addition to real-time indoor wayfinding, the system provides 

GIS teams, facility managers and senior executives with location 

information data capture and analytics. Within hybrid workplace 

models, these tools are in demand for managing flexible seating 

arrangements and sharing individual user locations. This creates 

transparency for identifying onsite staff and improves safety for 

in-person workers. As with smartphone navigation apps, mobile 

device users can choose to turn on location sharing or opt out.

ESRI Australia

www.esriaustralia.com.au
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failure; Teltronic’s solution offered us the levels of availability and 
quality of service necessary to operate the line with total security,” 
said Bat-Amgalan Tumurbaatar, director of the telecommunication 
and signalling department of Bodi International llC, the Mongolian 
railway infrastructure and mining company responsible for the 
project.

“Teltronic has a long history in the development of communication 
solutions for heavy haul mining railways, and the trust that Bodi 
International has placed in us only confirms the leading position 
that Teltronic has in the transport market, with comprehensive 
solutions that give us the ability to be a single supplier with extensive 
experience in the development of projects fully adapted to the 
needs of each client,” explained Teltronic’s Transport Business 
Development director, Felipe Sanjuán.

The Tavantolgoi–Gashuunsukhait line will be operated by the 
state-owned company Tavantolgoi Railway llC and is expected to 
be a major boost to the Mongolian economy. The railway will run 
through the southernmost part of the country, along a 250 km route 
that includes a total of six passing sidings and two train stations, and 
will shorten travel time and transport costs, attracting road freight 
volumes to the railway. The line is expected to have a capacity of 
30 million tonnes per year.

Teltronic 
www.teltronic.es

Digital radio network for  
gobi Desert railway

Teltronic is responsible for the deployment of a TETRA network that 
will serve the new railway corridor linking the Tavantolgoi coal mine, 
one of the largest untapped coking and thermal coal deposits in the 
world, with Gashuunsukhait border port, in southern Mongolia, on 
the border with China. The Tavantolgoi–Gashuunsukhait heavy haul 
railway line runs around 250 km through the South Gobi Desert, 
Umnugobi province, Mongolia, so the equipment must withstand 
the most extreme conditions of that country.

Teltronic has installed a complete communications solution on 
TETRA digital technology based on its Nebula infrastructure, which 
includes two control nodes (main and redundant) as well as the 
indoor and outdoor base stations necessary to cover the 250 km of 
the track and which will have to withstand the extreme temperature 
fluctuation of cold and hot, sandy, windy environmental conditions 
that occur in such a hostile environment as the Gobi of Mongolia.

In addition, the company has also supplied the onboard radios 
for each of the 16 locomotives that will serve the line, as well as the 
portable, mobile (installed in the maintenance vehicles) and desktop 
terminals used by control, security and maintenance personnel.

Finally, the system is completed with Teltronic’s control centre 
and call dispatching solution, CeCoCo, with two operator stations.

“Due to the environmental and operating conditions, we 
needed a robust and reliable radio system that would guarantee 
communications along the entire line without a single point of 
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Quartz crystal units
Epson’s FC2012AN and FC3215AN families of quartz crystal units deliver low equivalent series resistance (ESR) and tight 

frequency tolerance in a compact form factor. Equipped with a crystal element based on Epson’s in-house design and 

decades of production technology expertise, the devices are suitable for a variety of markets and applications such as IoT, 

wearables, medical, industrial, security surveillance and consumer electronics.

The quartz crystal units are robust, offering a low ESR of 35 kΩ (typ) and supporting a wide operating temperature range 

from -40 to 105°C, which is a critical for portable electronics in space-constrained applications. In addition, the crystals 

deliver a fixed frequency tolerance of ±20 ppm.

The units are designed to enable the development of smaller products that use less energy. The FC2012AN is 2 x 1.2 

mm in size, while the FC3215AN is 3.2 x 1.5 mm.

Epson Australia Pty Ltd

www.epson.com.au
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Corner-placement antenna
Antenova has added to its range of miniature surface mount designed 

(SMD) antennas and modules for GNSS applications. The Agosti antenna 

measures 9 x 5.8 x 1.7 mm and operates with high efficiency in a small 

space on a corner of a PCB.

The advantage of the antenna lies in its small ground plane requirement. 

Most SMD antennas use the surface of the PCB around the antenna as a 

ground plane to radiate signal from, so it is the ground plane requirement, not the physical dimensions of the antenna, that 

defines the space it needs. Radiated measurement results show the product operates well on small ground planes of 40 x 

20, 70 x 25 and 80 x 30 mm, making it suitable for small-form-factor designs.

The antenna offers designers several layout options, as it can be placed on a corner of the PCB. It is designed to integrate 

and co-exist with other antennas within the same device, as onboard diagnostics (OBDs) and trackers often use 4G/LTE with 

A-GPS for fall-back. The product has been tested with Antenova’s Pharoah antenna, and can operate in close proximity in a 

small device without the 4G signal interfering with sensitive GNSS signals.

Patch antennas are typically 12 or 14 mm2, are heavier than SMD antennas and need a much larger ground plane and 

keep-out area. They also have to be placed in the centre of a circuit board and only work well when they point at the sky. 

Antenova’s SMD antennas are designed to overcome these limitations and to perform regardless of the position and orienta-

tion of the device. The Agosti’s small ground plane and good isolation make it suitable for small wearable devices, trackers 

and OBDs which move around freely, offering the advantages of being omnidirectional and small.

Antenova Limited

www.antenova.com

http://www.silvertoneelectronics.com
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Remote Ethernet I/O modules
Acromag’s BusWorks NT Series remote I/O mod-

ules are now enhanced with EtherNet/IP support. 

EtherNet/IP is traditional Ethernet combined with 

an industrial application layer protocol targeted to 

industrial automation. Applications for the high-

performance Ethernet I/O modules are remote 

monitoring and control, condition monitoring and 

predictive maintenance, building HVAC energy 

consumption, and more.

The models have dual RJ45 ports and a 

webserver with Modbus TCP/IP and Ethernet/IP communication to monitor or control 

the internal I/O channels. An integrated DIN rail bus allows connections of up to 

three NTX expansion I/O modules. Each I/O module adds up to 16 input or output 

signals allowing a mix of voltage, current, temperature, TTL and relay control signals 

networked on one IP address.

Ethernet I/O modules distribute 9–32 VDC power along the DIN rail bus to expan-

sion modules. The space-saving design requires only 25 mm of DIN rail per module. 

Hazardous location approvals, high noise immunity and -40 to 70°C operation make 

the I/O suitable for use in harsh environments.

The NT2000 Series offers a broad variety of I/O signal processing options. Nine I/O 

configurations are available as either NTE Ethernet I/O or NTX expansion I/O models. 

Analog I/O models feature eight differential or 16 single-ended inputs for monitoring 

current or voltage signals. Discrete I/O models provide 16 tandem input/output chan-

nels with active high/low input and sinking/sourcing output. A six-channel mechanical 

relay output model is also available. For temperature monitoring, a thermocouple input 

model supports many sensor types and also millivolt ranges.

The Ethernet I/O modules are user-configurable for Ethernet/IP or Modbus/TCP, 

offering a convenient solution for engineers with multiprotocol control systems. The 

modules typically function as a network slave, but also offer Acromag’s i2o peer-to-

peer communication technology to transfer data between modules directly without a 

host or master in between. Multicast capability is included.

Metromatics Pty Ltd

www.metromatics.com.au

Coaxial dipole 
antenna
The B19-SAR-164 VHF rugge-

dised coaxial dipole antenna is 

a fixed position solution which 

is designed to provide quality of 

construction and performance.

It is suitable for omni-di-

rectional, low power transmit 

and receive applications up to 

100 W and works efficiently in 

tough conditions and high load 

environments. The antenna oper-

ates in the 148–174 MHz VHF 

high band.

ZCG

www.zcg.com.au

http://www.metcase.com.au
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comms for Makkah 
Metro to safeguard hajj

Hytera has announced that its Hytera metro communication system, 
specially upgraded for the Makkah Metro, has been put into operation. The 
integrated and customised system has proven to be helpful in assisting 
the Makkah Metro to improve the operational efficiency during the busy 
Hajj season, which gathered more than 1 million pilgrims from around 
the world this year.

The Hajj attracts millions of people each year. The 18-kilometre 
Makkah Metro, which connects the holy sites of Arafat, Muzdalifah and 
Mina, is one of the main means of transportation for those pilgrims. 
Although the Makkah Metro is only open to the public during the annual 
Hajj, it is one of the busiest metro routes in the world during this period.

Given that the previous communication system had been running 
for almost 10 years and became inconvenient and costly to maintain, a 
replacement of the system was urgently needed. Drawing on its experience 
in the railway industry, Hytera proposed to the Saudi Railway Company an 
integrated solution that covered the manufacturing, delivery and installation 
of the communication system.

“As this year Saudi expected to welcome over 1 million people 
for the biggest Hajj pilgrimage since the outbreak of the pandemic, 
the challenge for the transportation system was huge,” said Stanley 
Song, Deputy General Manager, Hytera Overseas Sales Department. 
“To ensure a safe Hajj season for pilgrims taking the Makkah Metro, 
we decided to customise most of the equipment even under a tight 
schedule.”

The hardware, which includes five TETRA base stations and 34 
TETRA onboard radios, as well as the combing system and antenna 
system, were all customised for the optimal performance of the overall 
system. The tailor-made onboard radios were engineered to connect 
with the public address systems to enable broadcasting to passengers’ 
cabins in case of emergencies.

In addition, during Hajj 2022, two engineers were assigned by Hytera 
to work in the operation control centre 24/7, consecutively, to guarantee 
safe and smooth running of the system.

Hytera’s involvement in the Hajj was not limited to the Metro. It also 
provided diversified services to the Ministry of Health, the Saudi Arabian 
Airlines at King Abdulaziz International Airport in Jeddah, Saudi National 
water Company and other organisations to ensure the success of the Hajj.

Hytera Communications Co. Ltd 
www.hytera.com.au

Vector signal generator
Rohde and Schwarz has introduced two maximum 

frequencies for the SMW200A vector signal generator, 

bringing performance to digitally modulated signals 

up to 67 GHz and beyond. The generator enables flat 

frequency response and 2 GHz modulation bandwidth 

above 44 GHz.

In addition to all applications already supported up 

to 44 GHz, the 100 kHz to 56 GHz option covers all 

currently used 5G frequencies, plus earth-to-satellite 

applications. The 100 kHz to 67 GHz option also sup-

ports planned higher frequency 5G bands, the 60 GHz 

WiGig band and inter-satellite links.

The vector signal generator now covers up to 67 GHz 

as a single-path instrument. A maximum modulation band-

width of 2 GHz is supported, meeting the requirements 

of even the wider subcarrier spacings defined for 5G 

FR2 Release 17, and wideband satellite transmissions.

Applications in the U and V bands supported include 

mobile radio, wireless LAN and satellite communications, 

for mobile radio engineers developing RF components 

and products to support the 5G mobile radio spectrum 

available in the 47 GHz frequency band. Due to 3GPP 

Release 17, specifying further enhancements to 5G, 

the unit is suitable for developers looking for a signal 

generator to cover the now extended FR2 frequency 

range from 52.6 GHz up to 71 GHz.

The new frequency options are equally interesting for 

high-frequency Wi-Fi and wireless LAN, including IEEE 

802.11ad, which operates in the 60 GHz unlicensed band 

(57–71 GHz). For satellite communication applications, 

forward and reverse links operate between 37.5 and 

52.4 GHz; inter-satellite links use frequencies up to 66 

GHz with bandwidths up to 2 GHz.

In addition, the unit is suitable for demanding appli-

cations above 44 GHz throughout the aerospace and 

defence industry, or for generating digitally modulated 

signals including early research on 6G components 

and systems.

Rohde & Schwarz (Australia) Pty Ltd

www.rohde-schwarz.com.au
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Habitual and protective behaviour towards mobile phones means 
that the chance of people losing or breaking them is low, and this 
results in the app being more accessible and reliable.

“we have found people’s day-to-day behaviour is very strongly 
linked to their mobile phones, so moving the provision of lone 
working monitoring from a dongle device to a mobile phone has 
been very effective,” said lidia Aleksinska, QHSE leader at SUEZ 
Smart & Environmental.

StaySafe 
staysafeapp.com/en-aus

App protects lone workers while  
operating in hazardous areas

Suez Advanced Solutions UK is one of the entities forming the SUEZ 
Group that specialises in smart and environmental solutions. SUEZ 
is a specialist in water network services, developing wastewater 
treatment solutions that are adapted to local conditions, meet 
health standards, and protect water resources and biodiversity. The 
company also provides water utility clients with digital solutions 
such as those for monitoring the condition of their network systems 
and smart metering.

wastewater sampling technicians at SUEZ often travel to 
wastewater treatment sites across the UK to obtain water samples. 
These sites are often unmanned, remote and carry a range of risks 
to the lone workers. The risks associated with this type of work 
can include working at heights, exposure to large bodies of open 
water or sludge pits, as well as slips, trips and falls.

Previously, SUEZ used a peer-to-peer messaging system to 
communicate with lone workers. This came with issues such as 
delays, limited contact and periods of low signal when vital contact 
or emergency services may have been needed. Another issue that 
SUEZ faced was the lack of visibility awareness of a line worker’s 
location and status, should they ever become unresponsive. These 
issued led to SUEZ needing a system that was more robust and 
reliable.

SUEZ found that switching to the StaySafe app and cloud-based 
monitoring service helped to safeguard workers who were situated 
at remote locations or unmanned sites. The StaySafe solution was 
also easier for lone workers to use and manage. StaySafe is a 
smartphone app and cloud-based monitoring service that monitors 
employee location via GPS or satellite while they are at work and 
alerts their employer if they do not check in within a specified 
time. The app offers a range of functions including panic button, 
check-in, man-down and duress alerts. SUEZ now manages its hub 
and escalation procedures in-house, giving the company complete 
control and visibility.

with the way that most people now go about their day-to-day 
lives, using an app on a mobile device has proven to be a more 
effective and simpler way for SUEZ to help protect its lone workers. 

iStock.com
/D

SCim
age

Industrial lTE router
Robustel’s R1510 industrial cellular IoT gateway has been certified by over 20 

mobile network operators in Japan, the United States, Europe and Southeast 

Asia. It can be deployed in IoT projects not only in Japan but also globally.

The industrial LTE router offers an industrial ruggedised housing that can 

be used in harsh environments with an operating temperature range from -25 

to 75°C. In addition to the two Ethernet interfaces it can also support digital 

input/outputs as well as Wi-Fi in client and access point modes.

Robustel 

www.robustelanz.com

http://melbourne.comms-connect.com.au
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climate action group

Participants of the Antarctica expedition of the 2041 Foundation 
will stay connected and share their findings in real time while on a 
climate mission, thanks to satellite connectivity services onboard 
an expedition vessel. The main purpose of the expedition, led by 
explorer Robert Swan, is to contribute to society’s understanding 
of climate change and what can be done to address it, saving 
Antarctica for future generations as an intact reserve for science 
and wildlife.

The expedition, comprising a group of 150 participants from 
all walks of life, has a bold mission to preserve Antarctica and to 
help reduce the impact of climate change by 2041 through raising 
awareness of climate action and its importance to everyone across 
the globe. The group of students, education professionals, scientists 
and entrepreneurs departed 20 March 2022 onboard Ocean Victory 
and will provide regular streaming sessions throughout the voyage 
thanks to satellite connectivity services enabled by SES and 
Speedcast. leading passenger ship and fleet management company 
Cruise Management International (CMI) provides technical and 
operations solutions to Ocean Victory, utilising Speedcast for the 
managed connectivity services onboard.

This is the first time that the Foundation 2041 expedition will 
benefit from a dedicated connectivity service for streaming and 
real-time sessions with the outside world. To enable this, SES 
will leverage a C-band beam on the SES-6 satellite to provide 
connectivity, with speeds reaching up to 50 Mbps. Speedcast 
is providing the managed service for the expedition, including 
onboard equipment, hub, teleport, backhaul and customer support. 
The connectivity will help the participants remain connected with 
families and friends back home, enabling them to share the reality 
of climate change in real time throughout the expedition.

“This is a complete first in our history, where we are planning 
to be actively communicating live from our ship, which was made 
possible thanks to SES and Speedcast. This will allow us to get 
our message back to the rest of the world — on what we are doing, 
why we are doing it, but also to challenge people and encourage 
them to act to make a difference,” Swan said. “Helping Antarctica 
means helping the current and future generations, and we should 
jointly make a change already now, before it is too late.”

Gez Draycott, an SES employee, will be supporting the expedition 
onsite. Using the connectivity, he will give a behind-the-scenes look 
at the expedition on his Instagram account at @gez_antarctica and 
help promote increased awareness of this project.

Speedcast  
www.speedcast.com

Radio dispatch system for cloud, site 
or data centre
Omnitronics’ flexible radio dispatch system for me-

dium-sized organisations and large enterprises alike 

is developed for the requirements of mission- and 

business-critical operations. omnicore Enterprise Dis-

patch, for radio dispatch management, is feature-rich 

out of the box and easy to use.

Real-time updates from the server allow changes 

to be made centrally and pushed out to all consoles 

simultaneously. omniconnect Interoperability is vendor 

agnostic for those wanting to connect different people, 

technologies, protocols and manufacturers.

The product features integrated location and 

real-time mapping, including geofencing with alarms. 

Customisable one-click workflows can trigger complex 

multi-step operations. There are multiple server avail-

ability options, with fully redundant clustering for HA 

(high availability), data replication for warm standby 

and 24/7/365 support.

Operators can continue to use radio channels dur-

ing periods of server unavailability. Connection options 

include digital and legacy analog radio systems, phone, 

paging, SIP, IoT and more.

The product is easy to use, featuring an intuitive 

touchscreen interface with a configurable layout. COTS 

hardware makes it easy to maintain by internal IT 

departments with easy scaling, no vendor lock-in and 

hardware options to suit size and budget.

Call history and rapid recall provide the ability to 

instantly replay calls and store for later playback. SIP 

telephony provides operators with multiple phone lines, 

while CCTV, video, web and social media feeds can be 

displayed within the console. RoIP enables connection 

to multiple sites over large distances regardless of 

radio manufacturer or technology.

The real-time dashboard offers a configurable web 

display for real-time operational system information. Call 

queue allows users to choose, pass back and make 

notes against individual calls. With simple licensing, 

users can access profiles from any location with ac-

cess to a centralised server using floating licences.

User training options include comprehensive onsite 

and online technical and operator training courses. 

Custom development is obtainable to suit specific or-

ganisational requirements. 24/7/365 omnicare Premium 

Support & Maintenance plans are available.

Omnitronics Pty Ltd

www.omnitronicsworld.com
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Spectrum

As the world’s complex labyrinth of na-
tional, regional and global social, political 
and economic systems continue to come 
under severe strain from multiple escalat-
ing natural and man-made disasters caused 
by climate change, growing inequalities, 
injustice and often just plain bad luck, the 
communications tools used by those public, 
private and hybrid organisations charged 
with maintaining law and order and keeping 
us safe clearly need to evolve in step with 
the immense challenges we face.

Just over a decade or so ago, the global 
critical communications community began 
the search for worthy replacement solu-
tions to the workhorse networks based 
on TETRA, P25, Tetrapol and related lMR 
technologies that have formed the basis of 
increasingly complex, intricate communica-
tions procedures during the early digital 
age of the 2000s:

• Regarding standards, most of us have 
focused our efforts within 3GPP, be-
ginning with key enablers developed 
during Release 12, with more complete 
mission-critical voice, data and video 
solutions worked on during Releases 13 
and 14 — following the formal creation 
and early meetings of working Group 
SA6 during early 2015.

• Sufficient harmonised spectrum to imple-
ment modern mission-critical broadband 
services has also been sought within 
globally available sub 1 GHz bands with 
varying levels of success.

• As we look around the world, America’s 
FirstNet and Korea’s Safe Net programs 
are testament to the steady progress made 
in recent times, but also demonstrate just 
how long it is taking us to achieve tried 
and tested solutions ready to replace 
well-established voice/PTT solutions.

Critical Communications world 2022, 
held this year in June in the breathtakingly 
beautiful city of Vienna, with attendance 
fortunately back up very close to pre-
pandemic levels, was the perfect opportunity 
for the global community to come together 
again for high-level discussions. One of the 
highlights of the event — both exhibition 
and conference — was the Government 
Authorities Global Village (GAGV) populated 
by 18 government authorities from around 
the world, sharing experiences with each 
other and all other organisations, suppliers 
and experts seeking better future tools for 
first responders.

Although perhaps unsurprisingly, most 
authorities were from Europe — many also 
contributing to the European Commission-
funded Broadway program now reaching its 
successful conclusion before progressing 
towards the final pan-European BroadNet 
deployment stage — it was also pleasing to 
see representatives from Canada (including 
the newly formed Public Safety Broadband 
Innovation Alliance — PIA), Australia (NSw 
Telco Authority), Saudi Arabia (CITC) and, of 
course, Korea (SafeNet). Regional and global 

cooperation during these challenging times 
remains absolutely vital if we are to develop 
fully functional, interworking systems within 
a reasonable timeframe during this decade.

These are exciting, but also daunting, 
times for our industry and communities as 
we move away from old ways of working 
towards more advanced practices attuned to 
the new reality of the 2020s and 2030s. No 
single technology, network or solution can 
provide all the answers we are searching for 
as we navigate our way across treacherous 
waters between these Old and New worlds. 
Interworking has become a major issue 
for the industry, requiring cooperation and 
imaginative, shorter-term, end-to-end solu-
tions that will give emergency services the 
confidence to embark on this new journey.

If we start now, it should be possible to 
complete such a journey by the end of this 
decade. I personally remain optimistic that, 
in spite of all the enormous challenges in 
front of us, our community can help create 
that better, smarter, safer, greener, fairer 
world lying just beyond the horizon, but I 
am also aware that it will most definitely 
not be plain sailing.

Peter Clemons has been involved in the global critical communications 
industry since 1996. Peter is a former director and board member of 
TCCA, working closely together with all key industry and community 
players to promote critical communications technology standards 
across the world. Peter is President of France-based consulting 
firm Quixoticity-EU, founded in 2021, which replaced UK-based firm 
Quixoticity Ltd (2012–2021); a member of ETSI, 3GPP and TCCA; 
and now VP, Standards, EUWENA (European Users Wireless Enter-

prise Network Association) supporting harmonised spectrum and global standards for 
private networks across Europe. He now spends most of his time studying, developing 
and implementing secure, end-to-end, full 4G/5G mission-critical solutions, having moved 
to France during 2020.

Mission-critical communications: 
carefully plotting a path for the future

iStock.com
/Rost-9D



DELIVERING RELIABLE
INFRASTRUCTURE
IN REMOTE LOCATIONS

Radlink Communications is 
a leading Australian owned 
and operated technology 
integrator. We specialise in 
delivering practical, cost-
e� ective technology solutions 
to meet our clients’ needs.

Phone 1300 73 55 83
www.radlink.com.au

TECHNOLOGY, INFRASTRUCTURE AND 
POWER SYSTEM DESIGN, ENGINEERING, 
FABRICATION, INSTALLATION, 
MANAGEMENT, SUPPORT AND SERVICE. 

http://www.radlink.com.au


NOW WITH 
MOBILE 
RADIO

DAMM Cellular Systems  
is reaching a milestone with its 

VHF TETRA Solution

Coupling Sepura radios to our VHF infrastructure provides a cost-effective, end-to-end 
VHF TETRA solution ideal for wide open areas and for the most demanding mission 
critical operations, where there is a need for high call capacity, enhanced TETRA 
features and extended range.

The DAMM MultiTech Outdoor Base Station BS422, and our cooperation with Sepura and Funktel 
enables us to offer a proven, feature-rich, robust, user-friendly, cost-valuable and reliable suite of 
VHF TETRA hand-portable and mobile radios as well as an extensive suite of accessories.

For more information please contact: 
info@damm-aus.com.au

WWW.DAMM-AUS.COM.AU
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