Police Technology Forum
Enhancing Law Enforcement Capabilities and Enabling Effective Policing

25 – 26 March 2020 | Hyatt Hotel, Canberra

PRESENTATIONS FROM:

- Rob Cochrane, Chief Information Officer, New Zealand Police
- Assistant Commissioner Peter Fleming, Security and Counter Terrorism Command, Queensland Police
- Angela Wallace, Intelligence Analyst, Crime and Corruption Commission
- Dr John Coyne, Head of Strategic Policing and Law Enforcement, Head of the North and Australia’s Security, ASPI
- Professor Clive Williams, Centre for Military and Security Law, The Australian National University
- Dr Feras Dayoub, Senior Lecturer – Robotic and Autonomous Systems, Queensland University of Technology
- James Smart, Partner, Maddocks
- Dr Isaac Kfir, Deputy Director - Defence, Strategy & National Security, Head Counterterrorism Policy Centre, ASPI
- Dr Raj Gaire, Senior Research Engineer, CSIRO
- Rajiv Shah, Consultant – Cyber, Intelligence and Security Industry, MDR Consulting

LUNCH SPONSOR

LANYARD SPONSOR

EXHIBITORS

9:00 Opening remarks from the Chair

**INNOVATION**

9:10 **INTERNATIONAL KEYNOTE**
Transforming Police Service Delivery by 2021
— Achieving 90% trust and confidence; how is technology being used to meet this goal?
— Delivering services utilising the benefits of modern, innovate technologies
— Ensuring access to the policing services for anyone, anywhere
Rob Cochrane, Chief Information Officer, New Zealand Police

9:50 **KEYNOTE**
Utilising technology to advance capability in fighting terrorism and national security threats
— National security and terrorism cyber threats
— Innovative technology used by law enforcement
— Evolving and future threats
Assistant Commissioner Peter Fleming, Security and Counter Terrorism Command, Queensland Police

10:30 Morning Tea and Networking Break

11:00 Developing technology to tackle extremism
— How is technology being used by extremist to further their cause?
— What technology is at the Police’s disposal to tackle extremism?
— Monitoring extremism
Dr Isaac Kfir, Deputy Director - Defence, Strategy & National Security, Head Counterterrorism Policy Centre, ASPI

11:40 **PANEL**
How is technology currently being used to ensure public safety?
— Combating cybercrime and online threats
— National security and extremism
— Everyday policing
Assistant Commissioner Peter Fleming, Security and Counter Terrorism Command, Queensland Police
Dr Isaac Kfir, Deputy Director - Defence, Strategy & National Security, Head Counterterrorism Policy Centre, ASPI

12:20 Lunch

13:20 National Missing Persons Hackathon
— New opportunities in technology and skills for law enforcement
— The diversity of cyber skills and talent, such as ‘ethical hackers’
— The benefits of crowdsourcing talent and information for law enforcement

14:00 How criminals are innovating and using technology to avoid detection
— How are criminals innovating and using technology to avoid detection?
— How is the CCC advancing its intelligence capabilities?
— Monitoring and tracking organised crime and corruption in the digital age
Angela Wallace, Intelligence Analyst, Crime and Corruption Commission

14:40 Afternoon Tea and Networking

15:10 Towards a Commonwealth law enforcement innovation framework - An insight into ASPI’s research on innovation in law enforcement and the three key questions that underpinned this:
— How can technology enhance the identification of money-laundering offences?
— How can law enforcement bring together technology and policy to ensure more agile AML decision-making?
— How can law enforcement agencies gain faster access to new AML technologies and capabilities?
Dr John Coyne, Head of Strategic Policing and Law Enforcement, Head of the North and Australia’s Security, ASPI

15:40 **PANEL**
Next generation cyber threats to critical infrastructure
— What does law enforcement need to do to counter growing cyber threats to human life?
— As components in critical infrastructure operating systems become mass produced what opportunities will this give cyber criminals?
— Where can technology and cyber practices best be developed to counter challenges?
Rajiv Shah, Consultant – Cyber, Intelligence and Security Industry, MDR Consulting

16:40 Closing Remarks from the Chair

16:50 Networking Drinks

---

**VENUE DETAILS**

Hyatt Hotel, Canberra, 120 Commonwealth Ave, Yarralumla ACT 2600
Phone: (02) 6270 1234, www.canberra.park.hyatt.com
9:00  Opening remarks from the Chair

TECHNOLOGY MODERNISATION AND INTRODUCTION

9:10  Technology and capability modernisation across the Joint Military Police Unit
— Delivering military policing capability
— Using technology to allow preventative policing
— Intelligence led policing
LTCOL Damian Eaton, Director Modernisation - Training and Standards, Joint Military Police Unit

9:50  Technology Outsourcing by Police – Recent contractual developments
— Practical tips around pre contract negotiations and contract formation
— How Police can ensure their functions and powers are appropriately outsourced to third parties under technology contracts
— How Police ensure they will achieve value for money in technology projects
— Termination rights in a Police technology context
— Recent changes in law including the ipso facto and unfair contracts laws
James Smart, Partner, Maddocks

10:30  Morning tea and refreshments

11:00  Artificial intelligence and robotic policing: How does the future
Dr Feras Dayoub, Senior Lecturer – Robotic and Autonomous Systems, Queensland University of Technology

11:40  Data Airlock: Using artificial intelligence to safety analyse data
— Protecting investigators from constant exposure to traumatic material
— Ensuring data is controlled and secure
— Maximising productivity
Dr Raj Gaire, Senior Research Engineer, CSIRO

12:20  Lunch

13:20  Developing drone technology to improve police capability
— How is drone technology currently being used in policing?
— Developing the use of drones
— Challenges of operating drones

14:00  Improved real time situational awareness for improved decision making
— Building an integrated intelligence picture using a common operating platform
— Working collaboratively across multiple agencies
Rajiv Shah, Consultant – Cyber, Intelligence and Security Industry, MDR Consulting

14:40  2020 Technology Trends – Implications for Policing
Professor Clive Williams, Centre for Military and Security Law, The Australian National University

15:20  Closing remarks from the Chair

15:30  End of Conference and Afternoon Tea

SPONSORSHIP AND EXHIBITION OPPORTUNITIES

Excellent opportunities exist to showcase your organisation.
For further information, please contact:
Andrew Sinkovich, Sponsorship Manager
Phone: (02) 9080 4008
Email: andrew.sinkovich@informa.com.au


## Easy Ways to Register

1. **Web**

2. **Telephone**
   - +61 (0)2 9080 4025 – Quoting P20K15

3. **Email**
   - conferences@informa.com.au – Quoting P20K15

## Stay Connected

- LinkedIn
- Twitter
- Facebook
- YouTube

# policetech20

## Police Technology Forum

25 – 26 March 2020 | Hyatt Hotel, Canberra

## Pricing Details

<table>
<thead>
<tr>
<th>Register Early &amp; Save</th>
<th>Early Bird Rate</th>
<th>Standard Rate</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>Book &amp; pay from 28 Feb 2020</td>
<td>Book &amp; pay from 1 Mar 2020</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Conference Package</th>
<th>PRICE</th>
<th>GST</th>
<th>TOTAL</th>
<th>SAVE</th>
<th>PRICE</th>
<th>GST</th>
<th>TOTAL</th>
</tr>
</thead>
<tbody>
<tr>
<td>Two day conference</td>
<td>$2,495</td>
<td>$249.50</td>
<td>$2,744.50</td>
<td>$200</td>
<td>$2,695</td>
<td>$269.50</td>
<td>$2,964.50</td>
</tr>
<tr>
<td>Police Force/Government Agency/ NFP Rate</td>
<td>$1,695</td>
<td>$169.50</td>
<td>$1,864.50</td>
<td>$200</td>
<td>$1,895</td>
<td>$189.50</td>
<td>$2,084.50</td>
</tr>
</tbody>
</table>

For full terms and conditions, please visit:


If undeliverable return to: PO BOX Q1439, SYDNEY NSW 1230